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Introduction

This document describes the Real-Time Gross Settlement (RTGS) as a business component of T2 and the
interactions of RTGS Actors with other components and services. RTGS settles real-time interbank and
customer payments and processes transactions of ancillary systems (AS). The document is intended to
guide RTGS Actors to a proper understanding of RTGS.

The User Detailed Functional Specifications (UDFS) focuses on the provision of information to RTGS Actors
to design and build the interface of their business application with RTGS. The UDFS RTGS is publicly
available.

The document is divided into three parts.

The first part provides a full description of all the RTGS features and processes, functional details
concerning access to RTGS and connectivity, dependencies and interactions with other
services/components, operations and support features. The background information provided in chapter
Overview of RTGS [ 35] supports the understanding of RTGS and the interaction with common
components described in the following chapters. Afterwards, it guides the reader through the RTGS
features. Moreover, it provides an overview of common components used by RTGS (e.g. Common
Reference Data Management (CRDM), Data Warehouse (DWH)) and a brief description of the
Contingency Services. Central bank (CB) specific information is provided in chapter Additional
information for CBs [ 248].

The second part provides process descriptions, which allow RTGS Actors to interact with RTGS via
application-to-application (A2A). This part aims at providing a comprehensive description of all user
interaction related processes being available in RTGS. This part guides the reader through the steps of
the different scenarios — highlighting the actions undertaken by RTGS and all the involved RTGS Actors.

The third part provides a detailed description of all Extensible Mark-up Language (XML) messages
RTGS Actors may use to interact in A2A mode with RTGS. The descriptions of the messages include all
required elements according to the schema. Wherever a message or its fields are referenced throughout
the document, only the reference name is used.
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The document is structured as to guide the readers through the steps of the whole (A2A) interaction and
processing details focusing on different user needs, i.e. business experts, IT experts and message experts:

List of
messages and
usage
guidelines
(MyStandard)

Functional Process

description description with
UMLs!

1 UML = Unified Modelling Language

Figure 1 - Structure of the RTGS UDFS
Different readers may have different needs and priorities and may not need to read the whole book.

For instance, business readers, interested mainly in organisational issues, may not wish to enter into the full
details of each message description, but they might prefer going through a description of the business
processes and the information flows between their own business application(s) and RTGS. On the other
hand, technical readers involved in the specification and development of technical interfaces to RTGS may
not be interested in the complete description of the features RTGS offers. They would probably search the
necessary information to design and build the interface of the RTGS Actor’s business application with RTGS.
The following paragraphs show - with a couple of examples - how business and technical readers may follow
different reading patterns in order to fulfil their needs.

All readers, whether business or technical, are invited to read the following UDFS chapters, which are
providing a minimum functional and technical background to the understanding of any other UDFS chapter:

| Overview of RTGS [ 35], which summarises the RTGS features and functionalities;

| Access to RTGS [ 38], which focuses on how to connect to RTGS including authentication and

authorisation processes and explains the envisaged usage of access rights depending on the respective
roles;

| Parties and accounts [ 47], which provides a general description of the main reference data needed for

RTGS and the accounts maintained in RTGS, specifying how they are used for the settlement of real-
time interbank and customer payments and AS transfers (e.g. which RTGS Actors are involved and how
to set up accounts for different purposes including their usage);
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Business oriented perspective

In addition, a business reader may be interested in the way information is structured in RTGS. This user may
want to follow the reading plan described below to find further details about the operations possible in RTGS:

Business day [ 73], where the business reader finds an overview of the RTGS schedule and respective
processes;

RTGS business functionality [ 91], which informs about the payments processing and settlement of

payments and ancillary systems as well as the liquidity management and information management;

Use of common components in RTGS [ 237] describes the common components used by RTGS and

the interaction between RTGS and the used common components;

Process RTGS payment order and liquidity transfer order [* 257] to find a description of the processing

of a cash transfer (order) and useful information in order to understand the settlement in RTGS;

Index of business rules and error codes [* 627] includes the relevant error codes provided in case of

unsuccessful validation.

Technical oriented perspective

Processes with RTGS [ 251] respectively, where an overview of the possible A2A dialogue with RTGS

is defined. Each sub-chapter of this chapter describes the flows within, to and from RTGS. The reader
can focus on the functionality of RTGS, analysing the procedures and main scenarios.

Part IIl - Catalogue of messages [ 371], where a detailed description of the content of a given XML
message is provided.
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Part | - General features of RTGS

1 Overview of RTGS

The primary aim of RTGS is the settlement for real-time interbank and customer payments and AS transfers.

RTGS offers a wide range of features to execute real-time payments and AS transfers in an efficient manner
(e.g. reservations for purpose, priorities and optimisation algorithms):

RTGS is multi-currency enabled, i.e. the settlement services are technically designed to support
settlement in different currencies and according to their own calendars; neither RTGS nor the other
common components of the TARGET Services offer conversion between currencies.

the A2A communication between RTGS Actors and RTGS is based on the 1SO 20022 (International
Organisation for Standardisation) compliant messages.

Central bank operations (CBOs) are not processed in RTGS but in the Central Liquidity Management (CLM)
Component.

CLM holds the main cash accounts (MCASs) as the central source of liquidity. RTGS provides dedicated cash
accounts (DCA) for the settlement of real-time interbank and customer payments and transactions with
ancillary systems. Like all other DCAs, the RTGS DCA operates on cash-only-basis, e.g. the credit line that
is on the MCA may be used to increase the liquidity on the DCA by transferring liquidity from MCA to DCA. A
party may open more than one RTGS DCA for a dedicated purpose, depending on its business needs (e.g.
for AS transfers, for the payment business of a branch/entity). Furthermore, a payment bank may open one
or more RTGS dedicated sub-account(s) that is linked to one RTGS DCA. This RTGS sub-account may be
dedicated to one ancillary system using AS settlement procedure C. RTGS Account Holders are responsible
for their own liquidity management and the monitoring of the settlement processes; or they may also grant
access to another party to perform these tasks on its behalf.

RTGS makes use of the following common components.

The Eurosystem Single Market Infrastructure Gateway (ESMIG) provides the central authentication,
authorisation and user management features. It is Network Service Provider (NSP) agnostic and thus
offers RTGS Actors the access to all TARGET Services through the connection with a single certified
NSP. All NSPs comply with the same communication interface specifications in A2A mode (in store-n-
forward and real-time communication protocol) and user-to-application (U2A) mode via Graphical user
Interface (GUI).

CRDM offers features that allow authorised users to set up, maintain and query all reference data that
TARGET Services share for their processing activities. CRDM ensures the consistency and integrity of
all reference data but also the propagation and managing of relationships across services/components.
Furthermore, it avoids duplication of reference data or redundant implementation of the same functions in
multiple services/components. Service-specific reference data objects (or functions) are set up and
managed (or implemented) in the respective service; any change made locally will not be propagated to
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CRDM and, if applicable, has to be made in CRDM too. The access to all collected data allows the use of
a common Billing component. This is also valid for reference data queries and reports.

DWH provides the data for historical, statistical and regulatory reporting. It offers predefined queries and
reports, but also the possibility to design individual reports and queries. Both modes (A2A and U2A) are
available for DWH Actors. Normally, data of the previous business day shall be available in the DWH as
of the start of the new calendar day at the latest.

The Business Day Management (BDM) offers the schedule and calendar for all components and
currencies. A schedule defines the structure of the business day in the TARGET Service as well as the
events per currency for which RTGS Actors may configure event-based standing orders and regular
reports. The calendar defines the days when the T2 Service or a common component is opened or
closed. In case it is open, it follows the defined business day schedule. Each TARGET Service may have
a different calendar per currency.

The Billing component ensures the preparation and processing of invoices for RTGS, CLM and common
components. To do so, relevant information for each cash account have to be defined in CRDM (e.g. to
whom the invoice is addressed to, which MCA is debited, etc.) and this information is then taken into
account during the Billing process. Further information on Billing and the respective fees is defined in a
pricing guide.

The Legal Archiving (LEA) component collects all information, which is subject to LEA requirements. The

information from the T2 Service and common components is stored in LEA in its original content and
format after thirty calendar days and is accessible within its retention period of ten years.

The Contingency Services are used, in events where business continuity is impossible or systemically
important payments and/or the settlement of ancillary systems need to be processed during the failover
process. Contingency is a temporary process that aims at processing only limited business to avoid the
creation of systemic risk.

The Operational Tools are provided to the CB’s operational staff only. Those tools have interfaces to all

applications. They support the monitoring and controlling of RTGS.

For the common components (ESMIG, CRDM, DWH, BDM and Billing) dedicated UDFS exist. The
Contingency Services are described in detail in a dedicated UDFS as well.

RTGS is designed to be multi-currency and to provide settlement in Euro and non-Euro central bank money.
However, RTGS being a component of the T2 Service, it cannot be used as a stand-alone service for the
settlement in one currency. It is required to use the T2 Service as a whole and the T2 Service offers no
currency conversion.

On the contrary, the usage of one single TARGET Service (i.e. either TARGET2-Securities (T2S ) or Target
Instant Payment Settlement (TIPS)) is possible for the settlement of non-euro currencies.

The following combinations of the various settlement services are possible for non-Euro currencies:
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Table 1 - Combination of settlement services

All rights reserved.

RTGS

v

v

T2S

TIPS

Page 37 of 1021



T2 Access to RTGS

target

services

Connectivity

2 Access to RTGS

2.1 Connectivity

RTGS provides access to its services through an A2A and a U2A connectivity mode:

U2A A2A

Figure 2 - A2A/U2A connectivity

A2A connectivity

Software applications communicate with RTGS by exchanging single messages and files (the latter only
inbound to RTGS). The A2A communication relies on XML messages, using ISO 20022 standard where
applicable, for both inbound and outbound communication.

The A2A supports the following connectivity modes:

| store-n-forward, message-based;

| store-n-forward, file-based,;

| real-time, message-based,;

| real-time, file-based.
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Authentication and authorisation in RTGS

The chapter Communication between RTGS and RTGS Actors [ 41] provides further details.

The store-n-forward connectivity mode provides for the sending messages even when the receiver is not
reachable in the moment of the message sending. The store-n-forward connectivity mode employs a retry
mechanism to resend the message until successful delivery is employed. Real-time communication requires
the sender and the receiver of the communication to be available and reachable when the message is sent.
No retry mechanism is available for the real-time mode when the message cannot be delivered.

The A2A connectivity mode supports a message-based and a file-based transmission channel. The use of a
connectivity channel is dependent on the size of business content that is to be transmitted. The limit for a
message-based communication is 32 KB, while the maximum size of a file-based communication is limited to
32 MB. Therefore, the transmission channel is not dependent on the type of communication, i.e. file-based or
message-based, but the size of the communication. Individual messages can be sent using file-based
communication (and must be if they exceed the size limit of message-based transmission) and files can be
sent using message-based communication when the size limit is not exceeded.

U2A connectivity

RTGS Actors can access defined functionalities in RTGS through its dedicated GUI.

Contingency upload of A2A files and messages in U2A

This is a mixture of both connectivity options since a precondition is U2A access to a dedicated GUI screen
which then enables a CB to upload A2A files and messages.

More details are provided in chapter Contingency upload of A2A files and messages in U2A [ 250] .

2.2 Authentication and authorisation in RTGS

A distinguished name (DN) identifies an individual or application interacting with RTGS. A DN is a sequence
of attribute-value assertions separated by commas, e.g. <cn=meier,0u=RTGS,0=bnkacct,0=nsp-nspname>.

DNs are uniquely linked to digital certificates, which RTGS Actors assign to their users, i.e. individuals
interacting with RTGS in U2A mode or applications interacting with RTGS in A2A mode.

ESMIG authenticates the RTGS Actor and carries out an authorisation check at service level in order to
verify whether the DN is permitted to submit requests to RTGS. The ESMIG UDFS contains exhaustive
information on all the authentication and authorisation checks that ESMIG performs. If these checks are
successful, then ESMIG forwards the request and the sender’s DN to RTGS.

RTGS then carries out the authorisation of the sender at application level based on the DN’s access rights
profile. The DN that is used to sign the A2A message is linked to one user or application. The user has one
or many roles. The authorisation of the request is checked against the role’s access privileges.
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2.3 Security

This chapter describes the main principles to ensure the security of RTGS.

It means that the following security criteria are met:

confidentiality: ensuring that information is accessible only to authenticated and authorised RTGS
Actors;

integrity: safeguarding the accuracy, completeness and authenticity of information;

availability: ensuring that authorised users have access to information and associated assets in the
correct format when required;

2.3.1 Confidentiality

The confidentiality of data is ensured by the possibility to grant specific access rights for any given set of
data. The granting of specific access rights in conjunction with authentication and authorisation mechanisms
ensures that each RTGS Actor’s data is treated confidentially and is not accessible to non-authorised actors
when RTGS processes A2A and U2A requests.

2.3.2 Integrity

Within RTGS, various business validations ensure the integrity of information. If a business validation fails,
RTGS has a concept of error handling in place. The requested action is not processed and RTGS provides
the user with detailed information regarding the nature of the error.

In U2A mode, RTGS offers users in addition the possibility to further ensure the data integrity via usage of a
dual authorisation concept, the four-eyes principle. In case this option is chosen for a specified set of RTGS
operations, a second independent verification and confirmation is required before an operation can be
executed in RTGS.

Furthermore an audit trail provides the possibility to query through U2A interface or by DWH query the
modified data at the attribute level, the user performing the change and the timestamp of the change made.
This audit trail shows both the changed attributes and the new values.

2.3.3 Availability

The overall availability of RTGS is ensured by the infrastructure design and a centralised technical
architecture. This, together with a high level of inherent infrastructure redundancy and dedicated IT
resources ensure the maximum availability for RTGS. Availability is also ensured by operational, security-
operational and technical monitoring. RTGS operational monitoring provides tools to the operator for the
real-time detection of functional and operational and security problems. Technical monitoring allows for the
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Graphical User Interface

detection of hardware and software problems via real-time monitoring of the technical components involved
in the processing, including the network connections.

2.4 Graphical User Interface

The GUI allows users to perform business functions based on their respective access rights. It allows users
to enter and maintain business data as well as to retrieve business information.

The RTGS User Handbook (UHB) provides exhaustive information on each of the business functions that the
RTGS GUI provides.

2.5 Communication between RTGS and RTGS Actors

This chapter aims to introduce the interactions in A2A mode and how they should be used for
communication between RTGS Actors’ backend applications and RTGS.

It starts with a categorisation of the different communication channels and their related network services. In
that context the usage of technical and business data is depicted.

In general, the communication on business and technical level is identical, i.e. if a message should be sent
to RTGS the message has to be addressed on both levels to RTGS. However, the processing of payment
orders, payment revocation and recall orders as well as payment recall responses require by nature a
different use of business data. The different approaches will be touched briefly in the last part of this chapter.
Communication channels can be categorised as follows:

store-n-forward;

real-time.
With the distinction of message-based and file-based network services this allows four network service
types:

store-n-forward message-based network service;

store-n-forward file-based network service;

real-time message-based network service;

real-time file-based network service.
The communication channel is part of the party technical address (PTA) that represents the core element for

the routing of messages. The communication channel depends on the type of exchanged business data
which can be categorised as follows.

Instructions are messages that intend to create or change data in RTGS. External actors can only send
instructions to RTGS in store-n-forward mode.
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| Queries are messages that intend to retrieve data from RTGS. Queries are only sent using real-time
mode.

| Reports are messages that intend to provide data in push mode from RTGS in store-n-forward mode.

Note: The pull functionality for reports is reflected in query description via an account statement query,
i.e. Query management for RTGS [ 226].

| Notifications are messages that intend to provide status information in push mode from RTGS.
Notifications are provided in store-n-forward mode as result of an instruction.

The following table summarises how the main types of RTGS business data exchanges are mapped against

the technical features of the different network services for inbound and outbound communication including

files:

RTGS business data exchanges |Inbound communication Outbound communication
request response

Instructions Store-n-forward message-based, Store-n-forward message-based, store-n-
store-n-forward file-based forward file-based

Queries Real-time message-based, real-time Real-time message-based, real-time file-
file-based based

In case of timeout and oversize store-n-
forward message-based (see chapter

Outbound traffic exceeding given size

limitations [ 386]), store-n-forward file-

based

Reports N/A Store-n-forward message-based, store-n-

forward file-based

Notifications N/A Store-n-forward message-based, store-n-

forward file-based
Table 2 - Business data and communication channels
A PTA consists of three items:
1. atechnical receiver name which is represented by a DN;
2. an NSP;

3. achannel.

Possible values for a channel are:

| store-n-forward message-based;
| store-n-forward file-based;

| real-time message-based,

| real-time file-based.
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The PTA for a message sent by RTGS is derived as follows:

RTGS business data Communication channel

Deduction of PTA

exchanges

Notifications as response to Store-n-forward message

instructions

Notifications being not a response to Store-n-forward message
an instruction but belonging to a

business case triggered by an

instruction, e.g.

BankToCustomerDebitCreditNotifica

tion (camt.054)

Payment orders, payment Store-n-forward message
revocation and recall orders or

payment recall responses

A natification as response to an in-
struction is sent to the same network
service and PTA which were used for
sending the related inbound

communication.

The store-n-forward notification being
not a response to an instruction is sent
to the PTA that is defined in the routing

configuration.

Payment orders, payment revocation
and recall orders or payment recall are
sent to the PTA which is derived from
the addressed business receiver
(identified in the attribute <To> BIC
located in the Business Application
header (BAH) of the message).

Responses to queries Real-time message, real-time file Responses to real-time messages are

in case of timeout or oversize: store-n- sent to the PTA of the sender of the

forward message, store-n-forward file query. In case of timeout and or
oversize additional messages are sent
using the store-n-forward message
channel or store-n-forward file channel
for the same technical receiver and the

same network provider.

Reports Store-n-forward file Reports are sent in store-n-forward

Store-n-forward message mode to the PTA that is defined in the

routing configuration.

Table 3 - Deduction of PTA

Connectivity requirements for RTGS Actors

Store-n-forward mode:

All rights reserved. Page 43 of 1021



t a P g'Et | Access to RTGS

Communication between RTGS and RTGS Actors

Each external actor sending store-n-forward traffic to RTGS also must be able to receive store-n-forward
traffic with the sender DN and NSP for the respective message-based and file-based network channel.

According to the routing configuration, the technical receiver name and the NSP are defined for receiving
store-n-forward traffic from RTGS. The external actor must support message and file channel.
Real-time mode:

Each external actor sending real-time traffic to RTGS must also be able to receive real-time and store-n-
forward traffic with the sender DN and NSP for message and file channel.

Link routing information on technical and business level

The PTA is always set up as “point-to-point” information, i.e. if a message is sent by a party A to RTGS the
PTA of party A is represented by the related DN on technical transport layer of the message and PTA of
RTGS is also identified by a DN. Further details on the set-up are provided in chapter ESMIG UDFS
“Authentication and authorisation”.

For routing purposes PTA consisting of DNs and NSPs are needed. Therefore, a link between the addressee
Business Identifier Codes (BICs) and the PTA is established in CRDM. In case there is no link defined in
CRDM, the inbound message is rejected as it cannot be forwarded to the intended business receiver.

On the business layer, represented by the BAH, the identification of the relevant RTGS Actor as well as
RTGS itself is based on BICs.

Therefore, the RTGS Directory provides information on addressees to be used in case an RTGS Actor wants
to send payment orders, payment revocation and recall orders or payment recall responses to RTGS.

For notifications as responses to instructions and responses to queries, no routing configuration in CRDM is
needed as the natifications are always returned to the technical sender of the initial inbound message.
The CRDM routing configuration applies to notifications not being a response to an instruction and to reports:

for such notifications only the default routing configuration of the respective account holder/party in
CRDM applies;

for reports camt.053 [ 505] each party can define exactly one PTA deviating from the default routing the
message shall be send to.

RTGS identifies the channel (store-n-forward message-based or store-n-forward file-based) depending on
the size of the message to be send and the system limitation.

Addressing of messages on business level when sent to RTGS

Messages which can be sent by RTGS Actors to RTGS are instructions and queries. While queries are
always addressed to the RTGS BIC, the addressing of instructions depends on the underlying business
cases identified by different message types. The term instructions encompass cash transfer orders (see
chapter Cash transfer orders and cash transfers in RTGS [ 92]), payment revocation and recall orders,
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payment recall responses, settlement related modifications (e.g. change debit time) and liquidity
management features (e.g. change of limits).

In general, the approach for addressing messages to RTGS on business level (BAH) is:

| if RTGS has to process the message without forwarding the message content after processing then the
RTGS BIC must be used in the BAH in the <To> part (business receiver), i.e. message is only used for
inbound communication;

| if RTGS has to process the message and to forward the message content after processing then the
addressee which should receive the message after processing must be used in the BAH in the <To> part
(business receiver).

In the following table a comprehensive overview of the BIC to be used in the BAH <To> part is provided:

RTGS business data exchanges |Message ID Inbound Outbound Deduction of

communication [communication [business

receiver (BIC)

Instructions Payment orders pacs.004 [ 561] Yes Yes BIC Addressee in
pacs.008 [ 572] RTGS Directory

(see chapter
pacs.009 [ 589]

CRDM UDFS

pacs.010 [ 608] “RTGS Directory”)
Payment order camt.056 [ 526] Yes Yes BIC Addressee in
revocation and camt.029 [ 475] RTGS Di-rectory
recall orders,
payment recall
responses
Liquidity transfer ~ camt.050 [ 501] Yes No BIC RTGS
orders
AS transfer orders pain.998 ASTI Yes No BIC RTGS

[ 624]
AS specific camt.021 [ 461] Yes No BIC RTGS
instructions camt.025 [ 463]
Modification orders camt.007 [ 437] Yes No BIC RTGS

camt.011 [ 447]
camt.012 [ 450]
camt.048 [ 495]

camt.049 [ 498]
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RTGS business data exchanges [Message ID Deduction of

communication [communication [business
receiver (BIC)

Queries camt.003 [ 428] Yes No BIC RTGS
camt.005 [ 433]
camt.009 [ 440]
camt.018 [ 453]
camt.046 [ 488]
admi.005 [ 422]

Table 4 - Deduction of business receiver for sending to RTGS

Simplified illustration addressing of messages on technical transport header level:

Technical header inbound: Technical header outbound:
Sender: DN Bank A Sender: DN RTGS
Receiver: DN RTGS Receiver: DN

Figure 3 - Technical header

Simplified illustration addressing of orders on business level in case RTGS forwards the message content
after processing:

BAH inbound and outbound:

Fr: BIC Bank A
To: BIC
Figure 4 - BAH

Note: The sending/receiving RTGS Actor may deviate from the account BIC to be used for debit/credit
posting, e.g. multi-addressee.

Simplified illustration addressing of orders on business level in case RTGS does not forward the message
content after processing:

BAH inbound:
From: BIC Bank A
Tao: BIC RTGS

Figure 5 - BAH — inbound only
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3 Parties and accounts

3.1 Parties

The RTGS participation model defines different types of RTGS Actors, with different roles and
responsibilities, as outlined in chapter Concept of party in RTGS [+ 48].

This chapter provides a description of the objects that CRDM stores and RTGS uses for its RTGS Actors.
Moreover, it focuses in particular on the reference data in the context of Parties used in RTGS. In Use of
common components in RTGS [+ 237] the main focus is on CRDM features: set-up of objects, the access

rights concept and CRDM specific reference data.

More in detail, chapter Set-up of parties [ 47] identifies the reference data related to the set-up of RTGS
Actors and it provides detailed information as to who is responsible for the set-up of these reference data.
Chapter Concept of party in RTGS [ 48] defines the concept of party in CRDM. In addition, this chapter

mentions the so-called hierarchical party model, i.e. the organisational structure of Parties in CRDM. The
chapter RTGS — specific party service link [ 49] defines, based on the party type, service party types, which

ensure the correct link to business functionalities. The chapter Reference data for parties used by RTGS

[ 51] illustrates the reference data required by RTGS for each party.

3.1.1 Set-up of parties

A party is defined as a legal entity or organisation interacting with RTGS. The set-up of parties for RTGS
takes place in CRDM.

The operator is responsible for setting up and maintaining party reference data for all CBs relevant for
RTGS. CBs are responsible for setting up and maintaining party reference data for the parties of their
community.

The following table summarises the configuration responsibilities for each reference data object related to
parties in RTGS and specifies the required communication mode:

Reference data object Responsible actor Mode

Party (CB) Operator A2A/U2A
Party (payment bank) CB A2A/U2A
Party (ancillary system) CB A2A/U2A

Table 5 - Set-up of parties for RTGS

All rights reserved. Page 47 of 1021


_Ref173D44BBCC5A5713CF423EA4D949830C
_Ref32F115312188FD5879CF69186ED2647F
_Ref173D44BBCC5A5713CF423EA4D949830C
_RefCEF19FB4D29430BB3AD67FE97485D7DB

t a P 9 Et | Parties and accounts

Parties

3.1.2 Concept of party in RTGS

The party model of RTGS is based on a hierarchical three-level structure. The operator is the only party at
the first level of the hierarchy and is responsible for the set-up of each party of the second level, i.e. each CB
in RTGS. In case a CB wants to offer settlement in multiple currencies, the existence of one system entity of
this CB per currency is required.

Similarly, each CB belonging to the second level is responsible for the set-up of all parties of its community,
represented by parties of the third level. In RTGS, payment banks and ancillary systems belong to the third
hierarchy level. In case a CB offers settlement in multiple currencies and a payment bank wants to settle in
these currencies, it is required for a payment bank to open a party? per currency.

This means that each CB is responsible for the reference data of its community. Further information and
additional details about the hierarchical model can be found in CRDM UDFS chapter “Common reference
data maintenance process”. Information about the data scope is included in CRDM UDFS chapter “Data
scope”.

Each party belongs to one of the following party types according to the above mentioned hierarchical party
model:

operator;
CB;
payment bank;

ancillary system.
Note: The party type defines the level within the hierarchy in the CRDM reference data.

The operator is the organisational entity that is responsible for operating RTGS. It is responsible for the
initial set-up and day-to-day operations of RTGS and acts as single point of contact for CBs in case of
technical issues. It is monitoring the system and carrying out corrective actions in case of incidents or in case
of service/component unavailability. The operator is also responsible for setting up and maintaining the
reference data of the CBs in CRDM. Upon request of the respective CB the operator may use RTGS
functions on behalf of any RTGS Actor. It has full access to all live and all archived reference data and
transactional data in RTGS.

CBs are responsible for setting up and maintaining reference data in CRDM for all RTGS Actors belonging to
their community. CBs can also act as RTGS Account Holder themselves. In addition, they can act on behalf
of any party belonging to their community on the third level in case of need (being able to perform any action
via U2A but also being subject to bilateral agreements).

Payment banks represent RTGS Actors that own RTGS DCAs and/or RTGS sub-accounts. Payment banks
are responsible for their own liquidity management. They are responsible for instructing cash transfers and

1 Each party has to be identified with a valid and unique BIC11.
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monitoring the liquidity usage. However, the set-up and maintenance of the RTGS DCAs and RTGS sub-
accounts is done by CBs on request of the respective payment bank.

Ancillary systems are parties in RTGS authorised to submit instructions debiting or crediting:

| an RTGS DCA,;

| an RTGS sub-account dedicated to the ancillary system.

Moreover, ancillary systems are responsible for monitoring their AS technical accounts (used for AS
settlement procedures A, B, C, D and E) and guarantee funds accounts (used for AS settlement procedures

A and B). The set-up and maintenance of these accounts is done by CBs on request of the respective
ancillary system.

3.1.3 RTGS - specific party service link

The party service link is used to link a party to a service or component. This means it defines the
participation of a party type in a specific service or component.

In addition to the party type, a party is also identified by a dedicated service party type (an attribute of the
party service link), which defines the business function a party may use. In RTGS, each party requires at
least one service party type. The following service party types exist:

Party type Possible service party types for RTGS

CB RTGS CB Account Holder

RTGS Transit Account Holder
Payment bank RTGS Account Holder
Ancillary system Ancillary system

RTGS Account Holder
Table 6 - Service party types for RTGS

During the creation of an RTGS Account Holder, a flag allows CBs to identify that the account holder uses
the component U2A-only. These U2A-only RTGS Account Holder are not able to set up report configuration
in push mode, message subscription and routing configuration.

The service party type “RTGS Transit Account Holder” is required for the set-up of the RTGS dedicated
transit accounts.

Note: This table describes only the service party types for RTGS. It is possible for a party to combine service
party types for RTGS with service party types for other services/components. E.g. a payment bank can
simultaneously act as RTGS Account Holder (through the party service link RTGS) and CLM Account Holder
(through the party service link CLM), as illustrated in the following graph:
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Payment bank ACME

Party ACME1

(Party type Party BIC
payment ACMECCLCXXX

bank)

Party service Party service
link: CLM link: RTGS

Service party type:

Service party type:

RTGS Account
Holder

CLM Account
Holder

Figure 6 - Combination of service party types for RTGS and CLM

Note: It is possible for a party to combine multiple service party types within RTGS. If a party type “ancillary
system” with the service party type “ancillary system” wants to act as RTGS Account Holder as well, the CB
needs to assign additionally the service party type “RTGS Account Holder” to this party as illustrated in the
following graph:
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Ancillary system C Ancillary system C
acting as ancillary acting as RTGS
system Account Holder
Party C1
(Party type ancillary system)
Party BIC
ASC1CCLCXXX
Party service Party service
link: RTGS link: RTGS

Service party

Service party
type: Ancillary type: RTGS

system

Account Holder

Figure 7 - Combination of multiple service party types for RTGS

3.1.4 Reference data for parties used by RTGS

This chapter is related to the corresponding chapter in the CRDM UDFS. For further details see CRDM
UDFS chapter “Description of entities”.

3.1.5 Participation types for RTGS Directory

There are several possibilities to participate in RTGS. This chapter provides an overview of these
participation types.

Note: Participation types and party types are different concepts. In contrast to the party types described
above, the participation types provide the necessary information for the RTGS Directory.

Note: Independent from the participation type, unpublished BICs are not listed in the RTGS Directory.

Note: The application of wildcard rules? is also foreseen for the RTGS Directory.

2 Wildcard rules are defined by wildcard rule lines within a wildcard template. A wildcard template is composed of at least a bank code (only format
check (4!a) is to be done on the bank code) and a wildcard character “** which replaces any following character. The wildcard character can
therefore be at any position from 5 to 11, but must always be at the end of the wildcard template (eg. “MARK*”). It is also possible to have no
wildcard character in the template. In that case the wildcard rule will apply to only one BIC (e.g."MARKDEFF100").
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Direct Participants

Direct Participants have direct access to RTGS and they can provide indirect access to RTGS for other credit
institutions and offer them additional services. They are responsible for their own reference data and for their
own liquidity management in RTGS and for monitoring the settlement process. Furthermore, they are
responsible for all cash transfers sent or received on their cash account by any entity registered through
them.

Indirect Participants

Only payment banks participating directly in RTGS are allowed to intermediate for credit institutions to have
their liquidity settled without connecting directly to it.
Indirect Participants:

are directly linked to one RTGS DCA only (that can be located also in another country);

can be indirectly addressed;

do not have an own RTGS DCA.
Each Indirect Participant needs a published BIC11.

The Indirect Participant sends cash transfer orders to/receives cash transfer orders from RTGS via the Direct
Participants. The settlement is done on the RTGS DCA of the Direct Participant. The relevant RTGS Account
Holder has accepted to represent the respective Indirect Participant. RTGS recognises Indirect Participants
allowing them to benefit from the protection of the settlement finality directive (in countries where such
protection has been granted).

Multi-addressee access

RTGS Account Holders are able to authorise their branches and credit institutions belonging to their group to
channel payments through the linked RTGS DCA without their involvement by submitting/receiving cash
transfers directly to/from RTGS.

The cash transfer order is settled on the linked RTGS DCA.

Addressable BIC

Any correspondent (or branch of a correspondent) linked to an RTGS DCA that holds a BIC is eligible to be
listed in the RTGS Directory irrespective of its place of establishment. It is the responsibility of the RTGS
Account Holder to forward the relevant information to the respective CB for inclusion in the RTGS Directory.
These BICs can only send and receive cash transfers to/from RTGS via the linked RTGS DCA. Their cash
transfers are settled on the respective RTGS DCA.

Technically, there is no difference between the participation type Indirect Participant and addressable BIC in
terms of settlement, but they can be recorded as such in CRDM and will be reported as such in the RTGS
Directory.
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The following table summarises the conditions and features of the above-mentioned participation types:

Direct participant |Indirect Participant/addressable [Multi-addressee

BIC access

Sending and receiving cash Directly Via Direct Participant Directly

transfer orders

Own cash account in RTGS Yes No No

Liquidity provisioning On its cash account in By Direct Participant By Direct Participant
RTGS

Liquidity control By itself By Direct Participant By Direct Participant

Addressability Directly By Direct Participant Directly

Publication in RTGS As Direct Participant  As Indirect Participant/addressable BIC As multi-addressee

Directory access

Table 7 - Comparison of participation types according to the RTGS Directory

Authorised account user

In order to identify Direct Participants, Indirect Participants, multi-addressee and addressable BICs for the
RTGS Directory, the authorised account user is used to store the reference data in CRDM. These reference
data are not needed for settlement in RTGS.

In addition the account BIC for RTGS Accounts, with the exception of sub-accounts, is defined using the
authorised account user object.

3.1.6 Blocking/unblocking party

The blocking/unblocking of payment banks and ancillary systems is possible. Blocking is done by the
responsible CB.

As a consequence, the affected payment bank or ancillary system is blocked in RTGS. The blocking is under
the full responsibility of the respective CB. The CB initiates the blocking at party level (via a restriction type)
via the CRDM GUI.

When blocking a party in CRDM, the blocking request can include a valid from date and time. If the valid
from date and time is specified as immediate, the blocking becomes effective immediately in all services the
party is linked to. The same behaviour is applicable for the unblocking of parties.

As soon as a payment bank or an ancillary system is blocked at party level, all linked cash accounts across
all settlement services/components are blocked, too. For further information on account blocking refer to
chapter Blocking/unblocking account [ 63].
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3.2 Accounts structure and functionalities

This chapter provides a detailed description of all the reference data CRDM stores and RTGS uses for all its
accounts.
The following categories of accounts® can be set up and maintained in CRDM for RTGS:

RTGS DCA,;

RTGS sub-account;

RTGS dedicated transit account;

RTGS CB Account;

AS guarantee funds account;

AS technical account.

Moreover, RTGS Account Holders can set up the following functionalities on their RTGS DCA:
floor/ceiling;
rule-based liquidity transfers due to queued payment orders or AS transfer orders;
standing order liquidity transfer order;
standing orders for reservation;
current reservation;
standing orders for limits;
current limit(s);
message subscription;
report configuration;
routing configuration.

Even if defined by the RTGS Account Holder, the set-up and maintenance of the direct debit mandate are
done by CBs.

The following chapters describe the above-mentioned reference data objects.

3.2.1 Account types

This chapter gives an overview of all account types used in RTGS. Each account has to be linked to a party.

3 Due to ongoing discussions regarding Enhanced Contingency Solution Il (ECONSII) an additional account type could be added in a later version.
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RTGS DCA

RTGS DCAs are used for the settlement of real-time interbank and customer payments and AS transfers. An
RTGS DCA can be dedicated for one or several ancillary systems. They shall either have a zero or a positive
balance.

Only parties with a service party type “RTGS Account Holder” can have an “RTGS DCA”. If a CB wants to
hold an RTGS DCA, it has to create a party for itself on the third level of the hierarchical model (i.e. as party
type “payment bank”).

An RTGS Account Holder may have several RTGS DCAs. Each of these RTGS DCAs is identified with a
unique BIC11 per currency* (in addition to different account numbers). BIC plus currency is unique within
RTGS.

Even if the settlement processes in RTGS are independent of the currency, settlement in a given RTGS
currency is possible only if the RTGS DCA where the settlement takes place is denominated in this currency.

It is up to CBs to set up and maintain RTGS DCAs for their RTGS Account Holders.

A party holding at least one MCA and at least one RTGS DCA must establish a one to one link between their
MCA (called then “default MCA”) and one of its RTGS DCAs. This link is the condition for automated liquidity
transfers.®

It is up to RTGS Account Holders to decide which RTGS DCA should be the default one. The set-up and
maintenance of the links between MCAs and DCAs are done by the CB in CRDM.

Furthermore, each RTGS DCA may be linked to one or many Liquidity Transfer Groups; to one or many
Account Monitoring Groups; to one or many Settlement Bank Account Groups; and via the respective party
to one Banking Group.

RTGS sub-account

An RTGS sub-account belongs to an RTGS DCA or an RTGS CB Account and holds dedicated liquidity to
allow the settlement of an ancillary system using AS settlement procedure C. An RTGS sub-account shall
either have a zero or a positive balance.

Only parties with party type “payment bank” or “CB” can have an “RTGS sub-account”. Moreover the service
party type “RTGS Account Holder” or “RTGS CB Account Holder” must be linked to the party.

The RTGS sub-account is identified by an account number and directly linked to one and only one RTGS
DCA or RTGS CB Account being identified by a unique BIC11 per currency®. Moreover, one or many RTGS

4 The account BIC is stored in the authorised account user.
5 In case of pending CBOs in CLM an automated liquidity transfer is sent to RTGS to pull liquidity from the default RTGS DCA.
6 The account BIC is stored in the authorised account user.
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sub-accounts may be linked to one RTGS DCA or RTGS CB Account. This is done via the attribute “linked
account”.

It is up to CBs to set up and maintain RTGS sub-accounts for their RTGS Account Holders.

RTGS dedicated transit account

The RTGS dedicated transit accounts are technical accounts involved in the inter-service liquidity transfer
process and cannot be involved in the settlement of payments and AS transfers. The RTGS dedicated transit
account cannot be directly addressed by the RTGS Account Holders in a liquidity transfer.

Only a party with party type “CB” can have an “RTGS dedicated transit account”’. Moreover, the service party
type “RTGS transit account holder” must be linked to the party.

There is only one RTGS dedicated transit account per settlement currency. The RTGS dedicated transit
account for euro belongs to the ECB. The RTGS dedicated transit account for another currency belongs to
the CB of issue of the respective currency.

The operator creates the dedicated transit account.

RTGS CB Account

An RTGS CB Account is a cash account owned by a CB that is allowed to have negative balance. It can also
be used to settle AS transfers.

Only a party with party type “CB” can have an “RTGS CB account”’. Moreover, the service party type “RTGS
CB Account holder” must be linked to the party.

An RTGS CB account is identified by a BIC11.” CBs have the possibility to open more than one RTGS CB
Account, each one being identified by a unique BIC11 per currency within RTGS. In case one CB has more
than one RTGS CB Account, one account has to be marked as default account. The default RTGS CB
Account is used in case of automated internal processing for debiting and crediting.

It is up to the operator to set up and maintain the RTGS CB accounts.

AS guarantee funds account

An AS guarantee funds account is an account in RTGS for maintaining funds allocated to the settlement of
balances of an ancillary system in case of failure of settlement bank(s). It applies to AS settlement
procedures A and B.

A party with party type “CB” or “payment bank” can have an “AS guarantee funds account”. Moreover the
service party type “RTGS CB Account holder” or “RTGS Account Holder” (guarantor) must be linked to the

party.

7 The account BIC is stored in the authorised account user.
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The AS guarantee funds account shall either have a zero or a positive balance.

It is up to CBs to set up and maintain the AS guarantee funds accounts.

AS technical account

An AS technical account is an account used in the context of setting AS transfers. It is an intermediary
account for the collection of debits/credits resulting from the settlement of balances. Furthermore, it can be
used for transferring funds from the RTGS DCA into the ancillary system and vice versa.

Only a party with party type “CB” or “ancillary system” can have an “AS technical account”. Moreover the
service party type “RTGS CB account holder” or “ancillary system” must be linked to the party.

The AS technical account shall either have a zero or a positive balance.
It is up to CBs to set up and maintain the AS technical accounts.

The following table summarises the categories of accounts in RTGS and the related service party types for

each account type:

RTGS Account RTGS CB Account |[RTGS Transit Ancillary system
Holder

RTGS DCA X

RTGS sub-account X X

RTGS dedicated transit X

account

RTGS CB Account X

AS guarantee funds X X

account

AS Technical Account X X

Table 8 - Categories of accounts per service party type

3.2.2 Reference data for accounts used by RTGS

This chapter is related to the corresponding chapter in CRDM UDFS. For further details see CRDM UDFS
chapter “Cash Account”.
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3.2.3 Functionalities

This chapter describes the functionalities available at RTGS DCAs level.

Direct debit mandate

The direct debit functionality in RTGS enables an RTGS Account Holder or RTGS CB Account Holder to
debit another account holder's RTGS DCA or RTGS CB Account and credit its own RTGS DCA or RTGS CB
Account.

An RTGS Account Holder needs to agree with its counterparties that it allows debiting its RTGS DCA on the
terms and conditions for using this service. RTGS offers the functional framework. It is also possible to set up
a direct debit mandate for debiting an RTGS CB Account.

The direct debit mandate is a prerequisite for instructing direct debits in RTGS. This applies also to CBs in
case they want to instruct direct debits in RTGS.

The RTGS Account Holder authorises the payee to issue direct debit order(s). This RTGS Account Holder
shall instruct its CB to record and maintain the direct debit mandate in CRDM.

Itis up to CBs to set up and maintain the direct debit mandate(s) of RTGS Account Holders in CRDM, based
on information submitted to them by the RTGS Account Holder.

All actions (set up, modify, delete) become effective as of the next business day or on the activation date of
the DCA if this is later than the next business day.

A list of direct debit mandate reference data attributes can be found in CRDM UDFS chapter “Direct Debit
Mandate”.

Floor/ceiling

For each RTGS DCA, an RTGS Account Holder can define a minimum (“floor”) and/or a maximum (“ceiling”)
amount in CRDM that shall be available for settlement on the respective account. The RTGS Account Holder
can choose how RTGS shall respond in case the floor or ceiling on an RTGS DCA is breached (after the
settlement of payments or AS transfers):

RTGS generates a notification that is sent to the RTGS Account Holder informing about the floor/ceiling
breach (upon which the RTGS Account Holder can actively take action); and/or

RTGS generates a rule-based inter-service liquidity transfer order to pull cash from the MCA to be
debited in CLM (in the event the floor is breached) or push cash to the MCA to be credited in CLM (in the
event the ceiling is breached).

The notification can be sent in A2A or U2A. Via A2A the floor and ceiling notification (ReturnAccount
(camt.004) [ 430]) is sent in case the RTGS Account Holder has chosen to be notified. Further details are
provided in chapter Breach of floor/ceiling threshold - naotification [ 203].
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Precondition for the generation of a rule-based inter-service liquidity transfer is the definition of an “Account
to be credited for ceiling breach” and/or an “Account to be debited for floor breach” in CRDM. For further
details see CRDM UDFS chapter “Account Threshold Configuration”.

It is up to RTGS Account Holders to set up and maintain the floor/ceiling information in CRDM. All actions
(set up, modify, delete) become effective as of the next business day or on the activation date of the RTGS
DCA if this is later than the next business day.

More information can be found in chapter Floor/ceiling [* 202].

Rule-based liguidity transfers due to gueued payment orders or AS transfer orders

For each RTGS DCA, an RTGS Account Holder can define in CRDM that in case a queued urgent payment
order, an AS transfer order or a high priority payment order gets queued, RTGS generates a rule-based
inter-service liquidity transfer order to pull the needed liquidity from the linked MCA in CLM.

It is up to RTGS Account Holders to set up and maintain the related configuration rule(s) in CRDM. All
actions (set up, modify, delete) become effective as of the next business day or on the activation date of the
RTGS DCA if this date is later than the next business day. Further details can be found in chapter Rule-
based liquidity transfers due to queued payment orders or AS transfer orders [ 205].

Standing order liquidity transfer order

A standing order liquidity transfer order is a recurring order of an RTGS Account Holder to transfer:
once per business day:

at a configured business day event (for standing order liquidity transfer orders not related to ancillary
system) or at start of procedure (for standing order liquidity transfer orders related to ancillary system);

a defined amount of liquidity;
from an RTGS DCA to another cash account;
over a period with or without a predefined end date.

This information is defined at the level of the RTGS DCA and it is up to the RTGS Account Holder to set up
and manage its standing order liquidity transfer orders information in CRDM.

Set-up and modification of standing order liquidity transfer orders become effective as of the next business

day.

The following use cases of standing order liquidity transfer orders are possible for an RTGS DCA:
intra-service liquidity transfer to another RTGS DCA (within a defined Liquidity Transfer Group);
intra-service liquidity transfer to a CB Account (if the debtor or the creditor is a CB Account);

intra-service liquidity transfer to a linked sub-account at each automated start of mandatory procedure
(AS settlement procedure C);
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intra-service liquidity transfer to a linked sub-account at each manual start of optional procedure (AS
settlement procedure C);

intra-service liquidity transfer to an AS technical account at each automated start of mandatory
procedure (AS settlement procedure D);

inter-service liquidity transfer to an MCA,;
inter-service liquidity transfer to a CLM CB Account;
inter-service liquidity transfer to a DCA in another service (i.e. T2S or TIPS).

For AS optional procedure C it is possible to define the standing order liquidity transfer order to be processed
for the start of mandatory and optional procedures.

Further details on liquidity transfers can be found in the chapter Liquidity transfer [ 173].

Standing order for reservation

A standing order for reservation is an instruction of an RTGS Account Holder to set up an urgent or high
reservation:

of a fixed amount;
for a business day;
on an RTGS DCA;
without a predefined end date.
An existing standing order for reservation can be modified or deleted. All actions (set up, modify, delete)

become effective as of the next business day or on the activation date of the RTGS DCA if this is later than
the next business day. The reservation remains valid until it is modified or deleted.

It is up to the RTGS Account Holder to set up and maintain its standing order for reservation information in
CRDM.

Current reservation

RTGS allows RTGS Account Holders to set up a current reservation for the execution of cash transfers with
a certain priority. It is possible to have one current reservation for urgent cash transfers and another one for
high cash transfers. An existing reservation can be modified or deleted. All activities (set up, modify, delete)
become effective immediately.

In case the amount changes to “0”, the reservation is removed automatically. The reactivation is however
possible during the business day via A2A and U2A (ModifyReservation).

This information is defined at the level of the RTGS DCA and it is up to RTGS Account Holders to set up and
maintain the current reservations in RTGS.
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Standing order for limit

A standing order for limit is an instruction of an RTGS Account Holder to define bilateral and/or multilateral
limits of a fixed amount for a business day on an RTGS DCA without a predefined end date. These limits are
processed during the start-of-day (SoD) procedure of the following business day.

An RTGS Account Holder can define the following types of limits in CRDM:

bilateral standing order for limits;

multilateral standing order for limits.
A bilateral standing order for limits is defined vis-a-vis a different RTGS DCA. A multilateral standing order
for limits is defined vis-a-vis all RTGS DCAs without bilateral limit. It becomes effective the next business day
or on the activation date of the related RTGS DCA if this is later than the next business day. A standing order

for limits can be modified or deleted. Modification or deletion becomes effective on the next business day or
on the activation date of the related RTGS DCA if it is later than the next business day.

The setting to “0“ of the amount of a standing order for limit has a similar effect as the deletion of a standing
order for limit. With a single request, an RTGS Account Holder can modify all or several bilateral standing
orders for limits which were defined in the past and/or define several standing orders for limits. The deletion
of all or several standing order limits with a single request is also possible.

The minimum amount for a standing order for limit is EUR 1,000,000. In case of multi-currency and the
inclusion of additional currencies, the minimum amount can be different. Minimum amount is set up by the
operator.

The standing order for limit is defined at the level of the RTGS DCA and it is up to the RTGS Account Holder
to set up and maintain its standing orders for limit in CRDM.

Note: It is possible to set up one or more bilateral limits but only one multilateral limit against all RTGS DCAs
for which no bilateral limit has been configured on RTGS DCA level.

Current limit

A limit is the maximum amount for payments with a priority class “normal” that an RTGS Account Holder is
willing to pay from its RTGS DCA to another RTGS Account Holder's RTGS DCA per day (bilateral limit), or
to all other RTGS Account Holders’ RTGS DCAs (excluding those with whom a bilateral limit is defined) per
day (multilateral limit).

An RTGS Account Holder can define a new value for the following existing limits in RTGS at RTGS DCA
level:

bilateral current limits;

multilateral current limits.

The limits are debit limits and not credit limits.
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To take a limit (bilateral or multilateral) into account during the settlement process, it has to be defined before
the end of the previous business day with a standing order for limit. Once a limit is defined, it can be
changed with current limits. Current limits are valid only for the current business day and become effective
immediately.

A deletion also becomes effective immediately but for the current business day only. If the amount for a
current limit is changed to “0%, it will have the same effect as if the current limit is deleted.

Current limits are defined at the level of the RTGS DCA and it is up to RTGS Account Holders to define
current limits in RTGS.

Further details on limits are provided in chapter Limits [ 196].

3.2.4 Messaging

This chapter gives a rough overview about the RTGS specification regarding report configuration and routing
configuration.

Message subscription

Detailed information can be found in CRDM UDFS chapter “Message subscription”.

Report configuration

RTGS Actors can configure one standard report (statement of accounts) that RTGS shall create during the
end-of-day period (EoD). RTGS Actors can specify in their report configuration, whether such report shall be
sent to the recipient immediately in A2A mode (push) or be stored for later downloading.

In addition, each report configuration defines the possible recipients, which can be either the report owning
party itself or the responsible CB. This information is defined at the level of the cash account and it is up to
the RTGS Actor to set up and maintain the report configuration in CRDM.

Further information on the report generation is provided in chapter RTGS report generation [+ 223].

Note: Specifiers for U2A only CLM Account Holders are described in the UHB.

Routing configuration

The routing configuration defines the technical address to which reports, notifications and forwarded
payment messages are sent to. This does not apply e.g. to PaymentStatusReport (pacs.002) [* 551] (if

subscribed) and Receipt (camt.025) [ 463] as these messages are always returned to the sender of the

underlying message.

Routing for each message type is configured at party level and it is up to the RTGS Actor to set up and
maintain the routing configuration in CRDM. The routing configuration (and the amendment) become
effective as of the next business day.
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For further information about the routing configuration refer to chapter Communication between RTGS and
RTGS Actors [ 41].

Note: Specifies for U2A only RTGS Account Holders are described in the RTGS UHB.

3.2.5 Blocking/unblocking account

It is possible to block cash accounts in RTGS. Blocking is done by the responsible CB. The blocking of cash
accounts is possible for;

credit and debit;
debit;
credit.
When blocking a cash account in CRDM, the blocking request can include a valid from date and time. If the

valid from date and time is specified as immediate, the blocking becomes effective immediately. The same
behaviour is applicable for the unblocking of cash accounts.

In case CRDM marks the cash account as blocked for credit and debit, credits and debits without prior
confirmation of the respective CB are not allowed on the cash account. If the cash account is blocked for
debit, credits are still allowed on this cash account. The reverse logic applies in case of blocking for credit
(debits are still allowed).

Further details on the processing of cash transfer orders in case of blocking are provided in chapter Impact
of blocking on the processing of cash transfer orders [ 233].

Further details on the modification of payment orders in case of blocking are provided in chapter Payment
order modification [ 111].

Note: Regardless of the blocking of an RTGS Account Holder it is possible to close the account of an RTGS
Account Holder. This closure is a regular process. It becomes effective the next business day or at a
predefined business day in the future.

3.2.6 Closing of accounts still containing a balance

In case an account:
is foreseen to be closed as of next business day;

there is still money on that account at the end of daytime settlement phase of the previous business day;
then RTGS will generate a liquidity transfer in the EoD phase.

On one side this empties the position on the account (zero balance). On the other side this balance is
credited on the default CB Account of the CB the RTGS Account Holder belongs to (see also chapter
Process business day event "Cut-off for RTGS RTS II" [ 360]).
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The same procedure is applied in case there is an account to be closed with negative balance due to a
granted credit line. In this case the debtor and creditor side change within the liquidity transfer.

3.3 Types of groups

Groups are used to cluster parties or accounts for different business needs. It is possible to set up and
maintain a Banking Group, a Liquidity Transfer Group, a Settlement Bank Account Group and an Account
Monitoring Group in RTGS.

The following table summarises the configuration responsibilities for each reference data object related to

groups in RTGS and specifies the required communication mode:

Reference data object Responsible actor

Banking Group CB Parties U2A
Liquidity Transfer Group CB accounts U2A
Account Monitoring Group RTGS Account Holder accounts U2A
Settlement Bank Account Group CB accounts U2A

Table 9 - Set-up of groups for RTGS

Further details on the set-up of the various groups are provided in the UHB.

Banking Group

A Banking Group is an optional group of parties. It grants a collective view over the liquidity of the involved
parties to CBs. A Banking Group is used for liquidity monitoring purposes of CBs; they are not used for the
context of payment orders or liquidity transfer orders settlement.

CBs can set up a Banking Group and specify the name of this group. The CB which sets up the Banking
Group is defined as leader party of the Banking Group. All actions (set up, modify, delete) become effective
as of the next business day or on the activation date. Each CB can then optionally link a party for which it is
responsible to a Banking Group.

A Banking Group can include different parties belonging to one or multiple CBs. In such a case, the
responsible CB of the party links the relevant party to the Banking Group. These parties can be linked to
different settlement services (e.g. CLM, RTGS, T2S, TIPS).

Only CBs have the visibility of the accounts and balances of accounts within the defined Banking Group.
Payment banks belonging to the Banking Group are still limited to their own data scope (accounts).

The following figure gives an example of a Banking Group setup:
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Figure 8 - Banking Group

Account Monitoring Group

An Account Monitoring Group is an optional group of accounts (MCA(s) and DCA(s)). It grants a collective
view over the liquidity of the involved accounts to payment banks. An Account Monitoring Group is used for
liquidity monitoring purposes of payment banks; they are not used for the context of payment orders or
liquidity transfer orders settlement. The leader party of the Account Monitoring Group can see the liquidity of
all included accounts while the other participants of the Account Monitoring Group can only see the liquidity
of their accounts.

Payment banks can set up an Account Monitoring Group and specify the name of this group. The account
holder, which sets up the Account Monitoring Group, is defined as leader party of the Account Monitoring
Group. Each payment bank can then optionally add DCAs in his data scope to the Account Monitoring
Group. All actions (set up, modify, delete) become effective as of the next business day or on the activation
date.

The leader party of the Account Monitoring Group can afterwards be changed in case of need by the
responsible CB.

A DCA can be included in one or several Account Monitoring Groups. An Account Monitoring Group can
include accounts owned by several parties belonging to one or multiple CBs. In such a case, the account
holder links its relevant accounts to the Account Monitoring Group. These parties can be linked to different
settlement services (e.g. CLM, RTGS, T2S, TIPS).

The following figure gives an example of an Account Monitoring Group setup:
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Liquidity Transfer Group

A Liquidity Transfer Group is an optional group of DCAs. CBs can set up Liquidity Transfer Groups to allow
intra-RTGS liquidity transfers between them (not for liquidity monitoring purposes). Intra-service liquidity
transfers between two RTGS DCAs can only take place between accounts belonging to the same Liquidity
Transfer Group.® There are no such restrictions on intra-service liquidity transfers, where a CB Account is
involved.

CBs can set up a Liquidity Transfer Group and specify the name of this group. All actions (set up, modify,
delete) become effective as of the next business day or on the activation date. Each CB can then optionally
add DCAs for which it is responsible to a Liquidity Transfer Group.

A DCA can be included in one or several Liquidity Transfer Group(s). A Liquidity Transfer Group can include
DCAs owned by several parties belonging to one or multiple CBs. In such a case, the responsible CB of the
party links the relevant MCAs to the Liquidity Transfer Group.

The following figure gives an example of an Liquidity Transfer Group setup:

8 The execution of inter-service liquidity transfers is possible without being in the same Liquidity Transfer Group.

All rights reserved. Page 66 of 1021



T2 Parties and accounts

target

services

CB, (leader) CB,

e e '
[ PB, } PBy ] PB. } [ PB, } [ PB. } PB, }
N\ .
N e A A |
DCA, { DCAg, DCA. } — DCAp, DCA; { DCA; J
S S S
) —
~‘ DCAg., — DCAp
-

—] DCAp; Liquidity Transfer Group

Types of groups

Figure 10 - Liquidity Transfer Group

Settlement Bank Account Group

A Settlement Bank Account Group is a group of accounts used for ancillary system settlement. An ancillary
system's Settlement Bank Account Group contains all accounts of the AS settlement banks used by the
ancillary system. The groups are set up for settlement reasons. It is also possible for the ancillary system to
monitor the balances of the RTGS sub-accounts included into the group. This is not valid for linked RTGS
DCAs and RTGS CB accounts.

CBs can set up a Settlement Bank Account Group defined for ancillary system parties under their
responsibility. All actions (set up, modify, delete) become effective as of the next business day or on the
activation date. Each CB links the accounts for which it is responsible to a Settlement Bank Account Group.

A Settlement Bank Account Group can include accounts with type RTGS DCA, RTGS sub-account and
RTGS CB Account owned by several parties belonging to one or multiple CBs. In such a case, the
responsible CB of the party links the relevant accounts to the Settlement Bank Account Group. RTGS DCAs
and RTGS CB Accounts can be included in more than one Settlement Bank Account Group but not RTGS
sub-accounts.

The following figure gives an example of two Settlement Bank Account Group setups:
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3.4 Shared reference data

RTGS calendar and scheduled events

The RTGS calendar specifies the calendar days when RTGS is open and follows the defined business day
schedule. The closing days for different currencies are included in this calendar.

The RTGS scheduled events automatically trigger a specified process within RTGS. Each event might trigger
one or several other events. The other way round each event might have one or several trigger events.

It is up to the operator to set up and maintain the RTGS calendar and the scheduled events. All actions (set
up, modify, delete) become effective as of the next business day.

RTGS currency

The RTGS currency specifies the available settlement currencies in RTGS. It is up to the operator to set up
and maintain the settlement currencies. All actions (set up, modify, delete) become effective as of the next
business day.

The following table shows the attributes of the currency in RTGS:
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Attribute Description

Currency code It specifies the three-character ISO currency identifying the currency.
Currency name It specifies the name of the currency.
Number of decimals It specifies the number of decimals for the currency.

Table 10 - Attributes of the RTGS currency

Duplicate check

There are duplicate checks on:

| files and individual messages received (for A2A communication only);
| cash transfer orders at business validation level;

| AS batch message(s).

The system parameters regarding duplicate checks for inbound files/messages and cash transfers is defined
in the table below.

It is up to the operator to set up and maintain the duplicate check parameter. All actions (set up, modify,
delete) become effective as of the next business day.
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Concerned Parameter Created by |Updated by |Mandatory/O |Standard or default
Process

Messageffile duplicate  Number of business Operator Operator M 1 business day (same
check days in the past for business day)

duplicate check on

files and individual

messages
Liquidity transfer order Number of business Operator Operator M 5 business days
duplicate check days in the past for

duplicate check on

liquidity transfer

orders
Payment order Number of business Operator Operator M 1 business day (same
duplicate check days in the past for business day)

duplicate check on

payment orders

AS batch message(s) Number of business Operator Operator M 5 business days
duplicate check days in the past for
duplicate check on

AS batch message(s)

Table 11 - Number of business days where incoming messages are checked for duplicates

Warehoused payment period

It is possible to send warehoused payment orders up to ten calendar days in advance to RTGS. The
payment message shall pass technical and business validation and shall be warehoused until RTGS opens
for that date. The system parameter regarding the warehoused payment period is defined in the table below.
It is up to the operator to set up and maintain the warehoused payment period parameter. All actions (set up,
modify, delete) become effective as of the next business day. No specific configuration by the RTGS Actor is
required.

Concerned process|Parameter Created by |Updated by |Mandatory/o |Standard or default

Warehoused payment Number of calendar Operator Operator M 10 calendar days
period days in the future for
warehoused payment

orders

Table 12 - Attributes of the warehoused payment period
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Backup payments

This functionality can only be used, once the responsible CB has authorised the affected RTGS DCA upon
request to use this functionality.

Activity Description Responsibility
Activate backup payments  Activation of backup payment for the RTGS DCA. CB, operator
Deactivate backup payments Revocation of the allowance to send backup payment orders. CB, operator
Deactivate value date This allows the deactivation of the value date check for the CB, operator

selected RTGS DCA.

Reactivate value date Value date check is reactivated again (no payment with previous CB, operator
date is possible)

Table 13 - Backup payments

Note: If the backup payment functionality is not deactivated during the day, RTGS deactivates it at the end
of the day automatically.

For further information refer to chapter Backup payments [ 107].

3.5 Interaction between RTGS and CRDM

CRDM provides features that allow authorised users to set up, update, delete and query all reference data
that are shared by multiple services/components (e.g. CLM or RTGS) for their processing activities.

More details can be found in chapters CRDM [ 237] and Dialogues and processes between CRDM and
RTGS Actors.

It is ensured that CRDM propagates common reference data (and their changes) to the relevant services
and components in a timely and consistent way. Further detailed information can be found in chapter CRDM
[ 237].

As far as RTGS is concerned, all reference data set-up and maintenance operations are performed in CRDM
with the exception of changes on local reference data which are performed in RTGS directly.

Local reference data maintenance within RTGS is limited to the following set of operations with immediate
effect:
| creation, modification and deletion of current reservation;®

| modification and deletion of current limits.10

9 When a standing order reservation maintained in CRDM is processed in RTGS at SoD, it becomes a current reservation in the local reference data
of RTGS.

10 When a standing order limit maintained in CRDM is processed in RTGS at SoD, it becomes a current limit in the local reference data of RTGS.
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The reference data stored in CRDM are propagated from CRDM to RTGS asynchronously, on a daily basis.
The only exception is the blocking and unblocking of parties and accounts. This is done in CRDM and is
propagated immediately to RTGS. There is no ad hoc update possible for contingency situations.

Every CRDM opening day, an ad hoc event triggers the propagation of all RTGS reference data from CRDM
to RTGS. The event takes place during the EoD of the current business day, in order to allow RTGS to load
the reference data for a smooth and complete reference data propagation before RTGS receives the
notification that a new business day is starting. The propagated reference data is activated by RTGS during
the SoD phase.

Changes to local reference data in RTGS are not propagated to CRDM.
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4.1 T2 calendar

The T2 calendar defines the working and closing days for RTGS. The operator maintains the T2 calendar
which is managed by BDM. CLM and RTGS are using the T2 calendar.

In general, working days are all calendar days from Monday to Friday, excluding days which are defined as
closing days. Closing days are calendar days where no operations in RTGS are possible. The closing days
in the T2 calendar may differ per currency.

In addition to Saturday and Sunday, the following T2 closing days are defined for Euro currency:

| New Year's Day (1 January);

| Good Friday (Catholic/Protestant);

| Easter Monday (Catholic/Protestant);

| Labour Day (1 May);

| Christmas Day (25 December);

| Boxing Day (26 December).

A business day is the timeframe where the RTGS processes are conducted. It starts with the change of

business day and lasts until the next change of business day. The timeframe is decoupled from normal
working day durations.

00:00 18:45 00:00 18:45 00:00

Working day D Working day D+1
! |
Business day BD+1

Figure 12 - RTGS business day

In the evening of every working day a new business day starts with the date of the next working day
according to the T2 calendar. The business day is completed on the next working day. In RTGS, the
business day is expected to start at 18:45 on working day D and to end at 18:45 on working day D+1.
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Example = T2 closing day during the week

00:00 18:45 00:00 02:30 00:00 02:30 18:45 00:00
|

Working day D Closing day D+1 Working day D+2

1 |
Continuation

BD+2

Maintenance window
|

Figure 13 - T2 closing day during the week

On the working day D before the T2 closing day D+1, the new business day is opened with the date of the
next working day D+2.

On the closing day D+1 RTGS enters the maintenance window and remains in maintenance until the closure
of the maintenance window on working day D+2:

Example — currency-specific closing day during the week

00:00 18:45 00:00 02:30 18:45 00:00 02:30 18:45  00:00

| |
D+1

Working day D Currency specific closing day for EUR Working day D+2
ing rency XXX

Continuation

BD+2
|

EUR Closing Day

XXX

Figure 14 - Currency-specific closing day during the week

On the working day D before the currency specific closing day for EUR D+1, the new business day is opened
with the date of the next working day D+2 for EUR.

On the currency specific closing day D+1 RTGS is closed for EUR from 02:30 CET at the closing day and
remains closed until 02:30 CET on working day D+2. All other currencies follow their standard RTGS
schedule.

Example — Saturday and Sunday as T2 closing days

00:00 18:45 00:00 02:30 00:00 00:00 02:30 18:45 00:00
|

Friday D Saturday D+1 Sunday D+2 Monday D+3

|
Continuation
BD+3

Maintenance window

Figure 15 - Saturday and Sunday as T2 closing days

On the working day Friday, the new business day is opened with the date of the next working day, Monday
D+3 in the example.
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RTGS enters the maintenance window on Saturday and remains in maintenance until closure of
maintenance window on Monday.

4.2 RTGS schedule

The RTGS schedule defines the order and times of RTGS periods with the related events and processes
during a business day. It is under control of the operator who is able to perform temporary or permanent
changes to the RTGS schedule. The RTGS schedule is managed by BDM.

The RTGS bhusiness day is organised in different periods (see chapter Overview description of the business

day [ 76]). A period is always started by a dedicated event and ends with the event, which defines the start
of the next period. Additional events can exist within a period. Events can be time-based or not time-based.
Events which are not time-based depend on the occurance of the defined previous event and the completion
of the associated processes. Events which are time-based depend on the occurance of the defined previous
event, the completion of the associated processes and the achievement of the defined point in time for this
time-based event. For each time-based event, a planned time and a revised time is managed. For each
event (time-based and not time-based) an effective time is stored.

The planned time corresponds to the standard schedule applied by default for every business day. For all
time-based events the planned time defines the earliest point in time an event can occur. Some time-
based events depend in addition to the defined time on the completion of processes associated to the
previous event. The operator can update this planned time in case of a permanent change in the regular
schedule.

The revised time is the foreseen time for the current business day which usually coincides with the
planned time except when a delay has occurred. In contingency situations, the operator updates the
revised time while the planned time remains unchanged.

The effective time is the time of the actual occurrence of the event during the current business day. It can
only deviate from the planned or revised time if the processing linked to the previous business day event
is not completed in time.

Time-based events can have a cut-off for defined operations. Operations arriving later than the planned or
revised time linked to the cut-off event are rejected.

Processing linked to events is triggered at the effective time.

Planned times can be changed by the operator under the condition that the sequence and order of linked
events remain unchanged.

The planned times of certain events can be defined currency-specific. The sequence of events cannot be
changed. An exhaustive list which of the later described events may be defined per currency is described in
chapter List of events [ 88].
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RTGS Actors can subscribe to a notification message in order for them to be informed about the current
system status. RTGS provides a push notification when certain events are triggered. Further details are
provided in Table 22 - List of events [ 89].

All times shown in this document are the planned times and therefore indicative. All times refer to Central
European Time (CET) or Central European Summer Time (CEST), where applicable.

4.3 Overview description of the business day

The business day in RTGS is structured in five periods:
start-of-day (SoD);
RTGS real-time settlement | (RTGS RTS I);
maintenance window (for TARGET Services?!?) if activated;
RTGS real-time settlement Il (RTGS RTS lI);
end-of-day (EoD).

Each period of the RTGS business day includes different processes as detailed in chapter Detailed
description of the business day [ 79].

RTGS RTS | comprises two settlement windows for (i) liquidity transfer orders and (ii) AS transfer orders.
Furthermore, RTGS RTS Il comprises two additional settlement windows for (i) interbank payment orders
and (ii) customer payment orders. Settlement windows are closed by cut-offs that may differ per currency.
The maintenance window is not affecting the status of any cash transfer order.

There are two kinds of maintenance windows:

the non-optional maintenance window on business days after T2 closing days, including every business
day Monday;

the optional maintenance window on every other business days (Tuesday to Friday; not following a T2

closing day).

Details on the periods of the RTGS business day and the respective settlement windows can be found in the
following chapter Detailed description of the business day [+ 79].

Due to the optionality of the maintenance window there are two kinds of business day schedules. The high-
level schedule below shows the different periods and settlement windows for RTGS business days after T2
closing days:

11 Functionality subject to the approval of a T2S CR.
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RTGS Periods RTGS Timeline RTGS Windows

18:45

19:30

RTGS RTS |

02:30 Sat/ Closing day
Non-optional
maintenance

window
02:30 Mon / next working day

RTGS RTS I

18:00

18:45

Figure 16 - RTGS high-level schedule with non-optional maintenance window

The high-level schedule below shows the different periods and settlement windows during every other RTGS
business day:
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RTGS Periods RTGS Timeline RTGS Windows

18:45

19:30

RTGS RTS |

02:30

RTGS RTS I

03:00
Optional

maintenance
window 05:00

RTGS RTS Il

18:00

Figure 17 - RTGS high-level schedule with optional maintenance window
Access to the GUI and DWH is available during all periods except for the maintenance window.

Reference data can be captured during all periods except for the maintenance window. Reference data valid
as of the next business day must be captured before the CLM event Data propagation for T2, with a planned
time of 18:00 CET.

Currency specific closing days

As closing days may differ per currency, there are business days where RTGS is closed for operations in
one currency, while operations in another currency are possible, i.e. currency specific closing days. Details
about the handling of currency specific closing are provided in chapter Currency specific closing [ 88].

Schedule on the last business day of the minimum reserve maintenance period

On the last business day of the minimum reserve maintenance period, the planned times in RTGS are
adapted to the changes required in CLM.
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The high level schedule below shows the influence of this adaption, i.e. planned changes of the RTGS
periods and as a consequence, settlement windows in RTGS RTS I

RTGS Periods RTGS Timeline RTGS Windows
SoD
RTGS RTS |
Maintenance window
RTGS RTS |l
) 18:00
Last business day of
reserve maintenance EoD extended by 15 minutes
period
19:00*
19:00*
First business day of new
reserve maintenance
period 19:45*
g 4 S
38 3
e Z,
1 Ee)
c 0 C
@ < o -
5L :
—_— w i
& < o
w ]
Maintenance window or . ! .
RTGS RTS || planned time 15 minutes
EoD postponed in comparison to
standard schedule

Figure 18 - RTGS high-level schedule on the last business day of minimum reserve maintenance period

In order to simplify the reading flow, the following chapter refers to the standard planned times of periods and
windows. References to the schedule on the last and first business day of the minimum reserve maintenance
period are avoided, as the changes are described in the graph above.

4.4 Detailed description of the business day

This chapter provides a detailed description of all RTGS periods of the business day.

4.4.1 Start-of-day period (18:45 — 19:30 CET)

This chapter presents the processes during SoD.

The SoD starts after the successful completion of the previous EoD period, but not before 18:45 CET. It
starts with the event Change of business day and ends with the event Start of RTGS RTS I. This period
concentrates on the preparation of the new business day. The planned duration of the period is from the
close of the previous business day until 19:30 CET.

The table below describes the processes executed during SoD:
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RTGS processes Events and description of the processes

Change of business day Event (not time-based):

Change of business day

RTGS changes the business date according to the T2

calendar.

The new business day schedule is created on the basis of

the default schedule of events and its planned times.

Processing of standing order reservations and standing RTGS processes the standing order reservations and
order limits in RTGS standing order limits defined for RTGS.
Revalidation of warehoused payments RTGS revalidates the warehoused payments against the

reference data valid as of the new business day, see
chapter Process business day event "Change of business
day"[ 357].

In case the execution date is reached the warehoused

payment orders are submitted to RTGS settlement process.

Table 14 - Events and processes during SoD

4.4.2 RTGS RTS | period (19:30 — 02:30 CET)

This chapter presents the processes during RTGS RTS I.

The RTGS RTS | starts after the successful completion of the SoD and with the event Start of RTGS RTS I.
It ends with the event Start of maintenance window (in case the non-optional maintenance window is
scheduled) or Start of RTGS RTS II, depending on the applied business day schedule. The planned duration
of the period is from 19:30 CET until 02:30 CET. It contains two settlement windows:
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RTGS Period RTGS Timeline RTGS Windows
19:30
RTGS RTS |
N\
02:30

Figure 19 - Settlement windows during RTGS RTS |

4.4.2.1 Settlement window for AS transfer orders

The settlement window for AS transfer orders starts at two different events depending on the settlement
procedure:

| The settlement window for AS transfer orders for AS settlement procedure A, B and E is started by the
event Start of RTGS RTS |. The planned time for this event is 19:30 CET. The settlement window
resumes in RTGS RTS Il.

| The settlement window for AS transfer orders for AS settlement procedure C and D is started by the
event Execution of standing orders in RTGS. The event is processed after the successful completion of
the execution of standing order liquidity transfer orders to RTGS in CLM. The settlement window
resumes in RTGS RTS Il

The table below describes the processes executed at the start of the settlement window:

RTGS processes Events and description of the processes

Opening of settlement window for AS settlement procedure Event (time-based):

A, Band E Start of RTGS RTS |

Opening of settlement window for AS settlement procedure Event (not time-based):
Cand D Execution of standing orders in RTGS

RTGS opens the mandatory procedure for AS settlement
procedure C and D.

Table 15 - Processes executed at start of settlement window
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4.4.2.2 Settlement window for liquidity transfer orders

The settlement window for liquidity transfer orders is started by the event Start of RTGS RTS I. The planned
time for this event is 19:30 CET. The settlement window resumes in RTGS RTS II.

The table below describes the processes executed at the start of the settlement window:

Opening of settlement window

Processing of automated liquidity transfers in RTGS and

standing order liquidity transfer orders in CLM

Start of execution of standing order liquidity transfer orders
in RTGS

Processing of rule-based liquidity transfers

Processing of immediate liquidity transfers

Event (time-based):

Start of RTGS RTS |

Execution of automated liquidity transfer orders from RTGS

to CLM due to pending/queued CBOs.

Parked automated liquidity transfer from CLM, which have
been sent by CLM before this event are now executed by
RTGS.

Execution of standing order liquidity transfer orders to
RTGS in CLM.

Event (not time-based):
Execution of standing orders in RTGS

The event Execution of standing orders in RTGS is
processed after the successful completion of the execution

of standing order liquidity transfer orders to RTGS in CLM.

RTGS processes standing order liquidity transfer orders
defined for the event Execution of standing orders in
RTGS.

RTGS processes standing order liquidity transfer orders in
favour of sub-accounts (AS settlement procedure C) and
technical accounts (AS settlement procedure D) initiated by

start of mandatory procedure.

Standing order liquidity transfer orders in favour of sub-
accounts (AS settlement procedure C) initiated by AS start
of optional procedure are possible after this event and the

closure of the mandatory procedure.

RTGS starts creating rule-based liquidity transfers in case

of floor or ceiling breach.

RTGS starts accepting and processing immediate liquidity

transfers from RTGS Actors.

Table 16 - Events and processes at the start of settlement window for liquidity transfer orders
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4.4.3 Maintenance window

System maintenance processes take place in the maintenance window.

During the maintenance window, it is not possible to access:
RTGS GUI;
DWH,;
reference data.

Files and individual messages received via A2A are parked for processing until the maintenance window is
closed and RTGS RTS Il starts or resumes.

Non-optional maintenance window

On all business days after T2 closing days, including every business day Monday a non-optional
maintenance window is conducted. The non-optional maintenance window starts with the event start of
maintenance window at a planned time of 02:30 CET on the closing day, e.g. Saturday, and ends with the
event end of maintenance window at a planned time of 02:30 on the next working day.!2

Optional maintenance window

On all other business days the maintenance window is activated on an optional basis. When activated, the
optional maintenance window starts with the event start of maintenance window at a planned time of 03:00
CET and ends with the event end of maintenance window at a planned time of 05:00.13

4.4.4 RTGS RTS Il period (02:30 — 18:00 CET)

This chapter presents the processes during RTGS RTS II.

The RTGS RTS Il starts with the event Start of RTGS RTS Il. It ends with the event Cut-off for RTGS RTS II.
The planned duration of the period is from 02:30 CET until 18:00 CET. It contains four different settlement
windows:

settlement window for AS transfer orders;
settlement window for liquidity transfer orders;
settlement window for customer payment orders;

settlement window for interbank payment orders.

12 Functionality subject to the approval of a T2S CR.

13 Functionality subject to the approval of a T2S CR.
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On business days after T2 closing days, including every business day Monday, RTGS RTS Il is started after
the successful completion of the non-optional maintenance window and all settlement windows are open
without interruption.

RTGS Periods RTGS Timeline RTGS Windows

02:30

RTGS RTS Il

18:00

Figure 20 - Settlement windows and cut-offs during RTGS RTS Il after non-optional maintenance window

On every other business day RTGS RTS Il may be interrupted by the optional maintenance window. In case
the optional maintenance window is not activated, all settlement windows are open without interruption.

RTGS Periods RTGS Timeline RTGS Windows
02:30
RTGS RTS Il
03:00
Optional
maintenance
window 05:00
17:00
Cut-off for
customer
RTGS RTS I payment
orders
18:00
Cut-off for
18:00 RTGS RTS i

Figure 21 - Settlement windows and cut-offs during RTGS RTS Il with optional maintenance window

4.4.4.1 Settlement window for AS transfer orders

The settlement window for AS transfer orders is resumed in RTGS RTS Il with the event Start of RTGS RTS
Il. It ends with the event Cut-off for RTGS RTS II.
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The overall planned duration for the settlement window for AS transfer orders covering RTGS RTS | and Il is
from 19:30 CET until 18:00 CET, with a possible interruption due to the maintenance window.

4.4.4.2 Settlement window for liquidity transfer orders

The settlement window for liquidity transfer orders is resumed in RTGS RTS Il with the event Start of RTGS
RTS Il. It ends with the event Cut-off for RTGS RTS I

The overall planned duration for the settlement window for liquidity transfer orders covering RTGS RTS | and
II'is from 19:30 CET until 18:00 CET, with a possible interruption due to the maintenance window.

4.4.4.3 Settlement window for customer payment orders

The settlement window for customer payment orders starts with the event Start of settlement window for
interbank and customer payments and ends with the event Cut-off for customer payment orders. The
planned duration for this settlement window is from 02:30 CET until 17:00 CET.

During this settlement window, RTGS processes customer payment orders.

4.4.4.4 Settlement window for interbank payment orders
The settlement window for interbank payment orders starts with the event Start of settlement window for

interbank and customer payments and ends with the event Cut-off for RTGS RTS Il. The planned duration
for this settlement window is from 02:30 CET until 18:00 CET.

During this settlement window, RTGS processes interbank payment orders.

4.4.4.5 Cut-offs in RTGS RTS II

Cut-off for customer payment orders

The settlement window for customer payment orders is closed by the event Cut-off for customer payment
orders. The planned time for this event is 17:00 CET. The cut-off implies the closure for customer payment
orders.

The table below describes the processes executed at the cut-off:
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RTGS processes Events and description of the processes

Closure of settlement window for customer payment orders Event (time-based):

Cut-off for customer payment orders

Closure for incoming customer payment orders New customer payment orders are not accepted after the

cut-off and are rejected.

Table 17 - Events and processes during cut-off for customer payments

The table below describes the processes subsequently executed after the cut- off:

RTGS processes Events and description of the processes

Last settlement attempt The last settlement attempt for all customer payment orders takes place.
Rejection of not finally processed Customer payment orders with non-final status are rejected after the last
customer payment orders settlement attempt in case a successful settlement was not possible.

Rejection of not finally processed task Task queue orders with non-final status related to customer payment orders
queue orders related to customer are rejected.

payment orders

Table 18 - Events and processes after cut-off for customer payments

Cut-off for RTGS RTS 1l

RTGS RTS Il is closed by the event cut-off for RTGS RTS Il. The planned time for this event is 18:00 CET.
The cut-off implies the closure for:

AS transfer orders;

interbank payment orders;

liquidity transfer orders;

limit and reservation modifications.

The table below describes the processes executed at the cut-off event:
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RTGS processes Events and description of the processes

Closure of RTGS RTS Il Event (time-based):

Cut-off for RTGS RTS Il

Closure for incoming cash transfer orders New liquidity transfer orders, AS transfer orders and
payment orders are not accepted after the cut-off and are

rejected.

Closure for incoming limit and reservation modifications New limit and reservation modifications are not accepted

after the cut-off and are rejected.
Table 19 - Events and processes at the cut-off for RTGS RTS Il

The table below describes the processes subsequently executed after the cut-off event:

RTGS processes Events and description of the processes

Last settlement attempt The last settlement attempt for all liquidity transfer orders,
AS transfer orders and interbank payment orders takes

place.

Emptying sub-accounts RTGS transfers remaining liquidity on sub-accounts to the
linked RTGS DCAs

Rejection of not finally processed cash transfer orders Liquidity transfer orders; AS transfer orders and payment
orders with non-final status are rejected after the last
settlement attempt in case a successful settlement was not

possible.

Rejection of not finally processed task queue orders Task queue orders with non-final status related to AS

transfer orders and interbank payment orders are rejected.

Rejection of not finally processed limit and reservation Limit and reservation modifications with non-final status are

modifications rejected.

Execution of standing order liquidity transfer order after last Event (not time-based):

settlement attempt Execution of standing orders after last settlement attempt in

RTGS

RTGS collects and processes RTGS standing order
liquidity transfer orders defined for event Execution of
standing orders after last settlement attempt in RTGS after

all other cash transfer orders are in a final status.

Table 20 - Events and processes after the cut-off for RTGS RTS Il
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4.4.5 End-of-day period (18:00 — 18:45 CET)

This chapter presents the processes during EoD:

The EoD period starts after the successful completion of the execution of standing order liquidity transfer
orders after the last settlement attempt in RTGS. Therefore the event Start of EoD processing marks the
point in time where all cash transfer orders are final in RTGS. It ends with the event Change of business day
for the next T2 business day. The planned duration of the period is from 18:00 CET until 18:45 CET.

RTGS processes/EoD cut- Events and description of the processes

offs

Start of EoD Event (not time-based):

Start of EoD processing

Check of reference data Check of cash accounts to be closed as of the next business day with balance and

processing of emergency liquidity transfer in case of need.
EoD reporting RTGS creates reports scheduled for EoD.

Sending of general ledger to CLM  Upon request by CLM, RTGS sends a general ledger for all cash account in RTGS
to CLM.

EoD completed Event (time-based):

EoD - close of service

Table 21 - Events and processes during EoD

4.4.6 Currency specific closing

On currency specific closing days RTGS is closed for the operations in one currency, while operations in
another currency are possible. The currency specific closing starts with the event Start of currency specific
closing at a planned time of 02:30 CET on the currency specific closing day and ends with the event End of
currency specific closing at a planned time of 02:30 on the next working day for that currency or T2 closing
day for all currencies. In the latter case the non-optional maintenance window is applied after the currency
specific closing.

4.5 List of events

The following table provides a summary of all events in the RTGS business day. Furthermore it indicates:
| the RTGS code for all events;
| which events are time-based, i.e. for which event a time can be set.

Note: Events marked with not time-based depend on the previous time-based event.
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| for which events standing orders can be configured in RTGS;

| at which events a business day notification (ReturnBusinessDayInformation (camt.019) [ 455]) is
pushed by RTGS, if subscribed;

| which events are currency-specific.

Note: The sequence of the listed events cannot be changed.

Some currency-specific events can be moved to an:
| earlier time only than for Euro currency but not to a later time (see footnotes);

| later time only than for Euro currency but not to a earlier time (see footnotes).

Multi-currency

[» 455]
SoD Change of business day RSOD Yes No Yes Not currency-specific
RTGS RTS | Start of RTGS RTS | RRTlI  Yes No Yes Currency-specificl*
Execution of standing orders in RTGS RESO No Yes No Currency-specific
Maintenance Start of maintenance window RSMW Yes No Yes Not currency-specific
window End of maintenance window REMW Yes Yes Yes Not currency-specific
RTGS RTS Il Start of RTGS RTS Il RRII Yes Yes Yes Currency-specific
Start of settlement window for interbank RSIC  Yes Yes Yes Currency-specific

and customer payments

Cut-off for customer payments RCOC Yes No Yes Currency-specific
Cut-off for RTGS RTS Il RCIl  Yes No Yes Currency-specifict®
Execution of standing orders after last RLSO No Yes No Currency-specifict®

settlement attempt in RTGS

EoD Start of EoD processing REOD No No Yes Currency-specifict”

14 This currency-specific event can be defined later for other currencies than for Euro currency but not earlier, i.e. after 19:30 CET.
15 This currency-specific event can be defined earlier for other currencies than for Euro currency but not later, i.e. before 18:00 CET.
16 Depends on previous time-based currency-specific event.

17 Depends on previous time-based currency-specific event.
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Standin [Push Multi-currency
based |g order

[» 455]

EoD - close of service RCOS No No No Not currency-specific
Currency Start of currency specific closing RSCC Yes No Yes Currency-specific
specific o . o

End of currency specific closing RECC Yes Yes!® Yes Currency-specific
closing

Table 22 - List of events

18 The configuration of standing orders is not possible when the currency specific closing is followed by a T2 closing day for all currencies.
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5 RTGS business functionality

5.1 File and message processing

5.1.1 Overview

RTGS processes both inbound files and inbound messages.

A file is a communication that is identified by a Business File Header (BFH) and contains one or many
individual messages. A technical wrapper (head.003) for each message identifies the individual message in
the file. The file can contain different kind of instructions (e.g. payment orders, amendments of payment
order, liquidity transfer orders etc.) but all contained instructions have to be directed to RTGS only and must
not be mixed with instructions to other components (e.g. CRDM or CLM).

When RTGS receives a file, it splits the file into individual messages and submits each message to the same
message processing that RTGS uses when receiving individual messages from submitting actors. Files and
messages that RTGS receives from submitting actors are subject to both a technical validation and a
business validation.

A message is a data structure for the submission of business data that consists of a BAH and a business
payload. The BAH provides for all types of messages consistently in one structure data about the message,
such as which organisation has sent the message, which organisation should be receiving it, the identity of
the message itself, a reference for the message and other information that is common to all messages and
the business application. The business payload contains the business data that the submitting actor wants to
process in RTGS or receives from RTGS.

Files and messages that RTGS receives from submitting actors are subject to validation checks ensuring
that the requirements for processing and settlement have been fulfilled. The validation process can be
broken down into two steps: both a technical validation and a business validation.

5.1.2 Technical validation

RTGS performs a technical validation that verifies the compliance of an inbound file or message with the
defined schema of the respective file or message. The technical validation checks:

syntax, format and structure;
whether mandatory fields are populated;
the BAH for messages;

the BFH and the technical wrapper for files.
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Cash transfer orders and cash transfers in RTGS

RTGS performs the technical validation to the extent possible in order to report the maximum number of
identifiable errors. RTGS sends a negative ReceiptAcknowledgement (admi.007) [* 425] message that

reports the error(s) to the submitting actor when the technical validation fails.

5.1.3 Business validation

The business validation is the process ensuring that the information in a message is correct for settlement or
execution.

RTGS validates the business data in a message against the defined business rules for the message and its
usage. RTGS does not terminate the business validation after identifying the first error, but continues to
perform the business validation to the extent possible in order to report the maximum number of identifiable
errors. Consequently, the rejection notification (PaymentStatusReport (pacs.002) [* 551]) that RTGS sends

for the failed business validation of a payment order may include several error codes in order to report the
outcome of multiple failed business validations. Chapter Index of validation rules and error codes [ 627]

provides further information on the business rules and the respective error codes for messages.

Rejections of LiquidityCreditTransfer (camt.050) [* 501] messages sent in A2A mode due to the business

validations result in a Receipt (camt.025) [* 463] message being sent to the submitting actor including the
respective error code(s) according to chapter Index of validation rules and error codes [ 627]. The sending

of a negative notification is mandatory and not subject to message subscription.

In case of a cash transfer initiated via U2A, the failed validations are shown directly on the GUI screen.

5.2 Cash transfer orders and cash transfers in RTGS

Cash
transfer
order

Liquidity AS
transfer transfer
order order

Payment

order

Credit Direct
transfer debit
order order

Figure 22 - RTGS cash transfer order classification

The T2 Service distinguishes between different types of cash transfer orders and cash transfers.
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T2 RTGS business functionality

target

services

Cash transfer orders and cash transfers in RTGS

| The term cash transfer order encompasses payment orders, liquidity transfer orders, and AS transfer
orders. A cash transfer is a settled cash transfer order.

[ A payment order is a term that encompasses both a credit transfer order and a direct debit order. A
payment is a settled payment order.

| A credit transfer order is an instruction from the payer to credit a specific amount of funds on the payee's
cash account. A credit transfer is a settled credit transfer order.

| A direct debit order is a pre-authorised instruction from the payee to debit a specific amount of funds on
the payer's RTGS DCA. A direct debit is a settled direct debit order.

I A liquidity transfer order is an instruction to transfer a specific amount of funds between two cash
accounts. A liquidity transfer is a settled liquidity transfer order.

| An AS transfer order is a credit/debit transfer order that an ancillary system instructs. An AS transfer is a
settled AS transfer order.

RTGS requires the use of ISO 20022 messages to instruct cash transfer orders for processing in RTGS via
A2A. A major difference between a payment and a liquidity transfer is the mandatory provision of a UETR
reference in a payment. In the case of U2A payment the UETR reference is generated by RTGS.
Alternatively, some cash transfer orders can also be instructed via U2A/GUI.

The following cash transfer order types can be used:

Cash transfer order |Cash transfer order|Message Identifier [Message Name Initiation via U2A
possible

Credit transfer order for Customer payment pacs.008 [ 572] CustomerCreditTransf Yes

a customer payment er[ 572]

Credit transfer order for Interbank payment pacs.004 [ 561] PaymentReturn [ 561] No

a payment return

Credit transfer order for Interbank payment pacs.009 [ 589] FinanciallnstitutionCre Yes

an interbank payment ditTransfer [ 589]

Direct debit order for  Interbank payment pacs.010 [ 608] FinanciallnstitutionDire No

an interbank payment ctDebit [ 608]

Liquidity transfer order Interbank payment camt.050 [ 501] LiquidityCreditTransfer Yes
[ 501]

AS transfer order AS transfer order pain.998 [ 624] ASTransferlnitiation No
[ 624]

Table 23 - Cash transfer order types in RTGS
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T2 RTGS business functionality

target

services

Cash transfer order processing

5.3 Cash transfer order processing

5.3.1 Instructing cash transfer orders

RTGS provides the full processing life cycle for cash transfer orders.

It processes cash transfer orders that it receives from:

| the owner of the RTGS DCA to be debited;

| the owner of the RTGS DCA to be credited (in case of direct debits);

| athird party (e.g. in case of an ancillary system);

| a CB acting on behalf of an RTGS Account Holder (mandated payments);

| a multi-addressee, which is an entity authorised to submit and receive cash transfer orders directly

to/from RTGS and that does not hold an own RTGS DCA.

Further details on the processing of cash transfer orders are provided in chapter Process RTGS payment
order and liquidity transfer order [ 257] and chapter Perform standard RTGS settlement [ 276].

Information on the messages subject to message subscription are provided in chapter Messaging [ 62].

The RTGS Directory provides information for RTGS Participants and parties that are addressable within
RTGS (see chapter RTGS Directory).

The following table provides an overview of which type of cash transfer orders an actor can submit directly
and indirectly to RTGS:

RTGS Submission|Cash transfer order types
Directory

participatio

n types/CB

on behalf

[» 501]

[» 589]
Direct Directly Yes Yes Yes Yes Yes No
Participant
Indirect Via Direct Yes Yes Yes Yes Yes No

Participant/“a Participant
ddressable
BIC*

Multi- Directly Yes Yes Yes Yes Yes No
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behalf
SEERE [» 501] [ 624]

[) 572]

[» 589]
addressee
access

participant

Ancillary Directly No No No No No Yes

system

CB on behalf Directly Yes Yes?® Yes?° Yes Yes N/A
of a Direct

Participant

CB on behalf Directly N/A N/A N/A N/A N/A Yes
of an ancillary

system

Table 24 - Possible cash transfer order types

5.3.1.1 Payments sent from an RTGS Account Holder to another RTGS Account Holder

An RTGS Account Holder can instruct a payment to another RTGS Account Holder. The comprehensive list
of possible cash transfer order types that can be submitted is provided in Table 24 - Possible cash transfer

order types [ 94].

The example in this chapter illustrates the message flows based on a CustomerCreditTransfer (pacs.008)
[ 572])/EinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589] payment order message:

19 Initiated via mandated payment with dedicated code word

20 Initiated via mandated payment with dedicated code word
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pacs.008
pacs.009

© @

pacs.002 pacs.008
pacs.009

Figure 23 - pacs.008 — CustomerCreditTransfer/pacs.009 — FinanciallnstitutionCreditTransfer

Step Description

1 The RTGS Account Holder A sends a payment order (CustomerCreditTransfer (pacs.008) [ 572] or
FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589]) through ESMIG to RTGS.

2 RTGS validates the message and accepts the payment order when the message validation is successful.
RTGS settles the payment order on the RTGS DCAs of RTGS Account Holders A and B.

3 RTGS sends through ESMIG a settlement notification for the payment (PaymentStatusReport (pacs.002)
[ 551]) to RTGS Account Holder A if the RTGS Account Holder has subscribed to the notification.

4 In a mandatory processing step, RTGS creates and forwards through ESMIG the payment
(CustomerCreditTransfer (pacs.008) [ 572] or FinanciallnstitutionCreditTransfer (CORE and COV)
(pacs.009) [ 589]) to RTGS Account Holder B.

Table 25 - Process description for figure - pacs.008 — CustomerCreditTransfer/pacs.009 —
FinanciallnstitutionCreditTransfer
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Used messages

| PaymentStatusReport (pacs.002) [ 551]

| CustomerCreditTransfer (pacs.008) [ 572]

| EinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589]

5.3.1.2 Payments sent from a multi-addressee to an RTGS Account Holder

A multi-addressee is an entity that an RTGS Account Holder has authorised to submit cash transfer orders
for settlement on the RTGS DCA of the RTGS Account Holder. The comprehensive list of possible cash
transfer order types that can be submitted is provided in the table “Table 24 - Possible cash transfer order

types [ 94]".

The example in this chapter illustrates the message flows based on a payment order (e.g.
CustomerCreditTransfer (pacs.008) [ 572] or FinanciallnstitutionCreditTransfer (CORE and COV)
(pacs.009) [ 589]) that a multi-addressee sends:

pacs.008
/009

pacs.002 pacs.008/

009

Figure 24 - Message flow example for a multi-addressee that sends a payment order
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Step Description

1 The RTGS multi-addressee sends a payment order (CustomerCreditTransfer (pacs.008) [ 572] or
FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589]) through ESMIG to RTGS.

2 RTGS validates the message and accepts the payment order when the message validation is successful.
RTGS settles the payment order on the RTGS DCAs of RTGS Account Holders A and B.

3 RTGS sends through ESMIG a settlement naotification for the payment (PaymentStatusReport (pacs.002)

[ 551]) to the multi-addressee if the multi-addressee has subscribed to the notification.

4 In a mandatory processing step, RTGS creates and forwards through ESMIG the payment order
(CustomerCreditTransfer (pacs.008) [ 572] or (EinanciallnstitutionCreditTransfer (CORE and COV)
(pacs.009 [ 589])) to RTGS Account Holder B.

Table 26 - Process description for figure - message flow example for a multi-addressee that sends a payment
order

Used messages
| PaymentStatusReport (pacs.002) [ 551]

| CustomerCreditTransfer (pacs.008) [ 572]

| FEinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589]

5.3.1.3 Instructing direct debits

The direct debit functionality enables an RTGS Account Holder or RTGS CB Account Holder to debit another
account holder's RTGS DCA or RTGS CB Account and credit its own RTGS DCA or RTGS CB Account.
Direct debit orders in RTGS are intended for wholesale purposes only and are restricted to interbank
transactions. In particular, it might be used to offer an efficient cash management service within a group of
credit institutions or between different branches of a credit institution. Both, RTGS Account Holders and
RTGS CB Account Holders can instruct direct debit orders in RTGS.

An RTGS Account Holder (payer) needs to agree with its counterpart (payee) that it allows the counterpart to
debit its RTGS DCA on the terms and conditions for using this service. RTGS provides the functional
framework.

The payer authorises the payee to issue a direct debit order for a specified RTGS DCA of the payer to any
RTGS DCA of the payee. The payer shall instruct its CB to set up and maintain the direct debit mandate in
CRDM. For the attributes used in connection with the direct debit mandate see chapter “Direct Debit
Mandate” of the CRDM UDFS. RTGS verifies that the payer has authorised the payee to issue a direct debit
order to be debited on the RTGS DCA of the payer before processing the direct debit order.

The following example illustrates the message flows based on a direct debit order
(EinanciallnstitutionDirectDebit (pacs.010) [* 608]):
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Figure 25 - Message flow example for a direct debit order (pacs.010)
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Step Processing in/between Description

1 RTGS Account Holder A via ESMIG to RTGS RTGS Account Holder A sends a
FinanciallnstitutionDirectDebit (pacs.010)
[ 608] via ESMIG to RTGS.

2 RTGS RTGS validates the message and accepts the
payment order when the message validation is
successful. RTGS settles the payment order on
the RTGS DCAs of the RTGS Account Holders
A and B.

3 RTGS via ESMIG to RTGS Account Holder A RTGS sends a settlement notification
PaymentStatusReport (pacs.002) [ 551] via
ESMIG to the RTGS Account Holder A, if the
RTGS Account Holder has subscribed to the

notification.

4 RTGS via ESMIG to RTGS Account Holder B In a mandatory processing step, RTGS creates
and forwards a FinanciallnstitutionDirectDebit
(pacs.010) [ 608] via ESMIG to the RTGS

Account Holder B.

Table 27 - Payment messaging on the basis of pacs.010

Used messages
| PaymentStatusReport (pacs.002) [ 551]

| FinanciallnstitutionDirectDebit (pacs.010) [ 608]

Note: In case of a negative business validation of the direct debit order, a payment order rejection
notification (PaymentStatusReport (pacs.002) [ 551]) is sent on a mandatory basis to the submitting actor.

5.3.1.4 Instructing mandated payments

A mandated payment is a credit transfer order (CustomerCreditTransfer (pacs.008) [ 572] or
FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589] that includes the code word “MANP”)
that can be used by a CB to instruct on behalf of its RTGS Account Holder in contingency situations, i.e.

when the RTGS Account Holder cannot instruct itself owing to operational or technical difficulties at its site. It
is the decision of a CB whether it offers mandated payments to its RTGS Account Holders.

RTGS does not provide mandated payment functionality for FinanciallnstitutionDirectDebit (pacs.010) [* 608]
and PaymentReturn (pacs.004) [ 561].
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pacs.002 pacs.009

debit N MANP
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\

Figure 26 - Process flow example for a mandated payment (pacs.009 with code word “MANP”)

Process description

Step Description

1 The RTGS Account Holder A mandates its responsible CB A to initiate a FinanciallnstitutionCreditTransfer
(CORE and COV) (pacs.009) [ 589] on its behalf.

2 CB A sends on behalf of the RTGS Account Holder A a FinanciallnstitutionCreditTransfer (CORE and COV)
(pacs.009) [ 589] containing the code word “MANP” through ESMIG to RTGS.

3 RTGS validates the message and accepts the payment order when the message validation is successful.
RTGS settles the payment order on the RTGS DCAs of the RTGS Account Holders A and B.
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Step Description

4 RTGS sends through ESMIG a settlement natification for the payment (PaymentStatusReport (pacs.002)
[ 551]) to CB A if CB A has subscribed to the notification.

target

services

5 In a mandatory processing step, RTGS creates and forwards through ESMIG the payment
(EinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589]) to RTGS Account Holder B.

6 RTGS sends through ESMIG a settlement notification for the payment
(BankToCustomerDebitCreditNotification (camt.054) [ 516]) to the RTGS Account Holder A if the RTGS

Account Holder A has subscribed to the notification.

Table 28 - Process description for figure - process flow example for a mandated payment (pacs.009 with code
word “MANP”)

Used messages
| BankToCustomerDebitCreditNotification (camt.054) [ 516]

| PaymentStatusReport (pacs.002) [ 551]

| FEinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589]

5.3.2 Cash transfer order priorities

Every cash transfer order in RTGS requires a priority for settlement. RTGS provides the possibility to specify
a priority with the submission of a cash transfer order subject to constraints based on the type of submitting
actor and the type of cash transfer order. In some cases a submitting actor is authorised to specify a priority
for some cash transfer order types. In other cases RTGS does not allow the specification of a priority for a
cash transfer order type as it is defined by RTGS.

The characteristics of the different priorities are as follows:
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Priority |Characteristic

Urgent RTGS immediately attempts to settle cash transfer orders with the priority “urgent” when there are no cash

transfer orders with the priority “urgent” queued. When RTGS identifies queued cash transfer orders with the
priority “urgent”, RTGS places the urgent cash transfer order in the settlement queue for settlement and
settles them based on the FIFO principle. However, automated inter-service liquidity transfer orders always

have top priority, i.e. RTGS places them on the top of the “urgent” queue.

High RTGS immediately attempts to settle cash transfer orders with the priority “high” when there are no cash
transfer orders with the priority “urgent” or priority “high” queued. When RTGS identifies queued cash
transfer orders with the priority “urgent” or priority “high”, RTGS settles cash transfer orders with the priority
“high” based on the FIFO principle only after no cash transfer orders with the priority “urgent” remain

queued.

Normal RTGS settles cash transfer orders with the priority “normal” based on the FIFO-bypassing principle (see

chapter Processing of cash transfer orders [ 117]). RTGS settles such cash transfer orders even if cash

transfer orders with priority “normal” that were submitted earlier are still in the queue, provided that the

balance on the RTGS DCA is sufficient to settle it.
Table 29 - Priority classifications

RTGS assigns a default priority when a cash transfer order does not specify a priority or when RTGS

supports only a specific priority for a cash transfer order:

Cash transfer order Standard (default) Allowed priorities
description priority

Credit transfer order for a CustomerCreditTransfer Normal High

customer payment (pacs.008) [ 572] Nl

Credit transfer order for a PaymentReturn (pacs.004) Normal Normal

payment return [ 561]

Credit transfer order foran  FinanciallnstitutionCreditTran Normal Urgent

interbank payment sfer (CORE and CQOV) High

(pacs.009) [ 589]

Normal
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Cash transfer order Standard (default) Allowed priorities
description priority
Direct debit order for an FinanciallnstitutionDirectDebi Normal Urgent
interbank payment t (pacs.010) [ 608] High
Normal
Liquidity transfer order LiguidityCreditTransfer Urgent N/A

(camt.050) [ 501] or

EinanciallnstitutionCreditTran
sfer (CORE and COV)
(pacs.009) [ 589] with code
word “SBTI”

AS transfer order ASTransferlnitiation Urgent N/A
(pain.998) [ 624]

Table 30 - Default priorities and allowed priorities by cash transfer order type

RTGS applies certain restrictions as to which type of submitting actor can specify which priority for a specific

type of cash transfer order:

Priority |Cash transfer order type Submitting actor
Urgent Credit transfer order for an interbank payment CB
(EinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009)
[ 589))
Liquidity transfer order for an interbank payment RTGS Account Holder

(EinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009)
[ 589]) with code word “SBTI”

Direct debit order for an interbank payment CB
(EinanciallnstitutionDirectDebit (pacs.010) [ 608])

High Credit transfer order for a customer payment (CustomerCreditTransfer RTGS Account Holder or CB

(pacs.008) [ 572])

Credit transfer order for an interbank payment RTGS Account Holder or CB
(EinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009)

[ 589])

Direct debit order for an interbank payment RTGS Account Holder or CB

(EinanciallnstitutionDirectDebit (pacs.010) [ 608])

Normal Credit transfer order for a customer payment (CustomerCreditTransfer RTGS Account Holder or CB

(pacs.008) [ 572])

Credit transfer order for a return payment (PaymentReturn (pacs.004) RTGS Account Holder or CB
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Priority |Cash transfer order type

[ 561])

Credit transfer order for an interbank payment RTGS Account Holder or CB
(FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009)

[ 589])

Direct debit order for an interbank payment RTGS Account Holder or CB

(EinanciallnstitutionDirectDebit (pacs.010) [ 608])

Table 31 - Eligible submission of priorities

Further details on changing the priority can be found in chapter Payment order modification [+ 111] as well
as in chapter Comprehensive queue management [ 121].

5.3.3 Execution time

RTGS Account Holders have the possibility to determine the settlement time of their payment orders by
specifying in the payment order:

| an “earliest debit time indicator”;

| a “latest debit time indicator”.
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Purpose  Specifies that a payment order is eligible for Option A: specifies that a payment order must be
settlement only as of the specified time settled by the specified time (message element
(message element FromTime). RejectTime).

Option B: specifies that a payment order should be
settled by the specified time, i.e. resulting in a warning
only, but the payment order still may settle after the

specified time (message element TillTime).

Processing RTGS submits the payment order for If the payment order is not settled until the latest indicated
settlement when the earliest debit time as  debit time:

specified in the payment order is reached. Option A: RTGS rejects the payment order and sends a

If RTGS cannot settle the payment order rejection notification;
immediately, RTGS places the payment Option B: the payment order remains in the queue and

order in the payment order queue with RTGS rejects the payment order if the payment order

status “queued”. remains unsettled in the queue at the settlement cut-off
If the payment order is not settled by the time for the payment order type.

cut-off time for the payment order type or

the reject time as specified in the payment

order is reached, then RTGS rejects the

payment order.

Table 32 - Payment orders with a set execution time indicators

In case a payment order with a “latest debit time indicator” (option A or B) is not executed 15 minutes prior to
the defined time, RTGS sends a U2A broadcast and in addition an A2A broadcast if the respective party has
subscribed for it. Such broadcast is sent to the RTGS Account Holder or RTGS CB Account Holder to be
debited. Details on broadcasts are provided in chapter Broadcasts [ 229].

It is possible to specify both the “earliest debit time indicator” and the “latest debit time indicator” in a
payment order. When the payment order specifies an “earliest debit time indicator” with “latest debit time
indicator” (option A), then this requires that RTGS must settle the payment order in the indicated time period.

The defined execution time of a payment order may be modified as long as the payment order is unsettled
and the respective execution time is not reached. Further details on the effect of changing the settlement
time can be found in the chapter Payment order modification [ 111].

If a payment order specifies both Option A and Option B of the “latest debit time indicator” (message
elements TillTime and RejectTime), then RTGS rejects the payment order immediately. It is only possible to
use one of these message elements. It is not possible to change the “earliest debit time indicator” of a
payment order which is already queued due to the fact that the original “earliest debit time indicator” has
been reached and RTGS already tried to settle the payment order.
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5.3.4 Warehoused payment orders

A warehoused payment order is a payment order that an RTGS Account Holder submits up to ten calendar
days in advance of the date on which the payment order is to be executed. Warehoused payment orders are
stored in RTGS with the cash transfer order status “warehoused”. RTGS stores such payment orders until
RTGS opens for that business day.

RTGS revalidates warehoused payment orders during the start of every business day to ensure that they
remain compliant with all business validation rules taking into account the relevant reference data changes. If
the payment order fails revalidation, then RTGS rejects the payment order.

Note: In case a change of the schemas is necessary due to a scheduled release, warehoused payment
orders with an intended settlement date beyond the release implementation date are not accepted. There is
an error handling in this case, including the provision of an error code.

On the indicated settlement day with the start of the settlement window for customer and interbank
payments, the warehoused payment orders are processed by RTGS. These payment orders are processed
with an entry timestamp identical to the start of the settlement window for customer and interbank payments
and prior to incoming payment orders which have the same priority. With the exception of warehoused
payments with an “earliest debit time indicator” that are queued until the set execution time is reached, they
are immediately settled if enough liquidity is available (hormal processing of payment orders in the entry
disposition, see chapter Entry disposition [ 117]). Otherwise they are queued until the settlement attempt is

successful (see chapter Dissolution of the payment queue [+ 125]).

5.3.5 Backup payments

5.3.5.1 Overview

An RTGS Account Holder may lose its ability to send payment orders in A2A to RTGS as a consequence of
a major incident on its site. Such an incident may result in:

not meeting pay-in obligations in other systems;

the build-up of liquidity on the RTGS DCA of the affected RTGS Account Holder in case other RTGS
Account Holders submitted or continue to submit payment orders in favour of the affected account
holder.

In order to give the affected RTGS Account Holder a possibility to reduce the business impact of the major
incident, RTGS offers a functionality to generate payment orders in a contingency situation using the backup
payment functionality in the GUI. The functionality is only available after the RTGS Account Holder has
received the respective privilege from its CB. RTGS provides the backup payment functionality only for
backup liquidity redistribution payments to other RTGS DCAs.

The RTGS Account Holder can enter the backup payment, or the CB of the affected RTGS Account Holder
can act on behalf of the RTGS Account Holder and enter the backup payment. On request, the RTGS
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Account Holder as the sender of a backup payment order receives a settlement notification
(BankToCustomerDebitCreditNotification (camt.054) [ 516]). Such notification includes the code word
“BACP”. The RTGS Account Holder receives the debit notification once its major incident is resolved and its

connection to RTGS is operational again. The RTGS Account Holder of the credited account receives a
payment, i.e. a FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589] with the code word
“BACP”.

RTGS blocks the backup payment functionality in the GUI per default. A standard procedure must be
followed to obtain access to the backup payment functionality in the GUI:

Step Action

1 When a major incident occurs at the site of the RTGS Account Holder, the RTGS Account Holder must

request access to the backup payment functionality in the GUI from its CB.
2 The CB authorises access for the RTGS Account Holder in RTGS.

3 RTGS provides access to the backup payment functionality of the GUI once a user of the RTGS Account
Holder logs out of the GUI and subsequently logs in again. Thereafter the user can enter the backup

payment.
Table 33 - Standard procedure for access to the backup payment functionality in the GUI
The RTGS UHB provides further information on backup payments.
Protection against an unauthorised generation of backup payment orders is ensured because of the

following.

| The generation of backup payment orders must first be activated by the CB responsible for the RTGS
Account Holder facing technical problems (i.e. affected RTGS Account Holder).

| As a precondition for generating backup payment orders a dedicated privilege for the usage of the "Enter
Payment Order" functionality is needed. The privileges are held and maintained in CRDM.

| As far as possible, RTGS generates field values in backup payment orders, e.g. references, etc. Only
fields where RTGS requires input from the RTGS Account Holder are available in the GUI.

5.3.5.2 Backup liquidity redistribution payments

Backup liquidity redistribution payments are used for the provision of excess liquidity accumulated on the
RTGS DCA of the RTGS Account Holder affected by a major incident at its site. The purpose of this payment
is to reduce the likelihood of a liquidity shortage in RTGS. As the recipient may be any other RTGS Account
Holder, such payments can be used to cater for obligations and demands arising from the settlement and
funding processes.
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Transfer of liquidity redistribution payments to RTGS DCAs

Payment order priority High

Entry through GUI

Message type FinanciallnstitutionCreditTransfer (CORE and COV)

(pacs.009) [ 589]
Sender of this message RTGS

Receiver of this message Credited RTGS Account Holder

Table 34 - Backup liquidity redistribution payments

5.3.5.3 Subsequent submission of individual payment orders

Backup liquidity redistribution payments using the backup functionality are considered as payments of their
own. This means that when resuming normal operations there is no need to resend the same or a similar
payment order through the standard communication and processing channel to confirm the backup payment.

RTGS has no controls in place to prevent the processing of the original payment orders for which the RTGS
Account Holder has initiated a backup payment in RTGS. It is the sole responsibility of the RTGS Account
Holder as sender to follow up on these payments with the receiver of the funds.

If the RTGS Account Holder resumes normal operations on the same day before the cut-off, the RTGS
Account Holder can still send payment orders to RTGS. If the RTGS Account Holder resumes normal
operations only on the following day or later, RTGS provides two possibilities from which the RTGS Account
Holder can chose to process payment orders:

| submission of payment orders with the current (new) settlement date in the message element “interbank
settlement date”;

| submission of payment orders with the past (original) settlement date in the message element “interbank
settlement date”.

Independent from the date in the message element interbank settlement date, RTGS settles all payment
orders on the current business day.

These payment orders are released by the affected account holder after resuming normal operations like any
other new payment orders; no special treatment of these payment orders is required.

In case an RTGS Account Holder opts to submit payment orders from a previous business day with a past
(original) settlement date, then the RTGS Account Holder must follow a standard process:
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Step Action

1 The RTGS Account Holder must request from its CB the temporary lifting of the settlement date

validation that verifies that a payment order specifies a settlement date that is the same as the current
business day. If more than the current business day is required for dealing with the unprocessed
payment orders with an old settlement date, the lifting of the settlement date check for any
consecutive business day has to be requested separately at the beginning of the settlement window

for payment orders.

2 Upon having completed the sending of payment orders with original (past) settlement date(s), the
RTGS Account Holder must inform the CB accordingly so that the CB can reactivate the settlement

date check with immediate effect.

Table 35 - Standard procedure for submitting payment orders from a previous business day with a past
(original) settlement date

RTGS sorts the settled payments by the payment settlement date in the statement of account of the
business day on which RTGS processed the backdated payment orders.

5.3.6 Rejection of cash transfer orders

A rejection in RTGS is when RTGS does not continue to process a cash transfer order owing to:
| afailed technical validation of the cash transfer order on receipt of the cash transfer order;
| afailed business validation of the cash transfer order on receipt of the cash transfer order;

| a payment order failing to settle when it reaches its specified reject time, when specified in the payment
order;

| afailed business validation of a warehoused payment order during the SoD revalidation;
| a cash transfer order that is intended for settlement (i.e. not a warehoused payment order) and fails to

settle until the end of the respective settlement window.

When RTGS rejects cash transfer orders, it always sends rejection notifications, i.e. they are mandatory and
not subject to message subscription.

The type of notification sent in case of a rejection depends on the underlying cash transfer order type.
Further details on the rejection of payment orders and liquidity transfer orders are provided in chapter
Business validation [ 92] and in chapter Reject cash transfer order [ 344].

In case a rejection time is defined in the payment order, 15 minutes prior to the rejection time, an automated
broadcast is triggered via U2A and shown on the GUI screen. An A2A broadcast (SystemEventNotification
(admi.004) [ 410]) is sent in addition in case the respective actor has subscribed to receiving the A2A
broadcast.
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5.3.7 Payment order modification

As long as a payment order is not in a final status (including warehoused payment orders), an authorised
RTGS Actor has the possibility to modify specific parameters of the payment order (in A2A and U2A mode).
The modification of a payment order in A2A is done by sending a payment order modification message
(ModifyTransaction (camt.007) [ 437]). Further details on the processing are provided in chapter Modify
RTGS payment order [ 268].

Even in case the modification has not yet been executed, further modifications of the same task type (re-
ordering of queued transactions, change of the execution time) can be entered in RTGS and will be
processed successively. However, the authorised RTGS Actor is not entitled to submit payment order

modifications in case the account to be debited is blocked. In that case only the responsible CB may modify

payments.

Parameter Authorised actors

Priority RTGS Account Holder to be debited
CB on behalf

Re-ordering (increase/decrease) in queue RTGS Account Holder to be debited
CB on behalf

Change of execution time RTGS Account Holder sending the payment order
CB on behalf

Table 36 - Modifiable parameters of payment orders and authorised actors

Note: In case of a direct debit order, the RTGS Account Holder to be debited can reprioritise or re-order the
queued payment order.

These features allow RTGS Account Holders to react on changing liquidity conditions during the day. The
consequences for the settlement of the affected payments can be found in chapter Comprehensive queue

management [ 121].

RTGS initiates event-oriented processes to resolve the queues on modification of a payment order
parameter. Further details are described in chapter Settlement of qgueued urgent/high cash transfers [ 125].

Changing priority

The following options for changing the priority exist:
| from normal to high;

| from high to normal.

The payment order priority can be changed in A2A and U2A - even if the priority has already been changed
before. The updated priority can be checked by querying the payment order queue.
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The modified payment order:
keeps the original submission time;
is placed in the queue according to the (new) priority and the (old) submission time;
is processed according to the rules of the (new) priority.

A detailed description of the effect of changing the priority can be found in chapter Comprehensive queue
management [ 121].

Re-ordering of queued payment orders

An authorised RTGS Actor can change the queue position for an individual (in A2A and U2A) or for several
payment orders (only in U2A). The selected payment order or payment orders can be moved:

to the top of the queued payment orders with the same priority;
to the end of the queued payment orders with the same priority.

The re-ordering can be done at any time during the business day. A detailed description of the effect of the
re-ordering can be found in chapter Comprehensive queue management [ 121]. The updated payment

order can be checked by querying the payment order queue.

Changing the execution time

Payment orders can include a time that indicates as of when they should be settled (payment orders with an
“earliest debit time indicator”) and/or a time that indicates by when they should have been settled (payment
orders with a “latest debit time indicator”).

The execution time may be changed in RTGS (A2A and U2A). The change has no impact on the payment
order processing, but on the queue management as the time indication supports the RTGS Account Holder’s
gueue management. The updated execution time can be checked by querying the payment order queue.

A detailed description of the effect of changing the execution time can be found in chapter Comprehensive
gueue management [ 121].

5.3.8 Payment order revocation and payment recall

RTGS provides the functionality using a FIToFIPaymentCancellationRequest (camt.056) [ 526]:

to revoke a queued, warehoused or earmarked payment order;

to recall a settled payment.

Via U2A/GUI it is only possible to revoke a queued, warehoused or earmarked payment order but not to
recall a settled payment.
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RTGS needs to receive a payment revocation request or recall request to initiate the revocation of a queued,
warehoused or earmarked payment order or the recall of a settled payment. RTGS allows the revocation of
the following types of payment order:

PaymentReturn (pacs.004) [ 561];

CustomerCreditTransfer (pacs.008) [ 572];

FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589];

FinanciallnstitutionDirectDebit (pacs.010) [+ 608].

RTGS immediately revokes the payment order if it is not settled. In case the revocation request is sent to
revoke a FinanciallnstitutionDirectDebit (pacs.010) [ 608] or a PaymentReturn (pacs.004) [ 561] which is

already in a final status or does not exist in RTGS, RTGS does not forward the request to the receiving
RTGS Account Holder. In such a case, the submitter of the revocation request is informed about the final
status of the payment and the fact that the revocation is not possible.

This means that RTGS allows the recall of the following types of payments:

CustomerCreditTransfer (pacs.008) [ 572];

FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589];

RTGS cannot revoke a payment order if the payment is already settled. RTGS also does not validate the
existence of a payment that is subject to a recall, i.e. the recall request to be forwarded may refer to a
payment settled on a previous business day. In this case, RTGS forwards a payment recall request
(EIToFIPaymentCancellationRequest (camt.056) [ 526]) to the counterparty from which the RTGS Account

Holder wants to recall the payment. The counterparty then has the possibility:

to reject or to confirm the recall request by using the resolution of investigation message
(ResolutionOfinvestigation (camt.029) [+ 475]),

to return the payment by using the payment return message (PaymentReturn (pacs.004) [ 561]).

When the counterparty sends a reply to reject the recall request or to inform about the forwarding of the
recall request to RTGS, then RTGS forwards the reply to the RTGS Account Holder that requested the recall.

In case the counterparty submits a payment return, then RTGS processes this payment return as any other
payment order in order to settle the return of the funds. RTGS does not check whether or not a recall request
(EIToFIPaymentCancellationRequest (camt.056) [ 526]) was sent before. The RTGS Account Holder that
submitted the payment return can subscribe to receive a PaymentStatusReport (pacs.002) [* 551] on an

optional basis. RTGS sends it as a reply to the PaymentReturn (pacs.004) [ 561].

Further information on the A2A processing is provided in chapters Request payment order revocation or

recall [* 260] and Reject or confirm payment order recall [ 265].

In the following two simplified examples are provided.
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Example 1 - Positive recall

The following figure provides a simplified example of a positive recall (i.e. recall of an already settled
payment):

puii 1§

OO

camt.056 | camt.029

o ©

@ | G

camt.056 [pacs.004

@

pacs.004 pacs.002

Figure 27 - Message flow example for a positive payment order recall

Step Description

1 RTGS Account Holder A sends a FIToFIPaymentCancellationRequest (camt.056) [ 526] through ESMIG to

RTGS to request the recall of an already settled payment.

2 RTGS sends a FIToFIPaymentCancellationRequest (camt.056) [ 526] through ESMIG to the RTGS
Account Holder B.

3 RTGS sends a ResolutionOfinvestigation (camt.029) [ 475] on an optional basis through ESMIG to the
RTGS Account Holder A to inform of the forwarding of the FIToFIPaymentCancellationRequest (camt.056)
[ 526].

4 RTGS Account Holder B checks (outside of RTGS) the requested recall.
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Step Description

5 RTGS Account Holder B sends a PaymentReturn (pacs.004) [ 561] through ESMIG to RTGS.

6 RTGS validates the message and accepts the payment return order when the message validation is
successful. RTGS settles the payment return order on the RTGS DCAs of RTGS Account Holders A and B.

7 RTGS sends through ESMIG a settlement natification for the payment return (PaymentStatusReport
(pacs.002) [ 551]) to the RTGS Account Holder B if the RTGS Account Holder B has subscribed to the
notification.

8 In a mandatory processing step, RTGS creates and forwards through ESMIG the payment return

(PaymentReturn (pacs.004) [ 561]) to RTGS Account Holder A.

Table 37 - Process description for figure - message flow example for a positive payment order recall

Used messages
| ResolutionOfinvestigation (camt.029) [ 475]

| ElIToFIPaymentCancellationRequest (camt.056) [ 526]

| PaymentStatusReport (pacs.002) [ 551]

| PaymentReturn (pacs.004) [ 561]

Example 2 — Successful revocation

The following figure provides a simplified example of a successful revocation of a queued payment order:
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Figure 28 - Message flow example for a successful revocation

Step Description

1 RTGS Account Holder A sends a FIToFIPaymentCancellationRequest (camt.056) [ 526] through ESMIG to

RTGS to request the revocation of a queued, warehoused or earmarked payment order.

2 RTGS validates the message and checks whether the underlying payment order has already been settled or
not.

3 RTGS sends a payment order revocation execution notification (ResolutionOfinvestigation (camt.029)
[ 475]) through ESMIG to the RTGS Account Holder A to inform about the successful revocation of the
payment order.

4 RTGS sends a payment order revocation notification (PaymentStatusReport (pacs.002) [ 551]) through

ESMIG to the RTGS Account Holder A (see chapter Request payment order revocation or recall [ 260]).

Table 38 - Process description for figure - message flow example for successful revocation
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Used messages

| ResolutionOfinvestigation (camt.029) [ 475]

| ElToFIPaymentCancellationRequest (camt.056) [ 526]

| PaymentStatusReport (pacs.002) [ 551]

5.3.9 Processing of cash transfer orders

The order of settlement in general depends on the settlement priority. In addition, also the kind of business
as trigger of the related cash transfer is taken into consideration. The following table aims to illustrate the
settlement order for debits in RTGS depending on settlement priority and underlying business:

Settlement order [Settlement priority |[Business case

1 Urgent Automated liquidity transfer

2 Urgent Urgent payment/AS transfer

3 Urgent Immediate, rule-based or standing order liquidity transfer
4 High High priority payment

5 Normal Normal payment

Table 39 - Effective settlement order

5.3.9.1 Entry disposition

5.3.9.1.1 General remarks

Basics

The efficient management of liquidity and the settlement of cash transfers in an optimised manner are of key
importance. Therefore, offering a broad set of liquidity management features helps fulfilling the main
functionality of RTGS.

These features may inter alia:

| result in faster settlement, with a reduced amount of liquidity;

| help to avoid a potential systemic risk owing, e.g. to gridlock situations;

| increase transparency for RTGS Account Holders;

| contribute to achieving a higher degree of efficiency.

The features are implemented in RTGS on a flexible and optional basis. The aim is to meet each RTGS

Account Holder’s individual needs, i.e. each RTGS Account Holder can individually decide whether to use
certain tools or not.
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Settlement of cash transfers as main functionality

The aim of processing in RTGS is the fast and liquidity-saving gross settlement of cash transfers with the
following characteristics:

cover for single cash transfers or the balance of a group of cash transfers;
settlement in central bank money;

immediate, irrevocable posting of settled cash transfers.

Influencing factors

The cash transfer processing in RTGS is inter alia influenced by the following factors:
balance on the RTGS DCA,;
defined limits;
reservations;
used priority;
order of submitted cash transfers;
opposing cash transfers and synchronisation of submitted cash transfers;

set execution time.

Basic principles

The following basic principles apply to the processing of cash transfers in RTGS.

Every cash transfer order should be marked as “normal®, “high “, or “urgent®. Only for payment orders a
priority class can be selected. All other cash transfer order types (i.e. AS transfer orders and liquidity
transfer orders) are treated with priority “urgent”. Priority classes “high” and “normal” can only be used for
payment orders. If no priority class is selected, payment orders will be handled with normal priority.
Priority class “urgent” is related to certain types of payment orders (i.e. a CB submitting a payment
order). Nevertheless, for simplification reasons the description in this chapter uses the general term
“cash transfer (order)” as the entry disposition does not process payment orders only.

RTGS attempts to settle single or a group of cash transfers immediately after their submission, with the
exception of cash transfers with a defined earliest debit time indicator (FromTime for payment orders) or
Optional connected mechanisms [ 166] (information period for AS settlement procedures) and with the

exception of warehoused payment orders prior to their execution date. In case a FromTime is defined,
these cash transfer orders are included in the settlement process from the time indicated as earliest debit
time. In case an information period is defined, these AS transfer orders are included in the settlement
process from the defined end of the information period.

Offsetting cash transfer orders are used to save liquidity (bilateral optimisation mechanism).

Cash transfers are simultaneously settled on the RTGS DCA to be debited and the RTGS DCA to be
credited.
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Only cash transfer orders which are not yet executed (i.e. queued, warehoused, earmarked) may be
revoked.

Queuing of cash transfer orders which cannot be settled immediately, according to their priority in
different queues (urgent queue, high queue, normal queue).

In case of an automated liquidity transfer from CLM which was only partially executed in RTGS, an inter-
service liquidity transfer order with the remaining amount is created. This is the only scenario in which
liquidity transfers are queued in RTGS.

Note: This automated liquidity transfer order which aims at transferring liquidity from RTGS to CLM is put
on top of the urgent queue in RTGS. As soon as a new automated liquidity transfer order arrives in
RTGS, RTGS rejects the previously queued automated liquidity transfer order and considers only the
current one with the sum of all queued/pending CBOs.

Continuous attempt to settle cash transfer orders in the queues.

The entry disposition and the optimisation procedures for queues can run at the same time.

5.3.9.1.2 Settlement of cash transfers in the entry disposition

The entry disposition includes the processing of payment orders, liquidity transfer orders and AS transfer
orders related to AS procedure A (debit leg), AS settlement procedure D and AS settlement procedure E. AS
transfer orders related to AS settlement procedure B are settled by the algorithm “partial optimisation with
ancillary system” (see chapter Settlement of queued normal payments [ 126]) only and AS transfer orders

related to AS settlement procedure C are settled by the algorithm “optimisation on sub-accounts” (see
chapter Algorithm: "Optimisation on sub-accounts" [ 132]) only.

For urgent cash transfers the FIFO-principle applies.

High and normal priority cash transfer orders are not settled in case urgent priority cash transfer orders are
queued. The only exception is that cash transfer orders with priority “high” or “normal” are executed before if
- and only if - this allows an offsetting cash transfer order to be settled and the overall effect of this offsetting
is a liquidity increase on the RTGS DCA.

For high priority cash transfer orders the FIFO-principle applies, too.

Normal priority cash transfer orders are not settled if high (and/or urgent) priority cash transfer orders are
gueued. The only exception is that cash transfer orders with priority normal can be executed before if - and
only if - this allows an offsetting cash transfer order to be settled and the overall effect of this offsetting is a
liquidity increase on the RTGS DCA.

Normal priority cash transfer orders are processed according to the “FIFO by-passing” principle.

In order to settle as efficiently as possible, the FIFO-principle would not be the optimal one; i.e. normal cash
transfers submitted may be settled even if other previously sent normal cash transfer orders are still in the
gueue (provided that the balance on the RTGS DCA is sufficient).
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The entry disposition takes offsetting cash transfers into account. The balance available on the account of
the RTGS Account Holder is taken into account considering possible reservations according to the
settlement priority. In addition, in case of normal cash transfer orders, defined limits also have to be
considered.

The following table shows which cash transfer orders are taken into account during the entry disposition for
the RTGS DCA of the debtor and/or the creditor:

Submitted cash transfer All offsetting urgent, high and normal cash transfer orders

in the queues.

Table 40 - Cash transfers taken into account in the entry disposition

Unsuccessful entry disposition

If a submitted cash transfer order cannot be settled in the entry disposition, it is placed into the urgent, high
or normal queue - depending on the priority of the cash transfer order.

If a respective rule has been configured in CRDM for urgent payment orders, AS transfer orders or high
priority payment orders, a rule-based inter-service liquidity transfer is triggered to pull liquidity from the MCA
to the impacted RTGS DCA. Further details can be found in chapter Rule-based liquidity transfers due to

gueued payment orders or AS transfer orders [ 205].

Note: In general, liquidity transfers are not placed into a queue. They are rejected with the appropriate error
code in case the liquidity is not sufficient or none of the above mentioned criteria for FIFO by-passing can be
met. Exceptions are related to automated liquidity transfers from CLM which were not or only partially settled
in RTGS. In such a case RTGS creates an inter-service liquidity transfer order with the remaining amount
and this liquidity transfer order is placed on top of the urgent queue.

Detailed sequence of settlement checks

In a first step RTGS checks whether there are already cash transfers of an equal or higher priority level in the
queue (exception: if the submitted cash transfer order is a normal one, it is not checked whether the “normal®
gueue is empty, because the FIFO principle can be breached for normal cash transfers).

If the urgent and high queue are not empty, a bilateral offsetting check with a potential liquidity increase
takes place. This offsetting check is only successful if offsetting cash transfers from the RTGS DCA to be
credited are available and the RTGS DCA to be debited with the cash transfer afterwards has an increased
liquidity position. If offsetting cash transfers exist, it is checked if the submitted cash transfer fulfils the other
settlement criteria (i.e. bilateral/multilateral Limits [ 196] and Reservation [ 191] not breached). If no such
offsetting cash transfers exist, the cash transfer order is put in the queue.

If the urgent and the high queue are empty, an offsetting check called “offsetting position 1 check” takes
place. This offsetting check is only successful if offsetting cash transfers on top of the queue of the RTGS
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DCA to be credited are available. If the offsetting check is successful, it is checked if the submitted cash
transfer fulfils the other settlement criteria (i.e. bilateral/multilateral limit and liquidity reservations not
breached).

If the offsetting check is not successful, an extended offsetting check takes place. This extended offsetting
check is only successful if offsetting cash transfers related to the RTGS DCA to be credited (not only on top
of its queue) are available and the RTGS DCA to be credited afterwards has an increased liquidity position. If
the extended offsetting check is successful, it is checked if the submitted cash transfer fulfils the other
settlement criteria (i.e. bilateral/multilateral limit and liquidity reservations not breached). If the extended
offsetting check is not successful, the cash transfer is put in the queue.

If the other settlement criteria (i.e. bilateral/multilateral limit and liquidity reservations not breached) are
fulfilled, then the operation(s) is (are) settled on the RTGS DCA (i.e. debiting as well as crediting on the
respective RTGS DCAs take place). If the other settlement criteria are not fulfilled, then the cash transfer(s)
is (are) put in the queue until sufficient liquidity is available and the other settlement criteria are fulfilled
(details on the dissolution of the queues are given in chapter Dissolution of the payment queue [ 125]).

Note: In case of direct debits, the RTGS Account Holder who submits the cash transfer expects a liquidity
increase on its RTGS DCA and that the RTGS DCA of the receiver is debited.

Rejection during the cut-off processing

If cash transfers are still queued at the respective cut-off time (see chapter Cut-offs in RTGS RTS 1l [ 85]),

e.g. due to lack of liquidity (considering urgent or high reservation) or insufficient limits, RTGS rejects these
cash transfer orders after the last settlement attempt.

Further details on the A2A processing are provided in Perform standard RTGS settlement [ 276].

5.3.9.2 Comprehensive queue management

If a submitted payment order cannot be settled in the entry disposition, it is placed into the urgent, high or
normal queue, depending on its priority. Moreover, in case of partially settled automated liquidity transfers,
the remaining part of such automated liquidity transfer is also queued on top of the urgent payment order
queue.

As long as a payment order is not settled, the RTGS Account Holder has the ability to change the relevant
parameters of the payment order. Further details on modifying payment orders can be found in chapter
Payment order modification [ 111].

Note: Depending on the configuration chosen by the RTGS Account Holder for its RTGS DCA, in case of
gueued urgent payment orders, AS transfer orders or high priority payment orders an inter-service liquidity
transfer might be triggered in order to transfer liquidity from the linked MCA to the RTGS DCA. Further
details on such rule-based inter-service liquidity transfers can be found in chapter Rule-based liquidity

transfers due to queued payment orders or AS transfer orders [ 205].

All rights reserved. Page 121 of 1021


_RefAFD384B1C017E1158559B5F2011814CA
_Ref9477FA960505D6EDA3AD2B6DCFE6CB20
_Ref5C599D3C217807243F10306721126B1A
_Ref91FD097416010E39269A582A2FB48280

T2 RTGS business functionality

target

services

Cash transfer order processing

In case of queued payment orders, four different control options for the comprehensive queue management
are offered:

Action RTGS Account Holder

Change priority RTGS Account Holder to be debited

Exception: It is not possible to change the priority of urgent

payment orders
Re-ordering (increase/decrease) RTGS Account Holder to be debited

Change of set execution time RTGS Actor sending the payment order

(if defined before sending the payment order to RTGS)

Revocation (Payment order revocation and payment recall RTGS Actor sending the payment order
[ 112))

Table 41 - Control options for comprehensive queue management

These control options enable an RTGS Account Holder to react on changed liquidity conditions during the
day. It is possible to modify a single payment order or several payment orders at the same time. The latter is
possible in U2A only. In case it is not possible to execute a modification, the RTGS Account Holder is
notified accordingly via the GUI screen (if the intervention was done in U2A) or via an A2A message (if the
intervention was done in A2A).

Modifications are possible in A2A and in U2A.

Further details on the interventions done in U2A can be found in the RTGS UHB. Further details on the A2A
processing are provided in chapter Modify RTGS payment order [ 268] and chapter Request payment order

revocation or recall [ 260].

In case of successful interventions, processes are started to resolve the queue(s).

Changing the priority of a payment order

Priority of a payment order

Urgent High Normal

Decrease to normal Increase to high

Table 42 - Possibilities for changing priorities

It is not possible to change the priority of a queued urgent payment order. The priority of queued high and
normal payment orders can be changed and the RTGS Account Holders involved can see the changed
payment order priority.

In case of such change, the payment order:

| keeps its original submission time;
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| is placed in the queue according to the (new) priority and the initial submission time;

| is processed according to the rules of the (new) priority.

Action Effect

Change of the first queued high priority | If no urgent payment order is queued, an immediate attempt to settle the
payment order into a normal payment remaining high priority payment orders following the FIFO principle takes
order place.

| If urgent payment orders are queued, no immediate attempt to settle any

high priority payment order takes place.

Change of a normal payment order into | If the payment order changed from normal to high it is moved to the top of
a high priority payment order the queued high priority payment orders. If no urgent payment orders are
queued, an immediate attempt to settle the high priority payment order

following the FIFO principle takes place.

| Otherwise, no immediate attempt to settle this high priority payment order.
Table 43 - Effect of changed priority

Details on the processing in case of changing the priority via A2A using a ModifyTransaction (camt.007)
[ 437]) can be found in chapter Modify RTGS payment order [ 268].

Re-ordering of queued payment orders

The RTGS Account Holder sending the payment orders (exception: FinanciallnstitutionDirectDebit

(pacs.010) [+ 608]) can change the queue position for a single (via U2A and A2A) or several payment orders
(U2A only). The payment order(s) selected can be placed on:

| the top of the queued payment orders with the same priority;

| the end of the queued payment orders with the same priority.
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Moving an urgent payment order to the top of the queued urgent payment Immediate check whether payment

orders orders can be executed

Moving an urgent payment order from the top to the end of the queued urgent

payment orders

Moving a high priority payment order to the top of the queued high priority

payment orders and no urgent payment order is queued

Moving a high priority payment order from the top to the end of the queued high

priority payment orders and no urgent payment orders are queued

Moving an urgent payment order which is not at the top of the queued urgent  The action is taken into account
payment orders to the end during the next settlement process

Moving a high priority payment order which is not at the top of the queued high — no immediate attempt to settle.

priority payment orders to the end

Moving a normal payment order to the top or the end of the queued normal

payment orders
Table 44 - Effect of changing the order of queued payment orders

The re-ordering of queued payment orders is possible for all priorities, including urgent payment orders.
However, it is not possible to re-order queued automated liquidity transfers which aim at transferring liquidity
from the RTGS DCA to the MCA. Such a liquidity transfer order remains on top of the urgent queue and in
this case it is not possible to put any other queued urgent payment order on top of the urgent queue.

Details on the processing in case of changing the order via A2A using a ModifyTransaction (camt.007)
[ 437] can be found in chapter Modify RTGS payment order [ 268].

Changing the defined execution time

RTGS Account Holders can submit payment orders with a defined execution time. It is possible to include an
earliest debit time indicator and/or a latest debit time indicator (see chapter Execution time [ 105]).

In case a submitted payment order includes an earliest debit time indicator and/or a latest debit time
indicator, it is possible to change the earliest debit time indicator and/or the latest debit time indicator via A2A
or U2A. Such a change has no impact on the payment order processing, but on the queue management as
the time indication only supports the queue management of the RTGS Account Holder:
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Action Effect

Deleting the earliest debit time indicator of an urgent Immediate settlement attempt, if there is no already queued

payment order (FromTime) urgent payment order

Deleting the earliest debit time indicator of a high priority Immediate settlement attempt, if there are no queued high

payment order (FromTime) priority payment orders and no urgent payment orders are
queued

Deleting the earliest debit time indicator of a normal Including the payment order in the next settlement process

payment order — no immediate settlement attempt

Changing the earliest debit time indicator of an urgent, high Including the payment order from the new indicated time

or normal payment order onwards
Table 45 - Effect of changing the execution time

Details on the processing in case of changing the execution time via A2A using a ModifyTransaction
(camt.007) [ 437] can be found in Modify RTGS payment order [ 268].

Revocation of a queued payment order

In case a payment order is not yet settled, the RTGS Account Holder can revoke the payment order via A2A
or U2A.

Details on the revocation via A2A using a FIToFIPaymentCancellationRequest (camt.056) [ 526] can be

found in chapter Payment order revocation and payment recall [ 112].

5.3.9.3 Dissolution of the payment queue

5.3.9.3.1 Settlement of queued urgent/high cash transfers

The queues for cash transfers with urgent or high priority are resolved in an event-oriented way starting with
the cash transfer at the top:
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Events By..

Liquidity increase | Credit related to a payment
| Credit related to an AS transfer
| Credit related to an intra—service liquidity transfer

| Credit related to an inter-service liquidity transfer from other services/components

Intervention on queue level  If the cash transfer order on the top of the urgent/high queue is changed (change of

queue position, change of priority, revocation)
Table 46 - Possible events for queue resolving

Resolving the urgent/high queue and the entry disposition are handled in the same way. If a single urgent or
high cash transfer order cannot be settled, it remains in the queue (at maximum until the end of the business
day).

Continuous resolving of the gueue

The urgent/high queue is continuously resolved by the sequential run of algorithms for the resolving of
gueued normal payment orders.

Optimisation for the processing on sub-accounts

For the optimisation of the processing of urgent AS transfer orders on the sub-accounts of settlement banks
a special algorithm is used. It can be seen as an exception of the below described algorithms for the
settlement of queued normal payment orders. Further details can be found in chapter Algorithm:
"Optimisation on sub-accounts" [ 132].

5.3.9.3.2 Settlement of queued normal payments

Principles

The normal queue is continuously resolved by including queued urgent and high priority payment orders as
well as the queued part of automated liquidity transfers. There are three different algorithms available:

| partial optimisation;
[ multiple optimisation;
| partial optimisation with ancillary system.

The single algorithms are used either sequentially or according to the situation in order to respond in a
flexible way to changed liquidity conditions.

The algorithms can run in parallel to the “entry disposition” of RTGS, which means that payment orders
entering the system after the start of any algorithm can be settled immediately if the positions and limits of
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the accounts concerned are compatible with both the settlement of these payments and the settlement of
payments taken into account in the current optimisation.

However, two algorithms cannot run in parallel to each other.

Sequence of algorithms

During the business day the algorithms run sequentially:

while there is no pending simultaneous multilateral settlement of an ancillary system (see chapter AS
settlement procedure B [ 142]):

— first algorithm “partial optimisation”, then algorithm “multiple optimisation”;

— if algorithm “partial optimisation” succeeds, then two algorithm schedule options are in place, i.e.
either algorithm “multiple optimisation” runs always after algorithm “partial optimisation” or algorithm
“partial optimisation” runs again;

— changes of the algorithm schedule are within the sole responsibility of the operator in order to be
able to react in a flexible way to changed liquidity conditions.

while there is a pending simultaneous multilateral settlement of an ancillary system:
— algorithm “partial optimisation with ancillary system”.
The algorithms run in a flexible way by defining a time lag (i.e. a parameter) between the execution of

different algorithms to have a minimum interval between two runs of algorithms. The temporal sequence is
automatically controlled by RTGS. Manual intervention is possible by the operator.

Conseguences of a running algorithm

During a running algorithm a payment order is “locked”. That means it cannot be re-ordered, revoked, etc. If
the payment order is settled during the run of the algorithm, the request of an RTGS Account Holder to e.g.
re-order the payment order cannot be taken into account anymore. If the payment order is still queued after
the end of the algorithm, the request of the RTGS Account Holder is taken immediately into account.

Algorithm: “Partial optimisation”

This algorithm calculates in a first step the total positions of each and every RTGS DCA. In a second step, it
removes individual payment orders in order to avoid insufficient cover. This earmarking of payment orders for
removal (i.e. maintaining payment orders in the payment order queue) is limited to RTGS DCAs for which an
uncovered position was calculated as a result of the calculation of the total liquidity position.
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Step Description

1 For each RTGS DCA the total position is calculated.

It consists of the sum of actual balance plus incoming queued payment orders (i.e. credits) minus outgoing

queued payment orders (i.e. debits). All total positions are checked for cover.
2 If all total positions are covered, all payments are settled.

3 If merely one total position of an RTGS DCA is not covered, single payment orders are retained until the
liquidity of the DCA is sufficient for covering its total position. Retained payment orders are included in the

next settlement process. The executable payments are settled.
Table 47 - Main characteristics of algorithm “Partial optimisation”

For the retaining of transactions the following rules apply:
| the selection process runs for a short period of time only;
| payment orders at the end of the queue with lowest priority are first checked concerning retaining;

| the selection is started with the RTGS DCA with the highest uncovered total-debit position.

If the run of this algorithm does not succeed, the algorithm “multiple optimisation” is activated.

Algorithm: “Multiple optimisation”

The aim of this algorithm is to resolve the queues with the highest possible settlement volume and low
liquidity demand.

This optimisation process consists of two parts following one after another. It starts with the resolving of
bilateral relationships and ends with the resolving of the multilateral relations.

Part 1

Payment orders which should be processed bilaterally (i.e. between two RTGS DCAs of which at least one
has defined a bilateral limit towards the other) are settled as follows:

Step Description

1 Determine the objective sequence of how the bilateral queue should be worked through: first, the pairs of

transactions with the best offsetting potential and then the other pairs of payment orders.

2 Check the bilateral positions regarding coverage. If the settlement of a payment order is not possible due to

a lack of liquidity or breached limits, single payment orders are retained in the queue.

3 The identified covered transactions are immediately settled before the algorithm continues with the next

pairs of payment orders.

Table 48 - Main characteristics of algorithm “Multiple optimisation” — part 1
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If the settlement of a pair of queues is not possible due to lack of liquidity or breached limits, single payment
orders are retained in the queues (under consideration of the FIFO-principle).

Part 2

The check of bilateral relations is followed by the check of multilateral relations (between one RTGS DCA
and others towards which a multilateral limit is defined): how the remaining payment orders influence the
balance of each RTGS DCA. Uncovered payment orders or payment orders which breach defined limits are
retained (in the same manner as in algorithm “partial optimisation”).

Payment orders which should be processed multilaterally are handled as follows (step 1-3 are repeated until
each uncovered multilateral position is checked):

Step Description

1 Check the multilateral position regarding coverage.

2 If the settlement of a payment order is not possible due to a lack of liquidity or breached limits, single

payment orders are retained in the queue.

3 The identified executable payments are settled.

Table 49 - Main characteristics of algorithm “Multiple optimisation” — part 2

Algorithm: “Partial optimisation with ancillary system”

Algorithm “partial optimisation with ancillary system” was developed to support the simultaneous multilateral
settlement of an ancillary system (see chapter AS settlement procedure B [ 142]). It ensures an efficient

and fast processing of the related AS transfer orders. In order to smoothen the settlement process and to
reduce the overall liquidity needed, other “urgent® payments as well as “high“ and “normal® ones are also
included.

AS transfers which shall be settled using AS settlement procedure B, bypass the entry disposition and are
kept in RTGS separately until the end of the current optimisation process. This separation is necessary as
otherwise they would block the settlement of other payments because of their priority.

Note: As long as no AS transfers using settlement procedure B are queued and payment orders are queued,
the other algorithms run successively.
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Step Description

1 For each RTGS DCA the total position is calculated. All total positions are checked for cover.
2 If all total positions are covered, all payments and AS transfers are settled.
3 If just one total position of an RTGS DCA is not covered, single payment orders are retained until the

liquidity of the DCA is sulfficient for covering its total position.

During the selection procedure the AS position remains unchanged (i.e. AS transfers (debits) are never

retained).

Retained payment orders are included in the next settlement process.
Table 50 - Main characteristics of algorithm “Partial optimisation with ancillary system”
Inclusion of all queued payment orders:
Algorithm “partial optimisation with ancillary system” takes all queued payment orders and AS transfers into

account. The inclusion is independent:

| of whether the RTGS Account Holders owning the debited and credited RTGS DCAs are AS settlement
banks of an ancillary system using the AS settlement procedure B or not;

| of the priority of a payment order (urgent, high, normal).

This broad approach was chosen in order to keep the whole settlement process running smoothly in RTGS.
It also helps to smoothen the settlement process by taking into account offsetting payments.

Ordering of AS transfer orders in the queue

Payment orders to be settled by the use of algorithm “partial optimisation with ancillary system” are ordered:
| by their priority (urgent, high, normal);
| within the priority following:

— the time they have entered RTGS (FIFO principle);

— their earliest debit time - if defined (exception 1);

— the time of the start of the settlement period (exception 2 - only for AS transfers (see chapter
Ancillary system settlement [ 133]).

Several ancillary systems involved in one running algorithm “Partial optimisation with ancillary
system”

In the same run of algorithm “partial optimisation with ancillary system” the AS transfers of several ancillary

systems using AS settlement procedure B (see chapter AS settlement procedure B [* 142]) are included if
they intend to settle at the same time.

Settlement process in detail
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The algorithm “partial optimisation with ancillary system” calculates the position of each RTGS DCA including
all queued payment orders and AS transfer. For debit positions, it is checked whether sufficient liquidity is
available.

If at least one RTGS DCA does not have sufficient liquidity, algorithm “partial optimisation with ancillary
system” selects the RTGS DCA with the largest uncovered debit position; then it retains payment orders of
this RTGS DCA for optimisation until its position is covered (same retaining rules as algorithm “multiple
optimisation”).

If the selected payment order is an AS payment instruction using AS settlement procedure B also all other
payment orders of the respective ancillary system file are retained from the optimisation process.

As long as there are still AS transfers stemming from other AS using the AS settlement procedure B queued
in RTGS, algorithm “partial optimisation with ancillary system” continues running (= a further loop within the
same run starts). In this further loop, also those payment orders are included that were retained before, with
the exception of retained AS transfers using the AS settlement procedure B.

Algorithm “partial optimisation with ancillary system” ends:
a) if there are no AS transfers for AS settlement procedure B included in the settlement process anymore;

b) the time defined as maximum for a run of algorithm “partial optimisation with ancillary system” has
elapsed,;

c) all debit positions are covered.

In case a) and b) all payment orders included in the optimisation return to their previous status. In case of c)
all payments that are not retained are settled.

Note: Owing to the fact that also normal payment orders are included in the optimisation process it is also
checked during the run of algorithm “partial optimisation with ancillary system” that no limits are breached.
Otherwise, the payment order breaching a limit has to be retained independent of the availability of liquidity.

Sequence of the various algorithms

At the entry time of an ancillary system using AS settlement procedure B, algorithm “partial optimisation with
ancillary system” starts. In case an algorithm is running at the beginning of the settlement period algorithm
“partial optimisation with ancillary system” waits until the running algorithm ends and then starts immediately.

If algorithm “partial optimisation with ancillary system” is successful the simultaneous multilateral settlement
is finished. The sequence of the other algorithms continues.

If algorithm “partial optimisation with ancillary system” is not successful or only partially successful in the first
run, the next run of algorithm “partial optimisation with ancillary system” starts after a predefined period of
time. In the meantime the other algorithms can run and settle payments. The reason for this is not to stop the
whole payment processing for a longer period of time.
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The time period is a parameter defined in RTGS to have a minimum interval between two runs. It is the same
for the other algorithms. There is also a minimum interval defined between the runs of these algorithms.

If algorithm “partial optimisation with ancillary system” is running and during this time the entry time of
another ancillary system using AS settlement procedure B is reached, the AS payment instructions have to
wait until the current algorithm “partial optimisation with ancillary system” ends and the next one starts after
the minimum interval.

5.3.9.3.3 Algorithm: "Optimisation on sub-accounts”

In order to settle AS transfer orders on sub-accounts in RTGS, a dedicated algorithm is available.

This algorithm aims at resolving AS transfer orders using dedicated liquidity on sub-accounts. The algorithm
only checks sub-accounts instead of RTGS DCAs and only covered AS transfer orders are settled. In case of
uncovered AS transfer orders, these AS transfer orders are put back in the queue of the single sub-account.
The algorithm runs only once a time until the next start by RTGS.

Note: Owing to the fact that algorithm “optimisation on sub-accounts” only takes into account AS transfer
orders to be settled on sub-accounts there is no need to consider any limits or reservations.

1 For each RTGS sub-account, the total position is calculated.

It consists of the sum of actual balance on one sub-account plus incoming AS transfers (i.e. credits) minus

outgoing AS transfers (i.e. debits) for this sub-account.

2 If all total positions are covered, all AS transfers are settled on the sub-accounts.
3 AS transfers that are not covered are put back in the queue.
4 At the end of the cycle, all AS transfers debiting the same sub-account with insufficient liquidity for their

settlement are rejected even if only one AS transfer cannot be settled.

Table 51 - Main characteristics of algorithm “Optimisation on sub-accounts”

5.3.9.4 Treatment of backup payments in the settlement process

Backup liquidity redistribution payment orders are transferred to RTGS in the order in which they were
generated.

These payment orders go through the same clearing and settlement process (entry management, queue
dissolution) in RTGS as any other high priority payment orders.

These payment orders can be queried like any other queued payment orders in U2A. Further details can be
found in the RTGS UHB.
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In general, it is also possible to query queued payment orders via A2A.

If backup payment orders are in the queue for high priority payment orders, they are treated in RTGS like
any other payment order. As a consequence, revocation (see chapter Payment order revocation and
payment recall [* 112]) as well as queue management (see chapter Comprehensive queue management
[ 121]) is possible.

5.4 Ancillary system settlement

5.4.1 Overview

An ancillary system defines a system which clears and/or exchanges payments or securities, while the
ensuing monetary obligations are settled in another system, typically an RTGS system. Ancillary systems
can be:

retail payment systems;

large value payment systems;

foreign exchange systems;

money market systems;

clearing houses (central counterparties);

Securities Settlement Systems (SSS).
RTGS provides ancillary systems with functionality to settle AS transfer orders in central bank money.

The advantages for AS settlement banks (i.e. RTGS Account Holders participating in the settlement of
ancillary systems and part of the ancillary system's Settlement Bank Account Group) and ancillary systems
are:

choice to use only one RTGS DCA/one RTGS CB Account for payments and the settlement of AS
transfer orders or to open one or more dedicated RTGS DCAs for one or several ancillary system(s);

cross-border usage — one RTGS DCA held with one CB/one RTGS CB Account can be used for settling
AS transfers stemming from ancillary systems from other countries;

integration with normal payment business;

urgent priority to prioritise the settlement of AS transfer orders.

AS settlement procedures

RTGS offers different AS settlement procedures for the settlement of AS transfer orders. The table below
provides an overview of the settlement procedures. Details of the procedures can be found in the following
chapters:
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AS settlement procedure A This AS settlement procedure settles debits first.

An ancillary system sends to RTGS both debit and credit AS transfer orders for

settlement. RTGS must settle all debits before settling the credits.

AS settlement procedure B This AS settlement procedure settles AS transfer orders on an all-or-nothing basis.

An ancillary system sends to RTGS both debit and credit AS transfer orders for
settlement. RTGS settles all debit and credit AS transfer orders simultaneously if possible.
No settlement takes place when simultaneous settlement of all debit and credit AS

transfer orders is not possible.

AS settlement procedure C  This AS settlement procedure settles AS transfer orders on sub-accounts.

This AS settlement procedure allows an AS settlement bank to dedicate liquidity for the
settlement of AS transfer orders from a specific ancillary system. The AS settlement bank
achieves this by allocating the needed liquidity to a specific sub-account. AS settlement
procedure C uses a mandatory procedure and allows ancillary systems to execute

optional procedure(s).

AS settlement procedure D This AS settlement procedure settles AS transfer orders (i.e. liquidity transfers) on a

technical account.

This AS settlement procedure allows an AS settlement bank to dedicate liquidity for the
settlement of a specific ancillary system. The AS settlement bank achieves this by
allocating the needed liquidity to the respective AS technical account. AS settlement

procedure D uses a mandatory procedure.

AS settlement procedure E  This AS settlement procedure performs bilateral settlement of AS transfer orders.

Ancillary systems can benefit of the bilateral settlement of simultaneously sent debits and

credits that shall be processed independently from each other.
Table 52 - AS settlement procedures

For all AS settlement procedures the settlement date of the AS transfer orders has to be the current
business date. The warehouse functionality is not provided. Additionally the overall number of transactions
must not exceed the parameter for the maximum number of instructions per batch (currently defined at
20,000 for any AS batch message and at 3,000 for AS settlement procedure E for ancillary systems opting
for single notification).

Account types for ancillary systems

The following diagram depicts a generic account constellation for an AS settlement bank, e.g. an AS
settlement bank with various types of settlement business and with cash accounts opened in the book of one
CB:
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Figure 29 - Generic account constellation for an AS settlement bank

Besides the DCAs for securities (i.e. T2S DCA) and instant payments settlement in central bank money (i.e.
TIPS Account), the AS settlement bank in the example above has an RTGS DCA for real-time payments
(with a reserved amount for urgent AS transfers) and two further accounts for AS transfers: one sub-account
for AS settlement procedure C linked to the RTGS DCA for real-time payments and a second account (for
the settlement of other ancillary systems) as an RTGS DCA dedicated to one or several ancillary systems.
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Account type Account holder

RTGS DCA/RTGS CB

Account

AS settlement bank

RTGS DCA/RTGS CB AS settlement bank
Account dedicated to ancillary

system(s)

All rights reserved.

Description

Used as an RTGS DCA/an
RTGS CB Account for the
settlement of real-time

payments and AS transfers

Used as an RTGS DCA/an
RTGS CB Account

Procedure

Can be used in all
procedures except for AS
procedure C where the sub-

account is to be debited

Can be used in all

procedures except for AS

specifically for the settlement settlement procedure C

of one or several ancillary

system(s)

where the sub-account is to

be debited
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Account type Account holder

Sub-account AS settlement bank

Guarantee funds account Guarantor (CB, payment

bank or ancillary system??)

AS technical account Ancillary system or CB

Table 53 - Account types and their ownership

Liquidity used for settlement of AS transfers

Description Procedure

Used to set aside liquidity for AS settlement procedure C
exclusive settlement of a only
specific ancillary system and

is linked to an RTGS

DCA/RTGS CB Account

Used in case the optional AS settlement procedures A

guarantee mechanism has and B
to be activated by an

ancillary system or the CB

on its behalf. The same

guarantee account can be

used for both procedures

(AS settlement procedure A

and B), but it is also possible

to use two different ones

Used as: One dedicated AS technical

| intermediary account for accountis to be opened for

the collection of debits each AS settlement

and credits resulting procedure used.
from the settlement of  Only for AS settlement
AS transfers related to  procedure E it is possible to
settlement procedure A, reuse the technical account
B, CorE; from AS settlement

| for prefunding in the procedure C.

context of AS settlement

procedure D.

The necessary liquidity used for settlement may stem from different accounts. Further details on the sources

of liquidity and liquidity transfer order types are described in chapter Dedication of liquidity for ancillary

system settlement [ 201].

21 Ancillary system only as service party type RTGS Account Holder
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Monitoring of AS settlement

Ancillary systems and AS settlement banks can rely on a comprehensive information flow for a full visibility
on the status of payments/net balances issued at any time during the entire process. Additionally, AS
settlement banks can rely on GUI broadcast and, if subscribed, in addition also on A2A broadcasts for
defined business cases.

In addition to the information on individual payments/net balances, RTGS provides ancillary systems, CBs
and AS settlement banks with aggregated data. These aggregated data are:

number and amount of AS transfers;

AS transfer orders queued because of lack of liquidity;

uncovered AS transfer orders shortly before a settlement period ends;

rejected, revoked or reversed AS transfers;

settled AS transfers.

5.4.2 AS settlement procedure A

Basics

Ancillary systems can settle a set of multilateral balances (debits and credits) on RTGS DCAsS/RTGS CB
Accounts in a batch mode.

RTGS is responsible for settling first all debits and, once all of them have been settled, to execute also all
credits at once. Whenever an AS settlement bank’s RTGS DCA/RTGS CB Account is debited and the AS
technical account is credited, the transaction is considered as a debit whilst debiting the AS technical
account and crediting an AS settlement bank’s RTGS DCA/RTGS CB Account is considered a credit. In turn,
for the AS settlement procedure A the usage of the AS technical account is mandatory.

Due to the peculiarities of the settlement, i.e. in order to ensure that after the settlement of debits the needed
amount is present on the technical account and not used for other purposes in the framework AS transfer
processing, a dedicated AS technical account for AS settlement procedure A is to be used and cannot be
reused for any other AS settlement procedure. Additionally, the sum of all debits must be equal to the sum of
credits within one AS batch message.

Taking into account the above-mentioned links between the AS transfers, a failure of the settlement attempt
for one or more debit legs results in a reversal of already executed debits and a non-settlement of any credit.
In order to limit the negative impact of failed settlement, the ancillary system can make use of the guarantee
fund mechanism.

Optional connected mechanisms

The AS settlement procedure A may include the following optional connected mechanisms:

information period;
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| settlement period (“till”);

| guarantee fund mechanism.

For further details on the usage and functionalities offered by the optional connected mechanisms refer to
chapter Optional connected mechanisms [ 166].

Process description

The AS settlement procedure A consists of the following steps:

2T,
©

i
®

A

QOE®
GE®
©E®

©®

GEE®

1
ASTransfe ASinifiation Broadcast \Debit | Credit I Credit Broadcast Revocation
rinitiation Status :nullﬁcaﬁonl notification inotification via GUI

1

Figure 30 - Flow standard multilateral settlement (AS settlement procedure A)

Processing Description

in/between

Initiation 1 Ancillary system via The ancillary system (or the relevant CB on its behalf) sends an ancillary
ESMIG to RTGS  system batch message (ASTransferlnitiation) with all multilateral
balances to be debited and credited on the AS settlement banks’ RTGS
DCAs/RTGS CB Accounts.

Information 2 RTGS If the “Information Period” option is used, the all AS settlement banks
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RTGS

RTGS via ESMIG
to AS settlement

banks

RTGS via ESMIG

to ancillary system

RTGS

RTGS

RTGS via ESMIG
to AS settlement

banks

included in the AS batch message receive via GUI the broadcast
notification on the start of the information period (In addition, it is also
possible to receive the broadcast in A2A — provided an appropriate
subscription for A2A broadcasts was set up). If no AS settlement bank
disagrees (the suitable communication means has to be agreed within
the contractual relationship with the ancillary system) during the

information period, the processing continues.

If an AS settlement bank disagrees, no settlement is triggered. The CB of

the AS revokes the full AS batch message via GUI.

After disagreement all involved AS settlement banks included in the AS
batch message are informed via GUI broadcast about failure of

settlement due to revocation.

In addition, it is also possible to receive the broadcast in A2A — provided

an appropriate subscription for A2A broadcasts was set up.

The ancillary system is informed about the settlement failure due to

disagreement via ASlInitiationStatus message. Processing stops.

Debits are processed for settlement. Once all debits are settled, the
credits are processed immediately after. The settlement takes place with
debiting the related AS settlement banks’ RTGS DCAs/RTGS CB
Accounts and crediting the AS technical account. Each debit is checked
against the liquidity available in the related AS settlement banks’ RTGS
DCAS/RTGS CB Accounts. If the liquidity covers the needed amount, the
AS transfer is settled. The AS settlement banks receive a debit
notification (BankToCustomerDebitCreditNotification (camt.054) [ 516])

after successful execution of their debit, if subscribed. If liquidity is not

sufficient the AS transfer is posted in queue.

All AS settlement banks included in the AS batch message are informed
about queuing by a GUI broadcast message. (Note: It is not foreseen to
provide this broadcast in A2A)immediately after putting the group of
debits in the queue, the optimisation process starts (settlement
algorithms). Queued AS transfers are settled by resolving the queue. The
ancillary system or the CB of the ancillary system is allowed to revoke the

AS batch message as long as it is not final.

A GUI broadcast is sent to all AS settlement banks included in the AS
batch message informing about the settlement failure due to revocation.

In addition, it is also possible to receive the broadcast in A2A — provided
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Processing Description

in/between

an appropriate subscription for A2A broadcasts was set up.

Already settled AS transfers are reversed and a credit notification
(BankToCustomerDebitCreditNotification (camt.054) [ 516]) is sent to

the previously debited AS settlement banks, if subscribed.

3c RTGS via ESMIG  The ancillary system is informed about the settlement failure due to

to ancillary system revocation via ASlInitiationStatus message.

4 RTGS If the ancillary system (or the relevant CB on its behalf) has indicated a
Settlement Period (“till”) time, RTGS - if related AS transfers are still
gueued - continuously checks whether the time limit is reached. If the
time limit is exceeded, and guarantee fund mechanism is not set up, the
settlement fails and the whole AS batch message is rejected.
Consequently RTGS triggers the reversing procedure. Already settled AS
transfers are reversed and a credit notification
(BankToCustomerDebitCreditNotification (camt.054) [ 516]) is sent to

the previously debited AS settlement banks, if subscribed.

The ancillary system is notified about the settlement failure with an
ASlnitiationStatus message, all AS settlement banks included in the AS
batch message receive a GUI broadcast informing about the failed
settlement. In addition, it is also possible to receive the broadcast in A2A

— provided an appropriate subscription for A2A broadcasts was set up.

5 RTGS If the time limit is exceeded and the guarantee fund mechanism is set up,
it can be activated according to the agreed procedures. For details such
as the involved messages and notifications refer to chapter Optional

connected mechanisms [ 166].

Settlement of 6 RTGS RTGS processes all credits. The AS settlement banks are informed via a

credit positions credit notification (BankToCustomerDebitCreditNotification (camt.054)

[ 516]) on an optional basis.

End of 7 RTGS via ESMIG  After all AS transfers have been settled the ancillary system (or the
settlement to ancillary system relevant CB on its behalf) receives a notification (ASInitiationStatus),
confirming the settlement of the entire AS batch message.

Table 54 - Process flow for standard multilateral settlement

At each step throughout the process information for AS settlement banks and ancillary systems is available,
refer to chapter Overview [ 133].

Used messages

| ASTransferlnitiation (pain.998) [ 624]
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ASiInitiationStatus (pain.998) [ 621]

BankToCustomerDebitCreditNotification (camt.054) [ 516]

SystemEventNaotification (admi.004) [ 410]

5.4.3 AS settlement procedure B

Basics

Ancillary systems can settle a set of multilateral balances (debits and credits) on RTGS DCAsS/RTGS CB
Accounts in a batch mode.

RTGS is responsible for settling all debits and credits received in such a set of AS transfers simultaneously.
Whenever an AS settlement bank’s RTGS DCA/RTGS CB Account is debited and the AS technical account
is credited, the AS transfer is considered as a debit whilst debiting the AS technical account and crediting the
AS settlement bank’'s RTGS DCA/RTGS CB Account is considered a credit. Additionally the sum of all debits
must be equal to the sum of credits within one AS batch message. The usage of the AS technical account is
thus mandatory (i.e. each AS transfer has to present the AS technical account on either debit or credit side).

In order to achieve the simultaneous execution of debits and credits, the AS settlement procedure B benefits
from the usage of a dedicated settlement algorithm (see chapter Dissolution of the payment queue [ 125]).

During the optimisation algorithm, RTGS checks that there is sufficient liquidity to settle all debit and credit
AS transfers of an ancillary system simultaneously (“All or nothing”). If this check is successfully passed, all
debit and credit AS transfers are settled simultaneously. If the check fails, all linked AS transfers remain in
the queue and the partial optimisation with AS optimisation algorithm is triggered again.

In order to limit the negative impact of failed settlement, the ancillary system can make use of the guarantee
fund mechanism. Due to the above-mentioned optimisation, prior to the optional running of the guarantee
fund mechanism it is necessary to single out the failed AS transfers. This is achieved by transforming all AS
transfers from AS settlement procedure B into AS settlement procedure A and settling those debits covered
by the needed liquidity. This mechanism implies also that the AS technical account used for AS settlement
procedure B cannot be used in any other procedure in the framework of ancillary system processing.

Optional connected mechanisms

The AS settlement procedure B may include optional connected mechanisms:
information period;
settlement period (“till");
guarantee fund mechanism.

For further details on the usage and functionalities offered by the optional connected mechanisms refer to
chapter Optional connected mechanisms [ 166].
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Process description

The AS settlement procedure B consists of the following steps:

I
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Figure 31 - Flow simultaneous multilateral settlement (AS settlement procedure B)

Processing Description

in/between

Initiation 1 Ancillary system via The ancillary system (or the relevant CB on its behalf) sends an AS batch
ESMIG to RTGS  message (ASTransferlnitiation) with all multilateral balances to be
debited and credited on the AS settlement banks’ RTGS DCAs/RTGS CB

Accounts.
Information 2 RTGS If the information period option is used, all AS settlement banks included
period in the AS batch message receive via GUI the broadcast notification on

the start of the information period (In addition, it is also possible to
receive the broadcast in A2A — provided an appropriate subscription for
A2A broadcasts was set up.). If no AS settlement bank disagrees (the
suitable communication means have to be agreed within the contractual
relationship with the ancillary system) during the information period, the

processing will continue.
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to ancillary system

RTGS

If an AS settlement bank disagrees, no settlement is triggered. The

relevant CB revokes the ancillary system batch message via GUI.

After disagreement all AS settlement banks included in the AS batch
message are informed via GUI broadcast about failure of settlement due
to revocation. In addition, it is also possible to receive the broadcast in

A2A — provided an appropriate subscription for A2A broadcasts was set

up.

The ancillary system is informed about the settlement failure due to

disagreement via ASlInitiationStatus message. Processing stops.

In case no revocation due to disagreement applies, debits and credits are
processed simultaneously for settlement using the optimisation algorithm.
RTGS checks that there is sufficient liquidity to settle all debit and credit
AS transfers of an ancillary system simultaneously. If this check
successfully passes, all debit and credit AS transfers are settled
simultaneously. The AS settlement banks receive a notification
(BankToCustomerDebitCreditNotification (camt.054) [ 516]) after

successful execution of their debits and credits, if subscribed.

If the check fails, all linked AS transfers remain in the queue and the

partial optimisation with ancillary system algorithm is triggered again.

After the first unsuccessful settlement attempt a GUI broadcast is sent to
all AS settlement banks included in the AS batch message to be debited.

(Note: It is not foreseen to provide this broadcast in A2A)

The ancillary system or the CB of the ancillary system is allowed to
revoke the AS batch message (ASTransferlnitiation) as long as it is not

final.

A broadcast is sent to all the involved AS settlement banks informing
about the settlement failure due to revocation. In addition, it is also
possible to receive the broadcast in A2A — provided an appropriate

subscription for A2A broadcasts was set up.

The ancillary system is informed about the settlement failure due to

revocation via ASlInitiationStatus message.

If the ancillary system (or the relevant CB on its behalf) has indicated a
settlement period (“ill”), RTGS - if related AS transfers are still unsettled -
continuously checks whether the time limit is reached. If the time limit is

exceeded, and guarantee fund mechanism is not set up, the settlement
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Processing Description

in/between

fails and the AS batch message is rejected. The ancillary system is
notified of the settlement failure with ASInitiationStatus message, all AS
settlement banks included in the AS batch message receive a GUI
broadcast informing about the failed settlement attempt. In addition, it is
also possible to receive the broadcast in A2A — provided an appropriate

subscription for A2A broadcasts was set up.

5 RTGS If the time limit is exceeded and the guarantee fund mechanism is set up,
it can be activated according to the agreed procedures. Further details

are provided in the chapter Optional connected mechanisms [ 166].

In order to identify the AS transfers not covered, all AS transfers are
transferred into AS settlement procedure A and a single settlement

attempt is made (i.e. first all debits are executed, see chapter AS

settlement procedure A [ 138]). Only afterwards the guarantee fund
mechanism is started. In such a scenario, it has to be kept in mind that
the execution of debits and credits is not simultaneous anymore. This
behaviour also implies that, in case the guarantee mechanism ends
unsuccessfully (i.e. an error within the ancillary systems guarantee
procedures), a reversal of the already settled debits is to be executed
and credit notification (BankToCustomerDebitCreditNotification
(camt.054) [ 516]) is sent to the previously debited RTGS DCA/RTGS
CB Account Holders.

End of 6 RTGS via ESMIG  After all AS transfers have been settled the ancillary system (or the
settlement to ancillary system relevant CB on its behalf) receives a notification (ASInitiationStatus),
confirming the settlement of the AS batch message.

Table 55 - Process flow for simultaneous multilateral settlement

At each step throughout the process information for AS settlement banks and ancillary systems is available,
refer to chapter Overview [ 133].

Used messages

| ASTransferlnitiation (pain.998) [ 624]

| ASInitiationStatus (pain.998) [ 621]

| BankToCustomerDebitCreditNotification (camt.054) [ 516]

| SystemEventNotification (admi.004) [ 410]
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5.4.4 Settlement on dedicated liquidity accounts (AS settlement procedure C and AS
settlement procedure D)

Basics

Ancillary systems which run settlement procedures based on the confidence of a “fixed” amount of liquidity
(i.e. having continuous knowledge about the available and the needed liquidity) can benefit from a pre-
funding function that allows AS settlement banks to set aside the needed liquidity:

| on one or more separate sub-accounts dedicated to a specific ancillary system (AS settlement procedure
C);

| on the AS technical account of a specific ancillary system (AS settlement procedure D).
Consequently, the settlement on dedicated liquidity accounts (AS settlement procedure C and AS settlement

procedure D) can be used to settle AS transfers for an amount equal to or lower than the set aside liquidity.

Accounting

The following accounts can be used in the described procedures:

Account type Account holder Description Procedure
Sub-account AS settlement bank Used to set aside liquidity for AS settlement procedure C
exclusive settlement of a only

specific ancillary system and
is linked to an RTGS
DCA/RTGS CB Account.

AS technical account Ancillary system or the CB  Used as: | AS settlement procedure
| intermediary account for c

the collection of debits | AS settlement procedure
and credits resulting D

from the settlement of
AS transfers related to
AS settlement procedure
G
| for prefunding in the

context of AS settlement
procedure D.

Table 56 - Accounting

A sub-account is linked to one RTGS DCA/one RTGS CB Account and is identified with an account number
that is specific for the sub-account. Only RTGS Account Holders having an RTGS DCA or RTGS CB
Account holders can hold such a sub-account.
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The AS settlement banks participating in ancillary systems using AS settlement procedure C have to open
one sub-account per ancillary system.

Procedures and cycles

Settlement with dedicated liquidity is a standardised functionality in RTGS. For the settlement with dedicated
liquidity one mandatory procedure is used. It is automatically opened by RTGS with the start of the event
Execution of standing orders in RTGS on the calendar day of the previous business day and ends at the
latest at the start of the EoD on the calendar day of the current business day. RTGS itself does not close the
procedure, but ensures that with regard to AS settlement procedure C no liquidity remains on the sub-
accounts at EoD.

In addition, AS settlement procedure C offers optional procedures. Therefore, the ancillary system can open
and close them as often as needed during the operational hours for ancillary system processing, after the
mandatory procedure was closed beforehand by the ancillary system or the CB on behalf.

Ancillary systems using AS settlement procedure C can run several cycles for settlement within a procedure.
During a running cycle the liquidity on the sub-accounts is blocked. Before a cycle is started, the ancillary
system needs to schedule a certain period of time for the settlement of liquidity transfer orders between the
RTGS DCAsS/RTGS CB Accounts and the sub-accounts. The closing of the mandatory procedure and the
opening/closing of the optional procedure as well as the opening/closing of cycles can be done via A2A
messages or GUI screen by the ancillary system or the CB on behalf for AS settlement procedure C only.

In order to prevent conflicts in the managements of the cycles and procedures related to the AS settlement
procedures C and D, one AS cannot opt for using both procedures at the same time in CRDM.

Set aside liquidity

To set aside liquidity for the settlement different options are offered by the RTGS, see chapter Liquidity
management features [ 191].

5.4.4.1 AS settlement procedure C

As mentioned above, the AS settlement procedure C is based on AS transfers initiated by ancillary systems
between the AS settlement banks’ sub-accounts and the AS technical account held by the ancillary systems.
For credits only, also the RTGS DCA/the RTGS CB Account of the AS settlement bank can be addressed.

The AS settlement banks dedicate liquidity to the settlement of ancillary systems by opening at least one
sub-account per ancillary system they are settling with using AS settlement procedure C. It is possible to
open several sub-accounts for one ancillary system (e.g. to allow a segregation of business).

The ancillary system needs an AS technical account which is to be used for the settlement. The settlement
then takes place from the sub-accounts towards the AS technical account (debits) and from the AS technical
account towards the sub-accounts or RTGS DCAS/RTGS CB Accounts (credits).
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During the whole process, the ancillary system is notified of the amounts available on the sub-accounts. This
happens whenever the liquidity on sub-accounts changes (by standing order liquidity transfer orders or
immediate liquidity transfer orders) or by providing the result of the settlement instructed by the ancillary
systems (i.e. ASlInitiationStatus). Thus the ancillary system is always in a position to know the liquidity set
aside for its settlement. Once a settlement cycle is opened, the liquidity on the sub-accounts is blocked.
Settlement shall only be started once the liquidity needed is available on the sub-accounts. In turn, during
the settlement cycle only on an exceptional basis (i.e. an error on ancillary system side) AS transfers can be
gueued on sub-accounts due to missing liquidity.

Liguidity provisioning

Liquidity is dedicated by the AS settlement banks on the sub-accounts opened for the ancillary system
settlement. The setting aside of liquidity in the framework of AS settlement procedure C can be done as
follows.

Setting-up standing order liquidity transfer orders in reference data (to be executed with each start of
procedure). It is possible to store different standing order liquidity transfer orders for mandatory and
optional settlement procedure. Standing order liquidity transfer orders set-up in reference data only
becomes effective as of the next business day.

Sending LiquidityCreditTransfer (camt.050) [* 501] messages (immediate liquidity transfer order).

Using the dedicated RTGS GUI liquidity transfer order screens (immediate liquidity transfer order).

The ancillary system sending an ASTransferlnitiation debiting the AS settlement banks’ RTGS
DCA/RTGS CB Account and crediting the same AS settlement bank’s sub-account (immediate liquidity
transfer order).

Liquidity transfer orders are executed in the following way:

Standing order liquidity transfer orders are executed with each start of procedure (different amounts for
mandatory and optional procedure can be specified).

Immediate liquidity transfer orders are executed during an open procedure (mandatory or optional
settlement procedure). They are executed with immediate effect during an open procedure with no cycle
running. When a cycle is running, the immediate liquidity transfer order is immediately settled in case the
liquidity on the sub-account shall be increased. In case the liquidity on the sub-account shall be
decreased the order is stored till the cycle is closed.

Effects on liquidity transfers in case of missing liquidity

Due to the peculiarities of the two different procedures (mandatory and optional), the amounts taken into
account for the execution of the different types of liquidity transfer orders are explained below:
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Table 57 - Amounts taken into account
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Mandatory procedure Optional procedure

If the total sum of all standing order RTGS rejects the standing order
liquidity transfer orders of an AS liquidity transfer order in case of
settlement bank is larger than the
liquidity on its RTGS DCA, all

standing order liquidity transfer

insufficient liquidity.

If several ancillary systems have
launched their procedures the standing

orders will be reduced in a pro-rata. ,yer jiquidity transfer orders are

mode, i.e. the existing liquidity is executed in the same order as of the
divided by the total sum of standing incoming start of procedure messages
order liquidity transfer orders and from the different ancillary systems

the resulting factor is used to (FIFO principle).

reduce each standing order liquidity
transfer order of this RTGS

Account Holder.

Rejected if liquidity is not sufficient Rejected if liquidity is not sufficient to
to execute the immediate liquidity  execute the immediate liquidity transfer

transfer order amount requested.  order amount requested.

In case an urgent cash transfer In case an urgent cash transfer order is

order is pending in queue and has pending in the queue, the immediate
been submitted earlier than the liquidity transfer order is rejected.
immediate liquidity transfer order,

the immediate liquidity transfer

order is rejected.

Partial execution. (i.e. up to the Partial execution. (i.e. up to the
available liquidity on the RTGS DCA or

on the sub-account concerned)

available liquidity on the RTGS
DCA or on the sub-account

concerned) In case an urgent cash transfer order is

In case an urgent cash transfer pending in the queue of the AS

order is pending in queue of the AS settlement bank, the immediate liquidity
settlement bank and has been transfer order is rejected.
submitted earlier than the

immediate liquidity transfer order,

the immediate liquidity transfer

order is rejected.
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Mandatory procedure

The mandatory procedure is opened by RTGS on the new business day with the start of the event Execution
of standing orders in RTGS in an automated way for all ancillary systems using AS settlement procedure C.
With the opening of the procedure, the linked standing order liquidity transfer orders are executed, i.e.
debiting the RTGS DCAS/RTGS CB Accounts and crediting the sub-accounts of the AS settlement banks.

Ancillary systems (or its CB on behalf) cannot reopen a mandatory procedure. In case the mandatory
procedure was closed by the ancillary system (or its CB on behalf), the settlement can only take place by
opening an optional procedure. Closing the mandatory procedure launches the sweeping out of liquidity
dedicated to the ancillary system, i.e. the balances present on the sub-accounts are retransferred to the
linked RTGS DCAS/RTGS CB Accounts.

Optional procedure

Any optional procedure requires the ancillary system (or CB on behalf) to close the mandatory procedure
beforehand. The ancillary system can open and close the optional procedure as often as needed during the
operational hours for AS processing. With each opening of this procedure the linked standing order liquidity
transfer orders is executed, debiting the RTGS DCAs/RTGS CB Accounts and crediting the sub-accounts of
the AS settlement banks. With each closure of the procedure the remaining liquidity on the sub-accounts is
swept back to the linked RTGS DCA/RTGS CB Account.
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Figure 32 - Flow settlement on sub-accounts (AS settlement procedure C)

Phase Step Processing with Description

Start of procedure  1la (mandatory RTGS via ESMIG to ancillary system Start of procedure message for mandatory
procedure) procedure is automatically initiated by
RTGS at the event Execution of standing
orders in RTGS of new business day. The
ancillary system is notified of the event
(camt.021-

ReturnGeneralBusinessInformation).

1b (optional Ancillary system via ESMIG to The ancillary system (or CB on behalf)

procedure) RTGS sends a message (camt.021—
ReturnGeneralBusinessinformation)
indicating the start of the optional
procedure. The closure of the mandatory

procedure prior to this is mandatory. The
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procedure can also be opened using an
U2A GUI screen.

Standing order 2 RTGS The start of procedure triggers the
liquidity transfer execution of existing standing order
order execution liquidity transfer orders debiting the AS

settlement banks’ RTGS DCAs/RTGS CB

Accounts and crediting the pertaining sub-

accounts
3 RTGS via ESMIG to AS settlement  On an optional basis, the AS settlement
banks banks are notified on the debited amounts

on the RTGS DCAs/RTGS CB Accounts
(BankToCustomerDebitCreditNotification
(camt.054) [ 516], debit natification)

4 RTGS via ESMIG to AS settlement  On an optional basis, the AS settlement
banks banks are notified of the credited amount
on the sub-account
(BankToCustomerDebitCreditNotification
(camt.054) [ 516], credit naotification)

5 RTGS via ESMIG to ancillary system The ancillary system is notified of credit of
the sub-account for the amounts actually
settled (ReturnAccount (camt.004) [ 430])

Liquidity adjustment 6a AS settlement banks via ESMIG to  AS settlement banks can adjust (increase
RTGS or decrease) the liquidity on the sub-
accounts by using immediate liquidity
transfer orders (LiquidityCreditTransfer

(camt.050) [ 501]).

RTGS sends a Receipt (camt.025) [ 463]

message to the submitter of the liquidity

transfer order (LiguidityCreditTransfer

(camt.050) [ 501]).

6b AS settlement banks via ESMIG to  AS settlement banks can adjust (increase
RTGS or decrease) the liquidity on the sub-
accounts by using immediate liquidity

transfer orders sent via U2A (GUI screens).

6c Ancillary system via ESMIG to The ancillary system can take over the
RTGS responsibility to manage the liquidity on the
sub-account by sending the liquidity
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Phase Step Processing with Description

transfer order (increase or decrease) via
ASTransferlnitiation (pain.998) [ 624] to
RTGS.

7 RTGS The liquidity transfer orders are processed
and settled on the RTGS DCAs, RTGS CB

Accounts and sub-accounts.

8 RTGS via ESMIG to AS settlement  The AS settlement banks are informed on
banks an optional basis with
BankToCustomerDebitCreditNotification
(camt.054) [ 516] on the debits/credits
executed on their RTGS DCAs, RTGS CB

Accounts and sub-accounts.

9 RTGS via ESMIG to ancillary system The ancillary system is notified:

| With ReturnAccount (camt.004) [ 430]

if the AS settlement bank has issued

the immediate liquidity transfer order;

| With ASInitiationStatus (pain.998)
[ 621] if the ancillary system has

issued the immediate liquidity transfer

order.
Start of cycle 10 Ancillary system via ESMIG to In order to block the liquidity set aside on
RTGS the sub-accounts, the ancillary system can

open a settlement cycle using
ReturnGeneralBusinessinformation
(camt.021) [ 461] message (or via
dedicated U2A GUI screen).

Blocking of liquidity 11 RTGS via ESMIG to ancillary system Once the cycle is started, the liquidity on
the sub-accounts is blocked as long as the
cycle is open. Any immediate liquidity
transfer order on the sub-account is
executed only in case of a liquidity increase

(AS is notified by ReturnAccount
(camt.004) [ 430] message).

The ancillary system is notified of the
liquidity blocked on all sub-accounts with
ReturnAccount (camt.004) [ 430]

message.
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Settlement 12
13
14
15
End of cycle 16
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Ancillary system (or CB on behalf)
via ESMIG to RTGS

RTGS

RTGS via ESMIG to ancillary system
(or CB on behalf)

RTGS via ESMIG to AS settlement

banks

Ancillary system (or CB on behalf)

The ancillary system instructs the AS

transfers with an ASTransferlnitiation.

Settlement takes place by debiting the sub-
accounts and crediting the AS technical
account and afterwards debiting the AS
technical account and crediting the sub-
accounts (crediting can take place directly
on the RTGS DCA/RTGS CB Account if
indicated by the ancillary system). In case
(due to error on ancillary system side) one
or more transactions are not covered by
the needed liquidity, the AS transfers

remain queued on the sub-account.

At the end of the cycle all AS transfers
debiting the same sub-account with
insufficient liquidity for their settlement are
rejected even if only one AS transfer
cannot be settled. The settlement can avalil
itself of the optimisation process (i.e.
settlement algorithm, refer to Dissolution of

the payment queue [ 125]).

After the end of the settlement the ancillary
system receives one message as
confirmation. The message contains a list
of the credits and debits settled
(ASInitiationStatus). If some transactions
are not settled until the end of cycle, the
ASlInitiationStatus is sent at the end of the
cycle with the individual status of each

transaction.

On an optional basis AS settlement banks
receive
BankToCustomerDebitCreditNotification
(camt.054) [ 516] notifications for the
debits and credits on the sub-accounts
respectively credits on RTGS DCAsS/RTGS

CB Accounts.

Ancillary system (or CB on behalf) sends
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17

End of procedure 18

19

20
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via ESMIG to RTGS

RTGS via ESMIG to ancillary system
(or CB on behalf)

Ancillary system (or CB on behalf)
via ESMIG to RTGS

RTGS

RTGS via ESMIG to ancillary system
(or CB on behalf)

an end of cycle message to RTGS
(camt.021,
ReturnGeneralBusinessinformation
(optional in U2A via GUI).

The remaining liquidity on the sub-
accounts is released and the ancillary
system is notified with a
ReturnGeneralBusinessinformation

(camt.021) [ 461].

Stored liquidity transfer orders are now

executed and the settlement is notified via
BankToCustomerDebitCreditNotification

(camt.054) [ 516] to AS settlement banks
and via ReturnAccount (camt.004) [ 430]

to the ancillary system.

A new liquidity adjustment phase is now
available. The ancillary system can also

start a new cycle.

Ancillary system (or CB on behalf) can
send an end of procedure message
(ReturnGeneralBusinessinformation
(camt.021) [ 461]) or using the U2A GUI

functionality to close the procedure.

Once the procedure is closed, the
remaining liquidity on sub-accounts is
transferred back to the AS settlement
banks’ RTGS DCAs/RTGS CB Accounts.

In case the procedure is not closed by the
end of the settlement window for AS
transfers, RTGS transfers the remaining
liquidity from the sub-accounts to the linked
RTGS DCAsS/RTGS CB Accounts

automatically.

The ancillary system is informed via
camt.004-ReturnAccount on the back
transfer of liquidity if the procedure is
closed by the AS. In case the procedure is

not closed by the end of the settlement
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window for AS transfers, RTGS does not

provide the ReturnAccount (camt.004)

[ 430].
21 RTGS via ESMIG to AS settlement  On an optional basis the AS settlement
banks banks receive

BankToCustomerDebitCreditNotification
(camt.054) [ 516] notifications on the re-

transfer of liquidity.

Table 58 - Start of procedure and liquidity provision

Used messages
| ASTransferlnitiation (pain.998) [ 624]

| ASlnitiationStatus (pain.998) [ 621]

| BankToCustomerDebitCreditNotification (camt.054) [ 516]

| Receipt (camt.025) [ 463]

| ReturnGeneralBusinessinformation (camt.021) [ 461]

| ReturnAccount (camt.004) [ 430]

| LiguidityCreditTransfer (camt.050) [ 501]

5.4.4.2 AS settlement procedure D

As mentioned above, the AS settlement procedure D is based on liquidity transfers initiated by ancillary
systems or settlement banks between the AS settlement banks’ RTGS DCAs/RTGS CB Accounts and the
AS technical account. The additional liquidity is taken into account on the AS settlement banks’ accounts
held within the ancillary system.

For AS settlement procedure D the settlement phase is an internal process of the ancillary system and
therefore no details are provided here.

During the whole process, the ancillary system is notified about the amount available on the AS technical
account. This happens whenever the liquidity on this account changes (by standing order liquidity transfer
orders or immediate liquidity transfer orders) or by providing the result of the settlement instructed by the
ancillary system (i.e. ASInitiationStatus). Thus, the ancillary system is always in a position to know the
liquidity set aside for their settlement. At the cut-off for EoD no re-transfer of liquidity from the AS technical
account to the RTGS DCAS/RTGS CB Accounts takes place. Therefore, the AS technical account can have
a non-zero-balance.
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Liguidity provisioning

Liquidity is dedicated by the AS settlement banks on the AS technical account opened for the ancillary
system. The setting aside of liquidity in the framework of AS settlement procedure D can be done as follows.

Setting-up standing order liquidity transfer orders in reference data (to be executed with the start of
mandatory procedure). Standing order liquidity transfer orders set up in reference data only become
effective as of the next business day.

Sending FinanciallnstitutionCreditTransfer (CORE and CQoVv) (pacs.009) [ 589]
SettlementBankTransferlnitiation (SBTI) messages (immediate liquidity transfer order).

Using the dedicated RTGS GUI liquidity transfer screens (immediate liquidity transfer order).

The ancillary system sending an ASTransferlnitiation debiting the AS settlement banks’ RTGS

DCAs/RTGS CB Accounts and crediting the AS technical account (immediate liquidity transfer order).
Liquidity transfer orders are executed in the following ways:

Standing order liquidity transfer orders are executed with the start of the mandatory procedure.

Immediate liquidity transfer orders are executed during the open mandatory procedure.

Effects on liquidity transfers in case of missing liquidity

The amounts taken into account for the execution of the different types of liquidity transfer orders are
explained below:

Standing order liquidity AS settlement bank If the total sum of all standing order liquidity transfer orders of an

transfer order AS settlement bank is larger than the liquidity on its RTGS DCA,
all standing order liquidity transfer orders will be reduced in a
pro-rata mode, i.e. the existing liquidity is divided by the total
sum of standing order liquidity transfer orders and the resulting
factor will be used to reduce each standing order liquidity

transfer order of this RTGS Account Holder.

Immediate liquidity transfer AS settlement bank Rejected if liquidity is not sufficient to execute the immediate

order liquidity transfer order amount requested.

In case an urgent cash transfer order is pending in the queue,

the immediate liquidity transfer order will be rejected.

Ancillary system (or Partial execution (i.e. up to the available liquidity on the RTGS
CB on behalf) DCA concerned).

In case an urgent cash transfer order is pending in the queue of
the AS settlement bank, the immediate liquidity transfer order
will be rejected.

Table 59 - Amounts taken into account
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Mandatory procedure

The mandatory procedure is opened by RTGS on the new business day with the start of the event Execution
of standing orders in RTGS in an automated way for all ancillary systems using AS settlement procedure D.
This mandatory procedure cannot be closed or reopened by an AS using AS settlement procedure D.

Overview on the settlement process

i
® |®

-

O
®

©
®

v2aLTO

camt.021 |ASTransfer  [ASTransfer ASInitiation

¢
i
1
8
]
;

Figure 33 - Flow of settlement to technical account (AS settlement procedure D)

Phase Step Processing with Description
Start of 1 RTGS via ESMIG to ancillary Start of procedure message for mandatory
procedure system procedure is automatically initiated by RTGS with

the start of the event Execution of standing orders in
RTGS on the new business day. The ancillary
system is notified of the event
(ReturnGeneralBusinessinformation (camt.021)

[ 461)).

Standing order 2 RTGS The start of procedure triggers the execution of
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liquidity transfer existing standing order liquidity transfer orders
order execution debiting the AS settlement banks’ RTGS
DCAs/RTGS CB Accounts and crediting the AS

technical account.

3 RTGS via ESMIG to AS settlement  On an optional basis, the AS settlement banks are
banks notified of the debited amounts on the RTGS
DCAs/RTGS CB Accounts
(BankToCustomerDebitCreditNotification (camt.054)
[ 516], debit notification).

4 RTGS via ESMIG to ancillary The ancillary system is notified of the credit of the
system AS technical account for the amounts actually
settled and the resulting balance on the technical

account (ASTransferNotice).

Liquidity 5a AS settlement banks via ESMIG to  AS settlement banks can adjust (increase) the

adjustment RTGS liquidity on the AS technical account by using
immediate liquidity transfer orders
(FinanciallnstitutionCreditTransfer (CORE and COV)
(pacs.009) [ 589]-SBTI).

5b AS settlement banks via ESMIG to  AS settlement banks can adjust (increase) the
RTGS liquidity on the AS technical account by using
immediate liquidity transfer orders (dedicated U2A

GUI screens).

5c Ancillary system via ESMIG to The ancillary system can take over the responsibility
RTGS to manage the liquidity on the AS technical account

by sending liquidity transfer order via
ASTransferlnitiation to RTGS. The ancillary system
cannot set standing order liquidity transfer orders on
behalf of its AS settlement bank. To provide such a
functionality the ancillary system has to store and
manage its own procedure outside the RTGS and
send them at the appropriate time as immediate

liquidity transfer orders.

Reverse liquidity transfers orders issued by the AS
aiming at debiting the technical account and
crediting the RTGS DCAsS/RTGS CB Accounts are

also possible.

6 RTGS The liquidity transfers are processed between the
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Phase Step

Processing with

RTGS via ESMIG to AS settlement

banks

RTGS via ESMIG to ancillary

system

Table 60 - Start of procedure and liquidity provision

Used messages

| PaymentStatusReport (pacs.002) [ 551]

| ASTransferlnitiation (pain.998) [ 624]

| ASInitiationStatus (pain.998) [ 621]

| ASTransferNotice (pain.998) [ 618]

Description

RTGS DCAsS/RTGS CB Accounts and the AS

technical account.

The AS settlement banks are informed on an
optional basis with
BankToCustomerDebitCreditNotification (camt.054)
[ 516] or PaymentStatusReport (pacs.002) [ 551]

(if instructed via FinanciallnstitutionCreditTransfer
(CORE and COV) (pacs.009) [ 589]- SBTI) on the
transfers executed on their RTGS DCAsS/RTGS CB

Accounts.

Notified to the ancillary system:

| with ASTransferNotice when the AS settlement
bank has issued the immediate liquidity transfer
order including the resulting balance on the
technical account (via A2A
(EinanciallnstitutionCreditTransfer (CORE and
COV) (pacs.009) [ 589]-SBTI) or U2A);

| with ASInitiationStatus when the ancillary

system has issued the immediate liquidity

transfer order (via A2A (ASTransferlnitiation

(pain.998) [ 624]-ASTI)).

| BankToCustomerDebitCreditNotification (camt.054) [ 516]

| ReturnGeneralBusinessinformation (camt.021) [ 461]

| FinanciallnstitutionCreditTransfer (CORE and

Cov) (pacs.009) [ 589] used as

SettlementBankTransferlnitiation (FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009)

[ 589]-SBTI)
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5.4.4.3 Cross-ancillary system settlement

Basics

In addition to the above described procedures for the settlement of ancillary system, there is also the
possibility to send AS transfers on a cross-ancillary system basis. As a precondition to use this feature a
bilateral agreement between the sending and receiving ancillary systems needs to be in place. This
agreement has to be put in the reference data by the relevant CBs on behalf of the ancillary systems. The
functionality of cross-ancillary system settlement is independent from the procedure the sending and
receiving ancillary systems are using (i.e. AS settlement procedure D vs. AS settlement procedure C). Such
transfers are always instructed by the ancillary system (or its CB on behalf) as a single AS transfer via an
ASTransferlnitiation. A prerequisite for the settlement of such AS transfer is that the AS transfer is sent
during an open cycle of the sending ancillary system (only valid if sending ancillary system is using AS
settlement procedure C) and an open procedure of the receiving ancillary system (regardless if mandatory or
optional procedure is open). In such case the settlement is executed immediately whatever is the status of
the cycle of the receiving ancillary system. Reverse transactions (i.e “pulling” liquidity from another ancillary
system) are not allowed.

AS using AS settlement procedure D to an AS using AS settlement procedure C

With this AS transfer the AS technical account of the sending ancillary system on behalf of an AS settlement
bank is debited in order to credit the sub-account of one of the AS settlement banks of the receiving ancillary
system. The receiving ancillary system is notified with an ASTransferNotice about the incoming liquidity on
the sub-account including the information of the resulting balance. The receiving ancillary system has the
possibility to use this credit immediately. The sending ancillary system or its CB on behalf is notified with an
ASlnitiationStatus about the outcome of the request. On an optional basis the AS settlement bank of the
receiving ancillary system is notified with a credit notification (BankToCustomerDebitCreditNotification
(camt.054) [ 516]). If the settlement request was sent by the CB on behalf of the sending ancillary system,
then it is notified on its execution with a ReturnAccount message.

AS using AS settlement procedure D to an AS using AS settlement procedure D

With this AS transfer the AS technical account of the sending ancillary system on behalf of an AS settlement
bank is debited in order to credit the AS technical account of the receiving ancillary system in favour of one
of the AS settlement banks. The receiving ancillary system is notified with an ASTransferNotice about the
incoming liquidity including the information of the resulting balance. The receiving ancillary system has the
possibility to use this credit immediately. The sending ancillary system or its CB on behalf is notified with an
ASlnitiationStatus about the outcome of the request. If the settlement request was sent by the CB on behalf
of the sending ancillary system, then it is notified on its execution with a ReturnAccount message.

AS using AS settlement procedure C to an AS using AS settlement procedure C

With this AS transfer the sub-account of an AS settlement bank of the sending ancillary system is debited in
order to credit the sub-account of one of the AS settlement banks of the receiving ancillary system. The
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receiving ancillary system is notified with an ASTransferNotice about the incoming liquidity to the sub-
account including the information of the resulting balance. The receiving ancillary system has the possibility
to use this credit immediately. RTGS rejects the AS transfer when the liquidity on the sub-account is
insufficient. The sending ancillary system or its CB on behalf is notified with an ASlInitiationStatus of the
outcome of the request. On an optional basis the AS settlement banks of the receiving and sending ancillary

systems are notified with credit/debit notifications (BankToCustomerDebitCreditNotification (camt.054)
[ 516]). If the settlement request was sent by the CB on behalf of the sending ancillary system, then it is
notified on its execution with a ReturnAccount message.

AS using AS settlement procedure C to an AS using AS settlement procedure D

With this AS transfer the sub-account of an AS settlement bank of the sending ancillary system is debited in
order to credit the AS technical account of the receiving ancillary system in favour of one of the AS
settlement banks. The receiving ancillary system is notified with an ASTransferNotice about the incoming
liquidity including the information of the resulting balance. The receiving ancillary system has the possibility
to use this credit immediately. In case the liquidity on the sub-account is insufficient, the AS transfer is
rejected. The sending ancillary system or its CB on behalf is notified with an ASInitiationStatus of the
outcome of the request. On an optional basis the AS settlement bank of the sending ancillary system is
notified with a debit notification (BankToCustomerDebitCreditNotification (camt.054) [ 516]). If the
settlement request was sent by the CB on behalf of the sending ancillary system, then it is notified on its

execution with a ReturnAccount message.

5.4.5 AS settlement procedure E

Basics

Ancillary systems can benefit of the bilateral settlement of simultaneously sent debits and credits that shall
be processed independently from each other. The ancillary system may send one to many (up to a paramter
currently defined at 20,000 for ancillary systems opting for global notifications and 3,000 for ancillary
systems opting for single notification) AS transfer orders in one AS batch message (ASTransferlnitiation).
Any of those AS transfers is processed individually within RTGS. The ancillary system may use the AS
settlement procedure E also to settle multilateral balances by using a technical account. This can be
achieved by creating debits first (debit RTGS DCA/RTGS CB Account and credit technical account) and only
sending the batch of credits (debiting technical account and crediting RTGS DCA/RTGS CB Account) after
successful settlement of the debits.

Although it is possible to use the technical accounts used for AS settlement procedure C, it is recommended
to use a dedicated technical account for procedure E for segregation purposes.

Based on the option chosen in reference data, the ancillary system can receive a global notification after
finalisation (settlement, cancellation or rejection) of all individual AS transfers sent within one AS batch
message or for each single AS transfer.
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Optional connected mechanisms

The AS settlement procedure E may include the following optional connected mechanisms:
| information period;

| settlement period (“till”).

For further details on the usage and functionalities offered by the optional connected mechanisms refer to

-
E Y

chapter Optional connected mechanisms [ 166].

r \

it
O i®
@
®

Process description

ST
©

Eg G000}
CEE
®@® @

Initiation Debit Credit via GUI
notification notification

Figure 34 - Flow of the bilateral settlement of simultaneously sent debits and credits (AS settlement procedure
E)

The AS settlement procedure E consists of the following steps:
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Ancillary system via
ESMIG to RTGS

RTGS

RTGS

RTGS via ESMIG to
AS settlement banks

and ancillary system

RTGS via ESMIG to

ancillary system

RTGS

RTGS via ESMIG to
AS settlement banks

and ancillary system

The ancillary system (or the relevant CB on its behalf) sends an
ancillary system batch message (ASTransferlnitiation) including
all individual AS transfer orders. On an optional basis those AS
transfer orders may include the technical account on debit or

credit side.

If the “Information Period” option is used, all involved AS
settlement banks included in the AS batch message receive via
GUI the broadcast notification on the start of the information
period. In addition, it is also possible to receive the broadcast in
A2A - provided an appropriate subscription for A2A broadcasts
was set up. If no AS settlement bank disagrees (the suitable
communication means have to be agreed within the contractual
relationship with the ancillary system) during the information

period, the processing will continue.

If an AS settlement bank disagrees on one or more single AS
transfer orders, no settlement is triggered for the pertaining AS
transfer orders. The relevant CB will revoke the pertaining AS

transfer orders via GUI.

After disagreement all AS settlement banks included in the
revocation of the single AS batch messages are informed via GUI

broadcast about failure of settlement due to revocation.

In addition, it is also possible to receive the broadcast in A2A —

provided an appropriate subscription for A2A broadcasts was set

up.

In case of single notification an ASlInitiationStatus message for
the revoked AS transfer orders is sent to the ancillary system. If
all included AS transfer orders were revoked, also ancillary
systems opting for global notification will be informed via
ASilnitiationStatus message. The ancillary system is informed via

broadcast on the settlement failure.

The CB of the ancillary system is allowed to revoke AS transfers

as long as they are not final.

A broadcast is sent to the ancillary system and to all relevant AS
settlement banks involved in the AS batch message informing
about the revoked payment. In addition it is also possible to

receive the broadcast in A2A — provided an appropriate
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RTGS via ESMIG to

ancillary system

RTGS

RTGS via ESMIG to

AS settlement banks

RTGS via ESMIG to

ancillary system

RTGS

RTGS via ESMIG to

ancillary system

subscription for A2A broadcasts was set up.

In case of single notification the ancillary system is informed
about the settlement failure of the pertaining AS transfers due to
revocation via ASlInitiationStatus message. In case of global
notification the ASInitiationStatus is only sent after all AS transfer

orders reached a final status.

The settlement takes place with the debit/credit of the pertinent
accounts in RTGS (either RTGS DCAs/RTGS CB Accounts or
technical account). Each debit component is checked against the
liquidity available in the pertinent account. If the liquidity covers
the needed amount, the AS transfer is settled (both on the debit
and on the credit side). If liquidity is not sufficient the AS transfer
is posted in the waiting queue and the AS settlement bank is
informed via GUI broadcast (Note: It is not foreseen to provide
this broadcast in A2A).

If subscribed to, the AS settlement banks are informed via
BankToCustomerDebitCreditNotification (camt.054) [ 516] about
the successful settlement on the RTGS DCAS/RTGS CB

Accounts.

In case of single notification the ancillary system is informed
about the settlement of the pertaining AS transfers via single
ASlnitiationStatus messages. In case of global naotification the
ASlnitiationStatus is only sent after all AS transfer orders reached

a final status.

If the AS (or the relevant CB on its behalf) has indicated a
settlement period (“till”) time, RTGS continuously checks whether
the time limit is reached and the AS transfers are still queued. If
the time limit is exceeded the settlement fails and the AS
transfers not yet settled are rejected. The same applies at the

start of the EoD in case no settlement period (“till”) option is used.

The ancillary system is informed in case of single notification for
each AS transfer rejected at end of settlement period or EoD
respectively. For ancillary systems opting for global notification, a
single ASInitiationStatus is sent informing about the status of
each of the AS transfers (i.e. in case of full settlement only the
successful settlement of the AS batch is indicated while in case of

partial settlement the single status are returned).
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Table 61 - Process flow for AS settlement procedure E

At each step throughout the process information for AS settlement banks and ancillary systems is available.

Used messages

| ASTransferlnitiation (pain.998) [ 624]

| ASInitiationStatus (pain.998) [ 621]
| BankToCustomerDebitCreditNotification (camt.054) [ 516]

| SystemEventNotification (admi.004) [ 410]

5.4.6 Optional connected mechanisms

5.4.6.1 General aspects

In connection with settlement of ancillary systems, a set of additional options is available which can be used
for a more efficient liquidity management:

| information period;
| settlement period (“till”);
| guarantee fund mechanism.

In order to use one or several of these optional connected mechanisms, the ancillary system either has to fill
specific fields of the ASTransferlnitiation or to rely on reference data (guarantee fund mechanism).

Only the ancillary system (or the CB acting on its behalf) is entitled to insert these parameters in the
message. Once a message is sent the parameter can be updated in U2A mode by the ancillary system for
optional connected mechanism “Settlement period” before the inserted “till’- time has been expired.

“Information Period” and “Guarantee fund mechanism” parameters cannot be updated neither by the
ancillary systems nor by the AS settlement banks nor by CBs once the related AS batch was received by
RTGS.

The table below summarises which optional connected mechanism can be used with which ancillary system

procedure:

AS settlement Information period Settlement period (“till”’) |Guarantee fund
procedure

AS settlement procedure A X X X
AS settlement procedure B X X X
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Information period Settlement period (“till”’) |Guarantee fund

AS settlement procedure C - = -
AS settlement procedure D - - -

AS settlement procedure E X X -

Table 62 - Usability of optional connected mechanism per AS processing procedure

5.4.6.2 Information period

The information period option allows AS settlement banks a more efficient liquidity management giving the
possibility of knowing in advance the liquidity needed for the settlement of a specific AS transfer. This
optional connected mechanism can be used for:

| AS settlement procedure A;
| AS settlement procedure B;
| AS settlement procedure E.
The information period option can be used by indicating a specific end time (within the operational hours for
AS processing) or duration (the calculated end time as well has to be within the operational hours for AS

processing) within an ASTransferIntiation message. The start time of the information period is the time of
reception after validations. The usage of this option leads to:

| information about the needed liquidity and specified time to AS settlement banks;

| possibility for AS settlement banks to disagree on the amount.

Under certain circumstances AS settlement banks have the possibility to disagree on specific balances
before the settlement takes place. The business rules and regulations for disagreements need to be defined
by the ancillary system and the relevant CB. Anyway, RTGS technically always allows the CB of the ancillary
system to revoke the pertaining set of AS transfers or individual AS transfers in the context of AS settlement
procedure E, i.e. there is no parameter controlling whether disagreement procedures are defined or not on
the level of ancillary systems, their AS settlement banks and the ancillary system’s CB.
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Figure 35 - Flow information period

Action Step Interaction Description

Initiation 1 Ancillary system (or The ancillary system or the CB on behalf of the ancillary system
CB on behalf) via sends the ASTransferlnitiation with the information period
ESMIG to RTGS indicated in the GroupHeader. RTGS uses the indicated time or

duration for the start of the settlement period.

Information 2 RTGS Immediately after reception and positive validations the
period information period starts.
3 RTGS via ESMIG to  With the start of the information period the AS settlement banks

AS settlement banks  are informed via GUI broadcast on the indicated start of
settlement period and the needed amount of liquidity. In addition,
it is also possible to receive the broadcast in A2A — provided an

appropriate subscription for A2A broadcasts was set up.

4 AS settlement bank to In case one or several AS settlement banks disagree on the

CB of the ancillary amount of the AS transfers present in the pertaining set of
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transactions, it may contact the CB of the ancillary system. The
procedure on if, when and how such disagreement is to be
applied has to be set up internally within the AS community. Also
the way the AS settlement bank contacts the CB (directly or
indirectly via the pertaining ancillary system) is out of scope of
RTGS.

The CB, via GUI revokes the disagreed set of transactions,
leading to a rejection of all transactions and settlement is not
triggered. The information period and all processing of the

involved AS transfers is stopped.

In the context of AS settlement procedure E disagreement and

revocation only applies to individual AS transfers from the initial
AS batch message. Revocation is then done only for single AS
transfers and only those are cancelled. Other AS transfers from
the same AS batch message are treated independently (i.e.

processing stops only for the revoked AS transfers).

All AS settlement banks are informed via broadcast on the
rejection of the transactions due to disagreement. In addition, it is
also possible to receive the broadcast in A2A — provided an

appropriate subscription for A2A broadcasts was set up.

The ancillary system is informed via ASInitiationStatus message

on the rejection due to disagreement.

Depending on the notification choice of the ancillary system using
AS settlement procedure E, the ASInitiationStatus message is
sent either immediately (single natification) or after finalising all

included AS transfers (global notification).

In case no disagreement was expressed during the information
period (or for AS settlement procedure not all included AS
transfers were disagreed), the indicated end of the information

period will mark the start of the settlement period.

Table 63 - Process flow information period with disagreement

Used messages

ASTransferlnitiation (pain.998) [ 624]

ASlnitiationStatus (pain.998) [ 621]

SystemEventNotification (admi.004) [ 410]
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5.4.6.3 Settlement period ("till")

The settlement of an ancillary system may only take place during a pre-defined period of time. If the
settlement is not completed successfully during this period of time, the transactions are rejected or a
guarantee fund mechanism is activated.

Similar to the information period option, the settlement period (“till”) option has to be indicated per
ASTransferlnitiation in the GroupHeader of the message and is then valid for the whole set of transactions.

The ancillary system (or its responsible CB on behalf), according to rules established within the ancillary
system’s community, can modify the end of the settlement period (“Change settlement period” in U2A mode)
before it is expired.

Ancillary systems are expected to use the settlement period (“till”) option to avoid the extension of the
arranged settlement timeframe. This option helps the ancillary system to control the execution time of their
transactions but also helps the AS settlement banks to have a better control of their liquidity.

Note: The start of the settlement period is always marked either with the end of information period (if it was
indicated) or immediately after reception and positive validation of the ASTransferlnitiation. The settlement
period (“till”) option only allows defining an end time or duration of the settlement period. In case no
settlement period (“till’) is used, the settlement period ends after final settlement or rejection of all
transactions presented in the ASTransferlnitiation message or, if one or several transactions are not
executed due to missing liquidity, until the end of operational hours for AS processing.

The usage of this option is a prerequisite for launching the optional guarantee fund mechanism.

5.4.6.4 Guarantee fund mechanism

The guarantee fund mechanism (if opted for by the ancillary system) could be used to provide the needed
liquidity when a settlement failure occurs.
This optional connected mechanism can be used only:

in relation to AS settlement procedures A and B;

together with the settlement period (“till”) option.

The guarantee fund mechanism is based on a guarantee account where the liquidity is collected to support
the AS settlement procedure - either continuously or arranged shortly before.

In order to use the guarantee fund mechanism, it has to be opted for by the ancillary system in its reference
data. The usage of the guarantee fund mechanism is then valid whenever a settlement period (end time
indicated with the settlement period (“till”) option) ends unsuccessfully. In case no settlement period (“till”)
option was used, the underlying transaction processing will stop and rejection and reversal process (AS
settlement procedure A) is started.
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Figure 36 - Flow guarantee fund
Phase Step Description
Settlement 1 If the settlement period (“till”) time is indicated and the settlement of either standard or
failure simultaneous multilateral settlement is not yet achieved when the allotted time is

exceeded the settlement fails. In case of AS settlement procedure B, prior to the start of
the guarantee fund mechanism a transformation of all transactions to AS settlement
procedure A is performed and debit transactions covered by needed liquidity are

executed. Refer to AS settlement procedure A [ 138] for the flow of messages related to

this scenario

Guarantee fund 2 If the guarantee fund mechanism has been set up (reference data), the ancillary system is

mechanism notified on settlement failure with an ASlInitiationStatus message containing the request to
confirm the use of the guarantee fund mechanism by using the “decision indicator” flag
within this message.

3 Depending on the guarantee scheme, either the collection of the needed liquidity has

been granted in advance by the ancillary system and its community (i.e. prefunding) or
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the ancillary system has to co-ordinate the liquidity collection making it available on the
guarantee funds account. The notifications to the guarantee account holder then depend
on the messages used. In any case, before the guarantee fund mechanism starts, the
ancillary system has to ensure that the needed liquidity is provided on the guarantee

funds account.

Note: The guarantee scheme details are out of RTGS scope.

The ancillary system sends an XML message (Receipt (camt.025) [ 463]) to give either a

positive or a negative confirmation in order to proceed or not with a new settlement phase

against the guarantee funds account.

If the ancillary system confirms the actual use of the guarantee fund mechanism RTGS
re-enters the AS transfers for which the liquidity is missing in order to be settled on the
guarantee funds account by substituting the failed debtor's RTGS DCA with the guarantee

funds account.

In case of sufficient liquidity, the settlement of the debit from guarantee funds account to
the AS technical account is executed. Depending on the message subscription, also the

guarantee funds account holder is notified with a camt.054 debit notification.

After successfully debiting the guarantee funds account, all credit postings from the AS
technical account to the RTGS DCAs/RTGS CB Accounts of the AS settlement banks are
executed. The ancillary system is notified about the completion of the whole settlement

procedure.

On an optional basis, the AS settlement banks of the creditor side are notified with a
BankToCustomerDebitCreditNotification (camt.054) [ 516] credit notification.

If the ancillary system sends a negative confirmation or there is a lack of liquidity on the
guarantee funds account the “reversing procedure” is initiated in order to transfer back the
already settled debits from the AS technical account to the RTGS DCAS/RTGS CB
Accounts of the AS settlement banks. All involved AS settlement banks are notified with a
GUI broadcast about failed settlement. In addition, it is also possible to receive the
broadcast in A2A — provided an appropriate subscription for A2A broadcasts was set up.

The ancillary system receives an ASInitiationStatus informing on the failed settlement.

Table 64 - Process description

Used messages

ASTransferlnitiation (pain.998) [ 624]

ASInitiationStatus (pain.998) [ 621]

BankToCustomerDebitCreditNotification (camt.054) [ 516]

Receipt (camt.025) [ 463]
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| SystemEventNotification (admi.004) [ 410]

5.5 Liquidity management

5.5.1 Available liquidity

The RTGS DCA is used for the settlement of real-time interbank and customer payments, AS transfers from
ancillary systems and liquidity transfers. An RTGS DCA may either have a zero or a positive balance.

The credit line — if available - is managed on the MCA in CLM.

Depending on the priority of a payment order (see chapter Cash transfer order priorities [ 102]) and the
liquidity reservations (see chapter Reservation [ 191]) defined by the RTGS Account Holder for its RTGS

DCA, the actual liquidity available for settlement of a specific payment order might be less than the balance
on the RTGS DCA:

Urgent cash transfer High cash transfer Normal cash transfer
Available liquidity Balance on the RTGS DCA  Balance on the RTGS DCA  Balance on the RTGS DCA
minus urgent reservation minus urgent reservation

minus high reservation

Table 65 - Effect of reservations on the available liquidity

In case the available liquidity on the RTGS DCA is not sufficient to settle a cash transfer and depending on
the configuration chosen by the RTGS Account Holder, a rule-based liquidity transfer order might be
triggered. Further details can be found in the following chapters.

As CB accounts in RTGS can have a negative balance, the available liquidity for CB accounts is not limited.

5.5.2 Liquidity transfer

5.5.2.1 Overview

In general, liquidity transfers debiting an RTGS DCA are initiated either in A2A or U2A by the RTGS Account
Holder or by another authorised RTGS Actor (e.g. an ancillary system, the CB on behalf or another
authorised credit institution).

The following use cases for liquidity transfers exist in RTGS:

| intra-service liquidity transfer between two RTGS DCAs (within a defined Liquidity Transfer Group);

| intra-service liquidity transfer between an RTGS DCA and a CB Account;
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| intra-service liquidity transfer between an RTGS DCA and a linked sub-account (AS settlement
procedure C);

| intra-service liquidity transfer between an RTGS DCA and an AS technical account (AS settlement
procedure D);

| inter-service liquidity transfer between an RTGS DCA and an MCA (including automated and rule-based
liquidity transfers);

| inter-service liquidity transfer between an RTGS DCA and a CLM CB Account;

| inter-service liquidity transfer between an RTGS CB Account and a CLM CB Account;
| inter-service liquidity transfer between an RTGS CB Account and a T2S CB Account;
| inter-service liquidity transfer between an RTGS DCA and a T2S CB Account;

| inter-service liquidity transfer between an RTGS DCA and a T2S DCA; in another service (i.e. T2S or
TIPS)

| inter-service liquidity transfer between an RTGS DCA and a TIPS Account??;

| inter-service liquidity transfer from an MCA to an RTGS sub-account;

| inter-service liquidity transfer from a T2S DCA to an RTGS sub-account;

| inter-service liquidity transfer from a TIPS Account to an RTGS sub-accountOverview [ 175].

Note: The usage of inter-service liquidity transfers from other cash accounts than from an RTGS DCA may

have adverse effects on the processing of the AS settlement which are entirely the responsibility of the
sender.

The following types of liquidity transfers can be initiated in or by RTGS:

Liquidity transfer type Description

Immediate liquidity transfer order  Immediate transfer of liquidity initiated by the RTGS Account Holder or another
authorised RTGS Actor in A2A or U2A.
Rule-based liquidity transfer order Transfers of liquidity initiated by RTGS due to a:
| floor and/or ceiling rule (configuration in CRDM);
| pending urgent payment order, AS transfer order or high priority payment order

rule (configuration in CRDM).

Standing order liquidity transfer Recurring transfer of liquidity initiated by RTGS every business day at configured
order certain business day events (for standing order liquidity transfer orders not related
to ancillary systems) or at the start of procedure (for standing order liquidity transfer

orders related to ancillary systems) (configuration in CRDM).

Table 66 - Liquidity transfer types

22 Functionality in TIPS is subject to the approval of a TIPS CR.
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Depending on the type, a liquidity transfer can either push liquidity to another account (i.e. debit the RTGS
Account Holder's DCA and credit another cash account) or pull liquidity from another account (i.e. debit a
linked or predefined cash account to be debited and credit the RTGS Account Holder's DCA).

With regard to the push or pull of liquidity a liquidity transfer from RTGS can be initiated towards the following

settlement services:

Liquidity transfer iti Counterpart cash
type account in
Immediate liquidity RTGS Actor Intra-service Push RTGS
transfer order .

Inter-service Push CLM, TIPS, T2S
Rule-based liquidity System (RTGS) Inter-service Push or pull CLM
transfer order
Standing order liquidity Intra-service Push RTGS
transfer order .

Inter-service Push CLM, TIPS, T2S

Table 67 - Liquidity transfer directions

A liquidity transfer order can be executed within RTGS (i.e. an intra-service liquidity transfer order) only if:
| allinvolved RTGS DCAs belong to the same Liquidity Transfer Group;
| a CB Account is involved;

[ it is a liquidity transfer between an RTGS DCA and the sub-account(s) linked to this RTGS DCA (AS
settlement procedure C);

| it is a liquidity transfer between an RTGS DCA and an AS technical account (AS settlement procedure
D).

In principle liquidity transfers are never queued in RTGS, they are either:

| settled immediately (fully or partially);

| rejected.

Only an automated liquidity transfer order from CLM can be queued. In such a scenario any incoming

liquidity (up to the required amount) on the RTGS DCA is transferred stepwise to the MCA in CLM until the

original amount of the automated liquidity transfer (i.e. the amount needed to settle the pending/queued
CBO(s) in CLM) is completely settled.

Note: Whenever such an automated liquidity transfer is queued, it needs to be settled prior to any other
payment order and does not allow the earlier settlement of any other payment order.

Once a liquidity transfer is settled on the RTGS DCA, this settlement is irrevocable and unconditional.

Functionality in TIPS is subject to the approval of a TIPS CR.
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5.5.2.2 Initiation of liquidity transfers

Liquidity transfers in RTGS are initiated by either:
the RTGS Account Holder itself in A2A or in U2A;

by another authorised RTGS Actor (e.g. an ancillary system, a CB or another credit institution) in A2A or
in U2A (U2A initiation not for ancillary systems);

by the CB debiting its CB Account in A2A or in U2A,;
by RTGS itself, based on the set up in CRDM.

As regards the initiation of immediate liquidity transfers via A2A the following messages need to be used by
the respective initiator:
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Initiator

RTGS Account Holder (or authorised
RTGS Actor)

RTGS Account Holder (or authorised
RTGS Actor)

Ancillary system

CB

Use cases Message identifier

Intra-service liquidity transfer LiguidityCreditTransfer (camt.050)
between two RTGS DCAs (withina [ 501]

defined Liquidity Transfer Group)

Intra-service liquidity transfer
between an RTGS DCA and a
linked sub-account (AS settlement

procedure C)

Inter-service liquidity transfer from
an RTGS DCA to a CLM MCA

Inter-service liquidity transfer from
an RTGS DCA to a T2S DCA

Inter-service liquidity transfer from
an RTGS DCA to a TIPS Account

Inter-service liquidity transfer from
an RTGS DCAto a T2S CB

Account

Intra-service liquidity transfer from an  FinanciallnstitutionCreditTransfer
RTGS DCA to an AS technical account (CORE and COV) (pacs.009) [ 589]
(AS settlement procedure D) with code word “SBTI”

Intra-service liquidity transfer ASTransferlnitiation (pain.998) [ 624]
between an RTGS DCA and a

linked sub-account (AS settlement

procedure C)

Intra-service liquidity transfer
between an RTGS DCA and
technical account (AS settlement

procedure D)

Intra-service liquidity transfer from LiquidityCreditTransfer (camt.050)
a CB Account to an RTGS DCA [ 501]

Inter-service liquidity transfer from
a CB Account in RTGS to a CB
Account in CLM

Inter-service liquidity transfer from
a CB Account in RTGS to a CB
Account in CLM

Table 68 - Message types for initiation of liquidity transfers
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Further details on the initiation of immediate liquidity transfers via U2A are provided in the RTGS UHB.

5.5.2.3 Execution of liquidity transfers

As regards the execution of liquidity transfers in RTGS the following principles apply:

Liquidity transfer type [Frequency and trigger Initiator Settlement

Immediate liquidity transfer Once immediately after the RTGS (CB) Account Holder  Only settlement of the full

submission during the (or authorised RTGS Actor)  amount is possible;
operating hours otherwise it is immediately
rejected.
Ancillary system Partial settlement is
possible.

In case of partial
settlement, no further

settlement attempt is

performed.
CB (on behalf of RTGS Only settlement of the full
Account Holder) amount is possible;

otherwise it is immediately

rejected.
Automated liquidity transfer Automatically triggered CLM Partial settlement is
whenever a CBO gets possible.

pending/queued in CLM In case of partial

settlement, a new
automated liquidity transfer
order with the remaining
amount is put on top of the
queue in RTGS until the
original amount of the
automated liquidity transfer

is completely settled.
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Liquidity transfer type |Frequency and trigger

Rule-based liquidity transfer Automatically triggered by Pre-configured in CRDM
every breach of a configured
floor/ceiling rule (only after the
settlement of payment(s) or
AS transfer(s))

Rule-based liquidity transfer Automatically triggered — Pre-configured in CRDM
based on the configuration — in
case of pending urgent
payment order, AS transfer
order or high priority payment

order

Standing order liquidity Automatically triggered every Pre-configured in CRDM
transfer order business day at configured

certain business day events

Table 69 - Execution of liquidity transfers

5.5.2.4 Liquidity transfer process

Partial settlement is

possible.

In case of partial
settlement, no further
settlement attempt is

performed.

Partial settlement is

possible.

In case of partial
settlement, no further
settlement attempt is

performed.

Partial settlement is

possible.

In case of partial
settlement, no further
settlement attempt is

performed.

In case several standing
order liquidity transfer
orders are triggered with
the same event, a pro rata

execution applies.

In the following process descriptions successful liquidity transfers are described. The unsuccessful

processes are described in chapter Rejection of liquidity transfer orders [ 191].

The processing of liquidity transfers is dependent on how the order is triggered. There is a need to
distinguish between immediate liquidity transfers submitted by an RTGS Actor (via LiguidityCreditTransfer
(camt.050) [* 501]) and system-generated liquidity transfer orders (i.e. standing order liquidity transfer orders

and rule-based liquidity transfers).
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5.5.2.4.1 Immediate intra-service liquidity transfer between two RTGS DCAs

In case a Liquidity Transfer Group was set up by the responsible CB, it is possible to settle an intra-service
liquidity transfer order between two RTGS DCAs. The following figure provides a high-level description of the
message flow.

Note: The set-up of a Liquidity Transfer Group is required for all intra-service liquidity transfers even if the
RTGS DCA to be debited and the RTGS DCA to be credited belong to the same party.

Example 1 — Liquidity transfer between two RTGS DCAs submitted by the RTGS Account Holder

Message flow

IO N IO

© ©

camt.050 camt.025

(©)

camt.054

Figure 37 - Liquidity transfer order between two RTGS DCAs in RTGS

Process description

The liquidity transfer between two RTGS DCAs consists of the following process steps:
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Step Processing in/between Description
1 RTGS Account Holder A via The RTGS Account Holder A sends a LiquidityCreditTransfer
ESMIG to RTGS (camt.050) [ 501] via ESMIG to RTGS.
2 RTGS RTGS message check and validation in RTGS are positive (incl. check

on membership of RTGS DCA to be debited and RTGS DCA to be

credited in the same Liquidity Transfer Group).

In case sufficient liquidity is available, simultaneous settlement on the
RTGS DCAs of RTGS Account Holders A and B.

3 RTGS via ESMIG to RTGS Creation and forwarding of Receipt (camt.025) [ 463] (mandatory) to
Account Holder A RTGS Account Holder A.

4 RTGS via ESMIG to RTGS Creation and forwarding of BankToCustomerDebitCreditNotification
Account Holder B (camt.054) [ 516] (optional) to RTGS Account Holder B.

Table 70 - Process description

Used messages

| LiquidityCreditTransfer (camt.050) [ 501]

| BankToCustomerDebitCreditNotification (camt.054) [ 516]

| Receipt (camt.025) [ 463]

In addition to the intra-service liquidity transfer between two RTGS DCAs (within a Liquidity Transfer Group),
the following use cases are also considered to be intra-RTGS liquidity transfers.

[ Liquidity transfer from an RTGS DCA to a linked sub-account dedicated to an ancillary system using the
AS settlement procedure C (and vice versa);

| Liquidity transfer from an RTGS DCA to the technical account related to an ancillary system using AS
settlement procedure D. In this case the AS settlement banks needs to wuse the
FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589] message with code word “SBTI”
for the initiation and the submitting actor receives — subject to message subscription - a payment order

settlement notification (PaymentStatusReport (pacs.002) [F 551]) to confirm the settlement (i.e. no

liquidity transfer order settlement notification Receipt (camt.025) [ 463]).
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Example 2 — Liquidity transfer order between two RTGS DCAs submitted by a CB on behalf

Message flow

©® @

camt.050

©

camt.025 camt.054
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Figure 38 - Liquidity transfer order between two RTGS DCAs submitted by a CB on behalf

Process description

The liquidity transfer between two RTGS DCAs which was submitted by a CB on behalf of the RTGS
Account Holder consists of the following process steps:

Step Processing in/between Description
1 RTGS Account Holder Ato CBA The RTGS Account Holder A instructs its CB A to initiate a camt.050 on
its behalf.

Note: This step is out of scope of RTGS.

2 CB A via ESMIG to RTGS CB A sends on behalf of the RTGS Account Holder A a camt.050 via
ESMIG to RTGS.

3 RTGS RTGS message check and validation in RTGS is positive (incl. check
on membership of RTGS DCA to be debited and RTGS DCA to be
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credited in the same Liquidity Transfer Group).

In case sufficient liquidity is available, simultaneous settlement on the
RTGS DCAs of RTGS Account Holders A and B.

4 RTGS via ESMIG to CB A Creation and forwarding of camt.025 (mandatory) to CB A.

5 RTGS via ESMIG to RTGS Creation and forwarding of camt.054 (optional) to RTGS Account
Account Holder B Holder B.

6 RTGS via ESMIG to RTGS Holder Creation and forwarding of camt.054 (optional) to RTGS Account
A Holder A.

Table 71 - Process description

Used messages

| LiquidityCreditTransfer (camt.050) [ 501]

| BankToCustomerDebitCreditNotification (camt.054) [* 516]

| Receipt (camt.025) [ 463]

5.5.2.4.2 Immediate inter-service liquidity transfer from an RTGS DCA to a CLM Account

In case of an inter-service liquidity transfer order between an RTGS DCA and an MCA, it is possible for an
RTGS Account Holder to send liquidity to any MCA or CB account held in CLM. The following figure provides
a high-level description of the message flow for the use case of an inter-service liquidity transfer from an
RTGS DCA to an MCA:
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Figure 39 - Liquidity transfer from an RTGS DCA to an MCA

Process description

The liquidity transfer order between an RTGS DCA and an MCA in CLM consists of the following process
steps:

Step Processing in/between Description

1 RTGS Account Holder A via A LiquidityCreditTransfer (camt.050) [ 501] is sent from RTGS Account
ESMIG to RTGS Holder A via ESMIG to RTGS.

2 RTGS Message check and validation in RTGS positive

In case sufficient liquidity is available, simultaneous settlement on the
RTGS DCA of RTGS Account Holder A and the CLM transit account.

3 RTGS to CLM A LiquidityCreditTransfer (camt.050) [ 501] is forwarded to CLM.

4 CLM Simultaneous settlement on the RTGS transit account and the MCA of
CLM Account Holder A (can be owned by a different party)
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Step Processing in/between Description

5 CLM via ESMIG to the CLM A BankToCustomerDebitCreditNotification (camt.054) [ 516] (credit) is
Account Holder A sent by CLM via ESMIG to the CLM Account Holder A (optional).

6 CLMto RTGS A Receipt (camt.025) [ 463] is forwarded to RTGS.

7 RTGS via ESMIG to RTGS Creation and forwarding of a Receipt (camt.025) [ 463] to RTGS
Account Holder A Account Holder A (mandatory).

Table 72 - Process description

Used messages

| LiguidityCreditTransfer (camt.050) [ 501]

| BankToCustomerDebitCreditNotification (camt.054) [ 516]

| Receipt (camt.025) [ 463]

5.5.2.4.3 Immediate inter-service liquidity transfer from an RTGS DCA to a T2S DCA, a
T2S CB Account or a TIPS Account

The following figure provides a high-level description of the message flow in case of an inter-service liquidity

transfer order initiated in RTGS in order to send liquidity to a T2S DCA. The message flow to a T2S CB
Account or to a TIPS Account will be similar.
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Figure 40 - Liquidity transfer from an RTGS DCA to a DCA in the T2S Service

Note: The detailed functionality of CLM and T2S is out of scope of this UDFS.

Process description

The liquidity transfer from the RTGS DCA to a cash account in a different service (T2S DCA as example)
consists of the following process steps:

Step Processing in/between Description

1 RTGS Account Holder A via A LiquidityCreditTransfer (camt.050) [ 501] is sent from the RTGS
ESMIG to RTGS Account Holder A to RTGS via ESMIG.

2 RTGS Message check and validation in RTGS positive

In case sulfficient liquidity is available, simultaneous settlement on the
RTGS DCA of RTGS Account Holder A and the CLM transit account.

3 RTGS to CLM A LiquidityCreditTransfer (camt.050) [ 501] is forwarded to CLM.

4 CLM Simultaneous settlement on the RTGS transit account and the T2S

transit account

5 CLM to T2S Service A LiquidityCreditTransfer (camt.050) [ 501] is forwarded to the T2S
Service.
6 T2S Service Simultaneous settlement on the CLM transit account and the DCA of

All rights reserved. Page 186 of 1021


_RefA3EF63ED70CA0DC13913034B16D46A4E
_RefA3EF63ED70CA0DC13913034B16D46A4E
_RefA3EF63ED70CA0DC13913034B16D46A4E

T2 RTGS business functionality

target

services

Liquidity management

Step Processing in/between Description
T2S Account Holder A
7 T2S Service via ESMIG to the T2S A BankToCustomerDebitCreditNotification (camt.054) [ 516] (credit) is
Account Holder A sent by the T2S Service via ESMIG to the T2S Account Holder A
(optional).
8 T2S Service to CLM A Receipt (camt.025) [ 463] is forwarded to CLM.
9 CLMto RTGS A Receipt (camt.025) [ 463] is forwarded to RTGS.
10 RTGS via ESMIG to the RTGS Creation and forwarding of a Receipt (camt.025) [ 463] to RTGS
Account Holder A Account Holder A generated by RTGS (mandatory).

Table 73 - Process description

Used messages
| LiguidityCreditTransfer (camt.050) [ 501]

| BankToCustomerDebitCreditNotification (camt.054) [ 516]

| Receipt (camt.025) [ 463]

5.5.2.4.4 Immediate inter-service liquidity transfer from a T2S DCA, a T2S CB Account or
a TIPS Account to an RTGS DCA or RTGS sub-account

The following figure provides a high-level description of a message flow in case of an inter-service liquidity
transfer order initiated in a settlement service different from RTGS?2® in order to send liquidity to an RTGS
DCA. The message flow from a T2S DCA or a TIPS Account to an RTGS sub-account will be similar.

23 Functionality in TIPS is subject to the approval of a TIPS CR.
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Figure 41 - Liquidity transfer from a TIPS Account to an RTGS DCA

Note: The detailed functionality of TIPS and CLM are out of scope of this UDFS.

Process description

The liquidity transfer from a different service (TIPS in this example) to the RTGS D
following process steps:

CA consists of the

Step Processing in/between Description

1 TIPS Account Holder via ESMIG to A LiquidityCreditTransfer (camt.050) [ 501] is sent from the TIPS
TIPS Account Holder A to TIPS via ESMIG.

2 TIPS Message check and validation in TIPS Service positive

In case sulfficient liquidity is available, simultaneous settlement on the
TIPS Account of TIPS Account Holder A and the CLM transit account.

3 TIPS to CLM A LiquidityCreditTransfer (camt.050) [ 501] is forwarded to CLM.

4 CLM Simultaneous settlement on the TIPS transit account and the RTGS

transit account

5 CLM to RTGS A LiquidityCreditTransfer (camt.050) [ 501] is forwarded to RTGS.

6 RTGS Simultaneous settlement on the CLM transit accou
DCA of RTGS Account Holder B
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Step Processing in/between Description

7 RTGS via ESMIG to the RTGS A BankToCustomerDebitCreditNotification (camt.054) [ 516] (credit) is
Account Holder B sent by RTGS via ESMIG to the RTGS Account Holder B (optional).

8 RTGS to CLM A Receipt (camt.025) [ 463] is forwarded to CLM.

9 CLMto TIPS A Receipt (camt.025) [ 463] is forwarded to TIPS.

10 TIPS via ESMIG to the TIPS Creation and forwarding of a Receipt (camt.025) [ 463] to TIPS
Account Holder A Account Holder A generated by TIPS (mandatory)

Table 74 - Process description

Used messages
| LiguidityCreditTransfer (camt.050) [ 501]

| BankToCustomerDebitCreditNotification (camt.054) [ 516]

| Receipt (camt.025) [ 463]

5.5.2.4.5 System-generated liquidity transfers

In addition to immediate liquidity transfer orders submitted by RTGS Actors, RTGS generates the following
liquidity transfer order types:

| standing order liquidity transfer orders;

| rule-based liquidity transfer orders.

The aim of this chapter is to illustrate the settlement process as well as the related communication to the
RTGS Account Holder.
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Figure 42 - Liquidity transfer from CLM triggered by the system

Process description

Step Processing in/between Description

1 CLM In case sufficient liquidity is available, settlement on CLM MCA and
RTGS transit account in CLM.

2 CLM to RTGS CLM forwards the liquidity transfer order (LiquidityCreditTransfer
(camt.050) [ 501]) to RTGS.

3 RTGS Debit of CLM transit account and credit on RTGS DCA in RTGS.

All rights reserved. Page 190 of 1021



T2 RTGS business functionality

target

services

Liquidity management

Step Processing in/between Description
4 RTGS via ESMIG to RTGS A BankToCustomerDebitCreditNotification (camt.054) [ 516] credit
Account Holder notification (optional) is sent by RTGS via ESMIG to RTGS Account
Holder.
5 RTGS to CLM A settlement notification (Receipt (camt.025) [ 463]) is sent to CLM.
6 CLM via ESMIG to CLM Account A BankToCustomerDebitCreditNotification (camt.054) [ 516] debit
Holder notification (optional) is sent by CLM via ESMIG to the CLM Account
Holder.

Table 75 - System-generated inter-service liquidity transfer

Used message
| Receipt (camt.025) [ 463]

| LiquidityCreditTransfer (camt.050) [ 501]

| BankToCustomerDebitCreditNotification (camt.054) [ 516]

5.5.2.5 Rejection of liquidity transfer orders

Liquidity transfer orders sent to RTGS have to pass several validations before the liquidity transfer order is
settled on the accounts.

For different reasons, a liquidity transfer order can be rejected and a notification with the appropriate error
code for rejection is returned to the sender. Further details on validations are provided in File and message

processing [ 91].

5.5.3 Liquidity management features

5.5.3.1 Reservation

5.5.3.1.1 Overview

RTGS offers two different types of reservation:

| urgent - with the usage of the urgent reservation facility, liquidity can be reserved for the execution of
urgent payment orders;

[ high - with the usage of the high reservation facility, liquidity can be reserved for the execution of urgent
and high priority payment orders.
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The RTGS Account Holder decides which payment order should have access to the reserved liquidity by
determining the appropriate priority.

Reservation on an RTGS DCA can be affected by RTGS Account Holders or other actors that have the
appropriate access rights using A2A or U2A. Further details on the U2A functionality can be found in the
UHB.

In case of e.g. technical problems faced by an RTGS Account Holder, the responsible CB can act on behalf
of this RTGS Account Holder.
RTGS Account Holders have the possibility to:

create or to modify reservations with immediate effect during the current business day as a current
reservation in RTGS. This includes:

— establishing a specific amount during the current day with immediate effect as a current reservation;

— “resetting” to zero the liquidity reserved for the current business day only with immediate effect;

— modify the amount on demand during the day with immediate effect.

create, modify or delete a standing order reservation in CRDM valid as of the next business day (i.e.

valid as of the next business day until next modification or the deletion of the standing order).

In case the available liquidity on the RTGS DCA is lower than the amount to be reserved, the part which can
be reserved will be reserved and the remaining part of the reservation will be queued (i.e. the pending value)
and RTGS will process it in an event-oriented manner. Consequently, in case of incoming credits, RTGS
decreases the pending value and increases the respective reservation accordingly. Thereby, all pending
urgent reservations are processed first.

The liquidity reservation is possible throughout the whole business day with the exception of the EoD
processing and the maintenance window.

Standing order reservation

Standing order reservations are created and managed in CRDM. The definition of standing order
reservations is only possible for RTGS DCAs and not for sub-accounts.

The amount defined in the standing order for reservation is valid at the SoD and can only be modified in
CRDM. Modifications of standing orders during the business day are only valid as of the following business
day.

It is possible to have a standing order for the two types of reservations at the same time. Consequently, the
RTGS Account Holder can have an urgent reserve and a high reserve on its RTGS DCA in parallel. At the
SoD, reservations are set according to the standing orders and up to the balance on the RTGS DCA.

Current reservation with immediate effect

Current reservation are created and managed directly in RTGS. The definition of such reservations is only
possible for RTGS DCAs and not for sub-accounts.
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As outlined above, it is possible to create a reservation for the current business day only. Moreover, it is
possible to modify an existing reservation and to “reset to zero” the amount of the reservation with immediate
effect for the current business day only. Owing to the asynchronous processing in RTGS, incoming liquidity
might be blocked and used by a parallel settlement process before the attempt to increase the reservation
has been performed.
Upon receipt of:

EoD noatification;

a reservation revocation;

a new reservation order.

RTGS stops processing the original reservation order. For the processing of the new reservation order, the
new reservation replaces the pending one.

Details on the business day and the related processes are provided in chapter Detailed description of the
business day [ 79].

5.5.3.1.2 Effect and tapping of liquidity reservation

The following tables explain the effect of the reservation functionality for the processing of cash transfers in
RTGS:
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Urgent cash transfer High cash transfer Normal cash transfer
Available Balance on RTGS DCA Balance on RTGS DCA Balance on RTGS DCA
liquidity for minus urgent reserve minus urgent reserve

settlement of

minus high reserve
cash transfers

Effect of | Reduction of balance on | Reduction of balance on | Reduction of balance on
outgoing cash RTGS DCA RTGS DCA RTGS DCA
transfers | Reduction of urgent reserve | Reduction of high reserve
| If the urgent reserve is not | If the high reserve is not
sufficient, the liquidity will sufficient, the available liquidity
be used as follows: for normal cash transfers will

— available liquidity for be used.
normal cash transfers;

— reduction of the high
reserve.

Effect of Increase of balance on RTGS  Increase of balance on RTGS DCA Increase of balance on RTGS DCA
incoming (i.e. DCA
credited) cash

transfers

Table 76 - Effect of reservations for cash transfer procession

Note: Direct debits affect the reserved liquidity and the balance on the RTGS DCA the other way round.

Basic principles of liquidity tapping

RTGS provides the possibility to define dedicated liquidity pools for cash transfers with high and urgent
priority. The definition of reservations finally determines the sequence of liquidity tapping from these pools. In
addition, rules can be defined in CRDM to trigger a liquidity transfer from CLM MCA to support the
processing of payment orders with high and urgent priority.

The generic sequence of liquidity tapping in RTGS can be illustrated as follows:

Business case |[Tapping of liquidity reservations

RTGS DCA CLM MCA

Urgent (U) High (H) Available CBOs Non-reserved
liquidity for
normal
payments

Liguidity transfer 3 2 1
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Business case |[Tapping of liquidity reservations

RTGS DCA CLM MCA

High (H) Available CBOs Non-reserved
liquidity for
normal
payments
424

U 1 3 2
payment/ancillary

system transfer
H payment 1 2 3%

N payment 1
Table 77 - Generic sequence of liquidity tapping in RTGS

Numeric example of reservation usage

The following table illustrates the effect of the reservation functionality for the processing of credit transfers in
RTGS by numeric examples:

Balance on RTGS |Urgent reserve High reserve Available liquidity
for normal cash
transfers

Start 1,000 100 200 700
Settlement of ancillary 950 50 200 700
system = 50 (debit) ! ! N o
Submitting high cash 750 50 0 700
transfer to bank B = 3 o 4 PN

200

Submitting normal 730 50 0 680
cash transfer to bank C ! o o I

=20

Settlement of ancillary 830 50 0 780

24 Related to rule-based liquidity transfer (subject to prior configuration set up by the party) in case of pending U and H payments (pull liquidity from
CLM to RTGS).

25 Related to rule-based liquidity transfer (subject to prior configuration set up by the party) in case of pending U and H payments (pull liquidity from
CLM to RTGS).
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Balance on RTGS [Urgent reserve High reserve

DCA
system = 100 (credit) 4 FEN © &
Incoming high cash 880 50 0 830
transfer from bank B = 4 PES o 4
50
Incoming normal cash 910 50 0 860
transfer from bank C = 4 P o 4
30
Set a new high 910 50 500 360
reservation with PES PES & i

immediate effect = 500

Settlement of urgent 460 0 460
cash transfer in favour 3 3 3 3
of CB = 450 (debit)

Table 78 - Usage of urgent and high reserve — numeric example

5.5.3.2 Limits

5.5.3.2.1 Overview

In general, limits determine the amount of liquidity an RTGS Account Holder is willing to accept as liquidity
outflow for settling credit transfers with priority normal which are to be debited on its RTGS DCA.

The following types of limits can be used in RTGS:

| Dbilateral limit;

[ multilateral limit.

The limits are debit limits and not credit limits, i.e. they define the amount an RTGS Account Holder is willing
to pay:

| to another RTGS DCA in case of a bilateral limit;

| to all other RTGS DCAs towards which no bilateral limit has been defined.
without receiving any incoming payments (i.e. incoming credit transfers) first.

Limits can be defined and managed by RTGS Account Holders or other RTGS Actors that have the
appropriate access rights using A2A or U2A. Further details on the U2A functionality can be found in the
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UHB. Limits are set up at account level, i.e. a bilateral/multilateral limit applies for payments processed on
one specific RTGS DCA only.

During the SoD period, limits are set according to the standing orders (so called defined limit) and are
updated throughout the business day after each relevant credit and debit (so called free limit position). As a
consequence, a normal payment order is only settled if it does not cause a breach of the free limit position.
In case no limit is defined, the RTGS DCA’s liquidity available for the respective priority is available for a
payment.

In general, RTGS Account Holders have the following possibilities.

Modify limits with immediate effect during the business day in RTGS. The modification of limits with
immediate effect includes the increase, the decrease and the reduction to zero. If a limit is set to zero, it
is not possible to increase it again on the same business day.

Create, modify or delete a defined limit in CRDM valid from the following business day(s) (i.e. valid as of
the next business day until next change).

The limitation process consists of the following elements:
definition of bilateral limits towards selected RTGS DCAs;

definition of a multilateral limit towards all RTGS DCAs towards which no bilateral limit is defined.

Objectives for the use of limits

The setting of the limits enables the RTGS Account Holder:

to ensure an early submission of normal payment orders with full control of the liquidity outflow on the
RTGS DCA at the same time;

to avoid free-riding on the liquidity of one RTGS Account Holder's RTGS DCA by another RTGS Account
Holder;

to synchronise the payment order flow with other RTGS DCAs and to promote its early submission.

5.5.3.2.1.1 Bilateral limits

Bilateral position

The bilateral position from RTGS DCA A towards RTGS DCA B is defined as the sum of payments received
from RTGS DCA B (i.e. credits for RTGS DCA A) minus the sum of payments made to RTGS DCA B (debits
for RTGS DCA A). This means if the result is negative, the bilateral limit will be utilised with this amount.

Effect of bilateral limit

With the bilateral limit, the RTGS DCA restricts the use of liquidity when submitting payment orders for
another RTGS DCA. Direct debits effect the bilateral position just the other way round as in case of direct
debits outgoing payments are credits and incoming payments are debits.
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Once a defined bilateral limit has been created in CRDM and is taken into account during the SoD for the
current business day, the defined limit can be changed directly in RTGS with immediate effect throughout the
business day.

5.5.3.2.1.2 Multilateral limits

Multilateral position

The multilateral position from RTGS DCA A is defined as the sum of payments (credits for RTGS DCA A)
received from all RTGS DCAs towards which no bilateral limit has been defined, minus the sum of payments
(debits for RTGS DCA A) made to these RTGS DCAs. This means if the result is negative, the multilateral
limit is utilised with this amount.

Effect of multilateral limit

With the multilateral limit, the RTGS DCA restricts the use of liquidity, when submitting payment orders for
any other RTGS DCA for which a bilateral limit has not been set.

Direct debits affect the multilateral position just the other way round because outgoing payments are credits
and incoming payments are debits.

Once a defined multilateral limit has been created in CRDM and is taken into account during the SoD for the
current business day, the defined limit can be changed directly in RTGS with immediate effect throughout the
business day.

5.5.3.2.1.3 Rules for definition of limits

The creation of standing order limits is done in CRDM and the definition is done per RTGS DCA.

Changes and ‘resetting to zero” of bilateral and multilateral limits with immediate effect for the current
business day are done in RTGS directly.
The following general rules apply.
The minimum amount of a limit is defined by a parameter which is set to one million for the Euro.
It is not possible to define a bilateral limit vis-a-vis CBs. For CB accounts it is not possible to define limits.
A bilateral or multilateral limit with an amount of zero is a limit which is considered as “not defined”.
A multilateral limit can be defined if at least one bilateral limit exists.
Any credits (related to payment orders with normal, high or urgent priority) from an RTGS DCA towards

which a bilateral/multilateral limit is defined, increase the free limit position.

In order to take into account a defined limit (bilateral or multilateral) for the settlement of payments, the
defined limit needs to be defined before the end of the previous business day. This means that a standing
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order limit above one million (in case of Euro) has to be defined in CRDM at the latest before the end of the
previous business day.

Limits are exclusively set by RTGS Account Holders. Only in the case of a technical problem on the RTGS
DCA Holder’s side, the responsible CB may adjust the amount of a limit with immediate effect for the next
algorithm.

5.5.3.2.2 Effect of limits

General effect of limits

The following table explains the effects of limits on the processing and subsequent settlement of payments:

Normal payment

Available liquidity for Balance on RTGS DCA
settlement of normal minus urgent reserve

payments
minus high reserve

Effect of outgoing | Reduction of balance on RTGS DCA

payments (i.e. debits on |

the RTGS DCA?)

Reduction of bilateral or multilateral position (payment orders are queued, if the amount

of the normal payment order is higher than the Free Limit Position)

Effect of incoming | Increase of balance on RTGS DCA
payments (i.e. credits on |
the RTGS DCA?)

Increase of the Free Limit Position

Table 79 - Effects of limits

Bilateral limit

The processing of normal payment orders in case RTGS Account Holder of RTGS DCA A has set a bilateral
limit for RTGS DCA B is illustrated in the following simplified example:

26 Direct debits effect the bilateral/multilateral position just the other way round because outgoing payment orders are credits and incoming payment
orders are debits. Debits related to payment orders with high or urgent priority do not have any effect on the free limit position.

27 Direct debits effect the bilateral/multilateral position just the other way round because outgoing payment orders are credits and incoming payment
orders are debits. Debits related to payment orders with high or urgent priority do not have any effect on the free limit position.
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Bilateral Bilateral limit |Submitted Explanation

relation set normal

payments

RTGS DCA A 3 million Euro 10 million Euro  Up to a maximum of 3 million Euro of RTGS DCA A’s liquidity is
vis-a-vis RTGS used to settle normal payment orders between RTGS DCA A
DCAB and RTGS DCA B.

RTGS DCA B Not relevant in 6 million Euro If RTGS DCA A has sufficient liquidity available, a maximum of
vis-a-vis RTGS  this example 9 million Euro from RTGS DCA A and 6 million Euro from RTGS
DCA A DCA B can be settled.

1 remaining million Euro from RTGS Account Holder A cannot

be settled and are queued until:

| additional payment orders (high/normal) from RTGS DCA B

are settled;

| RTGS Account Holder A increases the bilateral limit on its
RTGS DCA to an amount of 4 million Euro or sets the

bilateral limit to zero.

Otherwise the normal payment orders are not settled and are
rejected by the end of the day.

Table 80 - Processing in case of bilateral limit

Multilateral limit

The processing of normal payment orders in the case of RTGS Account Holder A has set a multilateral limit
is illustrated in a following simplified example (RTGS Account Holder A has not defined bilateral limits on its
RTGS DCA vis-a-vis those RTGS Account Holders’ RTGS DCAs).
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Multilateral Multilateral i Explanation

relation limit set

RTGS DCA A 2 million Euro 20 million Euro  Up to a maximum of 2 million Euro of RTGS DCA A’s liquidity is
vis-a-vis RTGS used to settle payment orders between RTGS DCA A and
DCAs C, D, E, ... RTGS DCAs C, D, E, ...

RTGS DCAs C, Notrelevant in 15 million Euro  If RTGS DCA A has sulfficient liquidity available, a maximum of
D, E, ... vis-a-vis this example 17 million Euro from RTGS DCA A and 15 million Euro from
RTGS DCA A RTGS DCAs C, D, E, ... can be settled.

3 remaining million Euro from RTGS DCA A cannot be settled

and are queued until:

| additional payment orders (high/normal) of RTGS DCAs C,
D, E, ... are settled;

| RTGS Account Holder A increases the multilateral limit on
its RTGS DCA to an amount of 5 million Euro or sets the

limits to zero.

Otherwise the normal payment orders are not settled and
rejected by the end of the day.

Table 81 - Processing in case of multilateral limits

5.5.3.3 Dedication of liquidity for ancillary system settlement

For the settlement of ancillary systems the RTGS Account Holder can “set aside” liquidity for this purpose
only.

Depending on the settlement procedure the ancillary system is using, the liquidity needs to be provided on
different accounts:

| sub-account for the AS settlement procedure C (account owner = RTGS Account Holder);

| AS technical account for AS settlement procedure D (account owner = ancillary system or its CB).

Moreover, the RTGS Account Holder can open a dedicated RTGS DCA (account owner = RTGS Account
Holder) which is used for ancillary system settlement only.

To transfer liquidity to the RTGS DCA Holder's sub-account or to the AS technical account, the following
possibilities can be used.

| Setting-up of standing order liquidity transfer orders by the RTGS Account Holder in CRDM. These
become effective as of the next business day;
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Immediate liquidity transfer orders initiated by the RTGS Account Holder using a LiquidityCreditTransfer
(camt.050) [* 501] messages (in case of AS settlement procedure C), FinanciallnstitutionCreditTransfer
(CORE and COV) (pacs.009) [ 589] messages with code word “SBTI” (in case of AS settlement
procedure D) or via dedicated RTGS GUI liquidity transfer screens (for AS settlement procedures C & D);

Immediate liquidity transfer orders initiated by the ancillary system using an ASTransferlnitiation debiting
the AS settlement bank’s RTGS DCA and crediting the AS settlement bank’s sub-account (AS settlement
procedure C) or the technical account (AS settlement procedure D).

For AS settlement procedure D standing order liquidity transfer orders are executed only once with the start
of the mandatory procedure. For settlement procedure C, standing order liquidity transfer orders are
executed with each start of a procedure (one mandatory and multiple optional procedures during the
respective settlement window).Different amounts for both procedures can be specified. Further details can
be found in chapter Ancillary system settlement [ 133]. Immediate liquidity transfer orders are executed with

immediate effect during an open procedure with no cycle running (cycles are only applicable to AS
settlement procedure C). When a cycle is running, the liquidity transfer is executed only in case it leads to a
liquidity increase on the sub-account.

In case the available liquidity on the RTGS DCA is not sufficient, the following shall apply.

If the total sum of all standing order liquidity transfer orders of a AS settlement bank is larger than the
liquidity on its RTGS DCA, all standing order liquidity transfer orders are reduced in a pro-rata mode, i.e.
the existing liquidity is divided by the total sum of standing order liquidity transfer order and the resulting
factor is used to reduce each standing order liquidity transfer orders of this account holder (mandatory
procedure). In optional procedure of AS settlement procedure C the standing order liquidity transfer order
is rejected.

An immediate liquidity transfer order initiated by the AS settlement bank is rejected.

An immediate liquidity transfer order initiated by the ancillary system (or CB on behalf of the ancillary
system) is partially settled up to the available liquidity on the RTGS DCA.

5.5.3.4 Floor/ceiling

5.5.3.4.1 Definition of floor/ceiling threshold

The RTGS Account Holder can define a minimum (“floor”) and/or maximum (“ceiling”) threshold amount for
its RTGS DCA(s) in CRDM. The RTGS Account Holder has the option to choose what shall be done by
RTGS once the balance is below the defined floor or above the defined ceiling amount.

Two options are available which can be combined.

1. RTGS generates a notification to be sent to the RTGS Account Holder as the owner of the RTGS DCA
informing about the floor/ceiling breach (upon which the RTGS Account Holder can take action).
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2. RTGS automatically generates an inter-service liquidity transfer to pull liquidity from the MCA to be
debited in case the floor is breached on the RTGS DCA or RTGS pushes liquidity to the MCA to be
credited in case the ceiling threshold was breached. When using this functionality, the RTGS Account
Holder needs to define also a target floor amount and a target ceiling amount for its RTGS DCA.

For details on the relevant configurations see chapter “Account Threshold Configuration” in the CRDM
UDFS.

The check on floor/ceiling breach is only triggered after the settlement of a payment order or an AS transfer.
It is not triggered after the settlement of liquidity transfers.

5.5.3.4.2 Breach of floor/ceiling threshold - notification

If the RTGS Account Holder chooses the first option, RTGS generates and sends out a notification with the
information that the balance on the RTGS DCA is below the floor or that the balance on the RTGS DCA is
above the ceiling respectively:

in U2A an error message will be displayed as an alert (refer to the respective part of the RTGS UHB);

in A2A mode (ReturnAccount (camt.004) [ 430], Process RTGS floor and ceiling [ 295]).

The natification is sent every time the threshold is breached. However, RTGS does not send the notification
again if, after having passed the threshold, the balance of the RTGS DCA remains consistently below the
floor or above the ceiling threshold defined.
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Figure 43 - Breach of floor/ceiling threshold - notification

5.5.3.4.3 Breach of floor/ceiling threshold - rule-based liquidity transfer

If chosen by the RTGS Account Holder, RTGS creates and releases an inter-service liquidity transfer:

In case of a breach of the floor threshold the needed amount is pulled from the MCA to be debited and
credited on the RTGS DCA.

— The MCA used is the “Account to be debited for floor breach” defined in CRDM .

— The amount to be transferred is the difference between the current balance on the RTGS DCA and
the predefined target amount. The target floor amount could be different, but is in any case equal or
above the floor amount. In case of insufficient liquidity on the MCA, the liquidity transfer is settled
partially and no pending orders are generated for the remaining amount necessary to bring the
balance of the RTGS DCA above the floor.

In case of a breach of the ceiling threshold the amount is pushed to the MCA to be credited in CLM
where it is credited and the RTGS DCA is debited.

— The MCA used is the “Account to be credited for ceiling breach” defined in CRDM.

— The amount to be transferred to the MCA is the difference between the current balance and the
predefined target ceiling amount. The target ceiling amount could be different but is below the ceiling
amount.
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— The target amount for the ceiling is independent from the target amount of the floor threshold and
could be the same.

In case the RTGS Account Holder has chosen this option, RTGS provides a notification on the breach of the
floor/ceiling as well.

After the successful execution of the rule-based inter-service liquidity transfer, the amount on the RTGS DCA
is again within the boundaries of the floor or ceiling amount.

Ceiling amount breached Ceiling amount breached
-> Amount sent to MCA -> Amount sent to MCA
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Figure 44 - Breach of floor/ceiling threshold - rule-based liquidity transfer

5.5.3.5 Rule-based liquidity transfers due to queued payment orders or AS transfer orders

The RTGS Account Holder can define in CRDM for each RTGS DCA that RTGS generates an inter-service
liquidity transfer order in case an urgent payment order, an AS transfer order or an high priority payment
order gets queued:

the related rule in CRDM can be configured for the following two scenarios on RTGS DCA level:
— an urgent payment order or an AS transfer order gets queued;

— an urgent payment order, an AS transfer order or a high priority payment order gets queued.
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if the respective configuration rule has been set, an inter-service liquidity transfer order to pull liquidity
from the linked MCA to the impacted RTGS DCA is triggered, when the respective payment order or AS
transfer order gets queued:

the used MCA is the one linked to the RTGS DCA as defined in CRDM,;
the amount to be transferred is determined as follows:

— In case an urgent payment order gets queued (i.e. after the first settlement attempt only), the amount
to be transferred is the difference between the RTGS DCA balance and the sum of all currently
gueued urgent payment orders and AS transfer orders (including the urgent payment order or AS
transfer order which triggered the rule-based liquidity transfer).

— In case a high priority payment order gets queued, the amount to be transferred is the difference
between the account balance and the sum of all currently queued urgent payment orders and AS
transfer orders and high priority payment orders (including the high priority payment order which
triggered the rule-based liquidity transfer). An urgent reservation — if defined — is not considered for
the calculation, i.e. the whole RTGS DCA balance is taken into account for the calculation of the

amount to be transferred.

In case of insufficient liquidity on the linked MCA, the inter-service liquidity transfer is settled partially and no
gueued orders are generated for the remaining amount necessary for the settlement of the queued payment
orders or AS transfer orders.

The functionality is not offered for queued normal payment orders.

A rule-based liquidity transfer is not triggered in case an automated liquidity transfer gets queued or is
already pending in the queue of the RTGS DCA.

After the successful (full or partial) execution of the inter-service liquidity transfer, the event-oriented
resolving process for the queue is triggered due to the liquidity increase on the RTGS DCA. For queued AS
transfer orders related to AS settlement procedure B the algorithm “partial optimisation with ancillary system”
is continued after execution of the liquidity transfer (partial or full execution). Further details can be found in
chapter Settlement of queued urgent/high cash transfers [ 125] and Settlement of queued normal payments
[ 126].

5.6 Information management for RTGS
5.6.1 RTGS status management

5.6.1.1 Concept

RTGS informs its RTGS Actors of the processing results for any kind of object. This information is provided
to the RTGS Actors via a status reporting which is managed by the status management. The communication
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of the status to RTGS Actors is complemented by the communication of reason codes. In case of negative
results of an RTGS process, RTGS provides the respective error code(s) accordingly.

5.6.1.2 Overview

The status management process manages the status updates of the different objects (e.g. payment orders,
liquidity transfers, amendment instructions) existing in RTGS in order to communicate relevant status
updates via status advice messages to the RTGS Actors throughout the lifecycle of the object. Some status
notifications are mandatory, others are provided on an optional basis. Status information on push basis is
only available in A2A mode. Respective status advice messages are pushed via store-n-forward network
service.

The status of an object is indicated through a value, which is subject to change through the lifecycle of the
object. This value provides RTGS Actors with information about the situation of the object with respect to a
given RTGS process at a certain point in time.

Since each object in RTGS can be subject to several processes, each object in RTGS has several statuses.
However, each of these statuses has one single value at a certain moment in time that indicates the object’s
situation at the considered moment. Depending on its object type, an object is submitted to different
processes in RTGS. Consequently, the status featuring each object depends on the considered object type.
The following chapters provide:

the generic principles for the communication of status and reason codes to RTGS Actors;

the list of status featuring each object type as well as the possible values for each of these statuses.

Reason codes are provided within the respective message documentation in MyStandards and in chapter
Index of validation rules and error codes [ 627].

5.6.1.3 Status management process

5.6.1.3.1 Status communication and types

Communication of status and reason codes to RTGS Actors

RTGS Actors can query the status values and reason codes of the objects linked to their instructions (e.g.
payment orders, liquidity transfers, tasks, reference data updates) during the day.

The status can be classified into two different types, common to all types of object.

“Intermediate status”: in general an object has more than one status in its lifetime. If the status of an
object is not a final status type, then the object is still being processed in RTGS. With each step in the
process of the object the status changes until a final status is reached. Further status updates are
communicated to the RTGS Actor if reached.
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“Final status”: this is the last status of an object (i.e. the status that an instruction has when processing
for that object ends). At a point in time, any object in RTGS reaches a final status, all respective
processes are completed.

For some specific status updates, the status management process informs the RTGS Actor of the status
change by means of the sending status advice messages (according to their message subscription
configuration — refer to chapter Messaging [ 62]).

Status and status values in RTGS

As previously mentioned, the status of an instruction depends on the considered instruction type. The
following paragraphs provide the list of statuses and status values. None of the statuses are stored for
processing of queries.

Further details on the Unified Modelling Language (UML) conventions can be found in chapter Processes
with RTGS [ 251].
RTGS statuses are:

RTGS inbound file status;

RTGS message status;

ancillary system batch message status;

cash transfer status;

task queue status.

5.6.1.3.2 RTGS file status

Indicates the status of the file in RTGS and it can have the following status:

Accepted
.

Rejected =
—J\ Failed file Successful file

validation validation

Intermediate status Final status

Figure 45 - RTGS inbound file state diagram
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Status value|Definition Direction [Transition |Intermediat [Reported

via status
notification

Accepted File status if an incoming file is finally Inbound - Final -

processed with positive validation result.

Rejected File status if an incoming file is finally Inbound - Final Mandatory
processed with negative validation result.

Table 82 - RTGS inbound file statuses

5.6.1.3.3 RTGS message status

Indicates the status of the message in RTGS and it can have the following status:

Rejected Accepted
Q Failed Successful K

message message
validation validation

Intermediate status Final status

Figure 46 - RTGS inbound message state diagram

Status value |Definition Direction [Transition

via status
notification

Accepted Message status if an incoming message is Inbound - Final -
finally processed with positive validation result.

Rejected Message status if an incoming message is Inbound - Final Mandatory
finally processed with negative validation result.

Provided Status of an outgoing message sent to ESMIG. Outbound - Final -

Table 83 - RTGS message statuses
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5.6.1.3.4 Ancillary system batch message status

Indicates the status of an AS batch message in RTGS. The transition diagrams are separated per AS
settlement procedures. It can have the following status:

Status transition diagrams | and |l

) Blocked ancillary
Blocking system transfer
identified i ifi
orders identified ﬁ >(Pe"ding decisian on blocking]

Blocked ancillary
system identified

Unblocking with
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blocked

No blocking
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il Blocked
systemi?;s?g ancillary
orders Processing Processing _system
\ rejected rejected identified
Stopped due to blocking) >@

Unblocking

without . Released for
identification of (Re]ected atgroup IeveD processing
blocked
ancillary é

system transfer

orders \)
1 Information period
é

Start of information
period reached

No information
period specified

End of information
k period reached Blocking identified
(=
Processing
rejected

© ©
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Settlement
procedure A

Settlement
procedure B

No full @

settlement

of ancillary
system
batch

debit settlement
On debit settlement <

Settlement of ancillary
system batch

Settlement of
ancillary
system batch

No settlement of

ancillary system Accounting processed\/
batch VA

Settlement of
ancillary
system batch

©

—

Blocking
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>(2)

No
blocking
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Processing not rejected
and no guarantee
mechanism invoked
Processing
rejected
! Guarantee
mechanism
invoked
[On guarantee mechanism)
Processing Blocking
rejected identified @
Settlement of
ancillary

system batch
D ©

Intermediate status

Figure 47 - Status transition diagram | and I
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Status transition diagram lll
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Figure 48 - Status transition diagram Il
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Figure 50 - Status transition diagram V
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Definition

Stopped due This status is applied to an AS batch message Pending decision on Intermediate -
to blocking  and to all AS transfers within this AS batch blocking,
message in case of blocking of the ancillary waiting for end of cycle

system having submitted it. In case of blocking,
. . information period,
the CB may either agree or disagree on the

processing of the AS batch message. on guarantee mechanism,

on settlement debit,
rejected at group level,
queued,

accounting processed

Pending This status is applied to an AS batch message Stopped due to blocking, Intermediate -
decision on in case of blocking of an RTGS Account Holder waiting for end of cycle,

blocking involved in an AS transfer order of this AS

information period,
batch message.

on guarantee mechanism,
on settlement debit,
rejected at group level,
queued,

accounting processed

Waiting for  AS liquidity transfer waiting for end of cycle. Accounting processed, Intermediate -

end of cycle rejected at group level

Information  This status applies if the optional connected Stopped due to blocking, Intermediate  Mandatory
period mechanism “information period“ is selected for pending decision on

the relevant AS batch message, between the blocking

start and the end of this information period.
on settlement debit,
queued,
accounting processed,

rejected at group level

On If all AS transfers are not settled (lack of Stopped due to blocking, Intermediate Mandatory

guarantee  liquidity by the end of settlement period) the pending decision on

mechanism ancillary system is asked on the use of the
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guarantee account. blocking,
on settlement debit,
queued,
accounting processed,

rejected at group level

On This status only applies to AS batch messages, Queued, Intermediate -

settlement  while the settlement attempts to settle the debit stopped due to blocking,

debit AS transfers.
pending decision on
blocking,
on guarantee mechanism,
rejected at group level
Queued Status of an AS batch message which is ready Stopped due to blocking, Intermediate -

for settlement. Queued AS batch messages are pending decision on

waiting for the next settlement attempt. blocking

on guarantee mechanism,
on settlement debit,
accounting processed,

rejected at group level

Accounting The AS batch message has been finally - Final Mandatory

processed  processed by the settlement.

Rejected at  AS transfers already rejected at group level. - Final Mandatory
group level

Table 84 - AS batch message statuses

Some status values do not apply to all settlement procedures. Find hereafter the list of possible values per
AS settlement procedure:
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Status value

Stopped due to blocking X X X X X
Pending decision on blocking X X X X X
Waiting for end of cycle - - X - -
Information period X X - - X
On guarantee mechanism X X - - -
On settlement debit X - - - -
Queued X X X X X
Accounting processed X X X X X
Rejected at group level X X X X X

Table 85 - List of status values per AS settlement procedure

5.6.1.3.5 Cash transfer status

Indicates the status of the cash transfer in RTGS and it can have the following status:
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Value date greater than

current business day ( \
>l Warehoused

Value date less than or equal
to current business day

Value date reached Revalidation failed

. ) Revocation
Various reasons e.g. from time

not reached or blocking

Various reasons e.g. from time reached Revocation

or positive decision for blocking

Settlement eligible Various reasons e.g. negative

decision for blocking

A

Missing
liquidity
available
Settlement stopped

due to blocking

Submitted from Revocation
queue resolufion

Partial )
settlement Settlement failed

Full settlement

Garlially settle(D [ Settled ] [ Revoked ] [ Rejected )

Intermediate status Final status é

Figure 51 - Cash transfer status diagram
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Warehoused Status of a cash transfer with a value date of a Earmarked, Partially Intermediate
future business day and status of a cash transfer  settled, Queued,
with the value date of the current business day Revoked, Rejected,
until it is forwarded to the processing at the start of Settled
the business day. From then on they are
processed normally. To this cash transfer status a

time stamp is stored.

Earmarked  Status of a cash transfer which is ready for Queued, Partially Intermediate -
settlement but not taken into account for various  settled, Revoked,
reasons. The following scenarios are summarised Rejected, Settled

in this status:
| pending start of settlement;

| settlement stopped due to earliest debit time

indicator;

| AS settlement not yet started due to active

information period;
| settlement stopped due to blocking;
| pending decision on blocking;
| waiting for end of cycle;
| waiting for completion of debits;

| waiting for algorithm“partial optimisation with

ancillary system” (Settlement of queued

normal payments [ 126]).

Queued Status of a cash transfer which is ready for Earmarked, Partially Intermediate -
settlement. Queued cash transfers are waiting for  settled, Revoked,
the next settlement attempt. To this cash transfer Rejected, Settled

status a time stamp is stored.

Partially Status of a cash transfer after settlement with an - Final Mandatory
settled amount lower than originally instructed. For the

remaining (unsettled) amount a new cash transfer

is created. For further details see chapter

Execution of liquidity transfers [ 178].
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Revoked Status of a cash transfer which is revoked by a - Final Mandatory
system user i.e. by an action to prevent the

settlement of a cash transfer order.

Rejected Status of a cash transfer which is rejected by the - Final Mandatory
system i.e. by an action to refuse to continue

processing

(all cash transfers with error code, except error

code for revoked).

Settled Status of a cash transfer after settlement. Final - Final Optional for
cash transfers cannot be revoked. To this cash payment
transfer status a time stamp is added. orders,

mandatory for
liquidity
transfers

Table 86 - Cash transfer status

5.6.1.3.6 Task queue order status

Indicates the status of the task queue order in RTGS and it can have the following status:
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Rejected during input validation

Successful input
validation

2 eyes

4 eyes
task entry

task entry

To confirm

E.g. deletion during EoD \)

Withdrawn by initial or second user

Confirmed
by second
user

Confirmed

E.g. deletion during EoD \)

Withdrawn due to other task J
Task execution attempt
No execution i
possible so far Partial
execution

Partial execution \)

Partially pending

E.g. deletion during EoD \)

Withdrawn due to other task

Full execution

()

Completed

Intermediate status Final status

Figure 52 - Task queue order state diagram
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Additional information concerning the reason codes are also provided in Chapter Index of validation rules
and error codes [+ 627].

Status value |Definition Transition possible |Intermediat
to status e/final

status

To confirm The task must be confirmed by a second Confirmed, withdrawn, Intermediate -
user and is not processed until another user rejected
action or a system —side rejection
reactivates the processing. This status can
only occur in U2A for four-eyes principle. It is
the only status in which a task revocation
(and confirmation) is possible directly via

respective screens.

Confirmed The task is confirmed by a second user and Pending, partially Intermediate -
is ready for further processing. This status  pending, completed,

can only occur in U2A for four-eyes principle. withdrawn, rejected

Pending A task should be stored with status Partially pending, Intermediate -
“pending”, if the task was already tried to be completed, withdrawn,
processed at least one time but it could not  rejected
be finalised. The processing was interrupted
after the storage of entries initiated by the
task and before the final processing of these
entries. The task is updated and further
processed, if the preconditions for the
pending status (e.g. liquidity increase) are

changed.

Note: Tasks with status “pending” can only
be revoked via a new task. This processing

rule applies for:

| current reservations (see chapter
Reservation [ 191]);

| current limits (see chapter Limits
[ 196]).

Partially pending A task should be stored with status “partially Completed, withdrawn, Intermediate = Mandatory
pending” if the user's order cannot be rejected

processed completely (e.g. an increase of
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Status value Definition

reservation cannot be executed completely
because of lack of liquidity). The order is
processed as far as possible. The task is
updated and further processed, if the
preconditions for the “partially pending”

status (e.g. liquidity increase) are changed.

Withdrawn Status based on an action by the user to - Final Mandatory
prevent the processing during the four-eyes

approval process.

Rejected Status based on an action by the systemto - Final Mandatory

refuse to continue processing.

Completed The task was processed successfully and - Final Mandatory
the business case stemming from the task is
final. The tasks changing an existing
business case (like queue management) are
completed, if the respective action is
completely processed. The managed
payment order does not have to be final. To
this task queue status a time stamp is
added.

Table 87 - Task queue order status

5.6.2 RTGS report generation

5.6.2.1 Concept

RTGS provides the possibility to periodically create the predefined report “Statement of account”. RTGS
triggers the generation of the “Statement of account” report based on the reference data configuration. The
“Statement of account” is provided during the EoD processing. The report is not created intraday (i.e. it is not
possible to define a scheduled time for receiving the report). Further details on the business day are
provided in the chapter Business day [* 73]. Depending on the RTGS Actor’s preferences the report is either
sent out directly after creation or stored for later retrieval.
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Report name ISO message ISO code

Statement of accounts BankToCustomerStatement BankToCustomerStatement

(camt.053) [ 505]

Table 88 - Report “Statement of accounts”

The respective business process is described in chapter Receive RTGS report [ 365].

Note: Specifities for U2A only RTGS Account Holders are described in the RTGS UHB.

Moreover an RTGS Directory will be created each business day (at 17:00) in order to provide routing
information for RTGS Participants. More details can be found in CRDM UDFS chapter “RTGS Directory”.

5.6.2.2 Overview

The report “Statement of account” includes information on one single cash account of an RTGS Actor. It is
not possible to receive one combined “Statement of account” for more than one cash account. Furthermore it
does not include information from other settlement services, i.e. there is no report including combined
information of CLM and RTGS.

The report provides information about all items that have been settled on a cash account and balance
information of the current business day. This rule applies independently of the value date included in the
payment order, see transmission of unprocessed payment orders with original settlement date due to backup
scenario in chapter Subsequent submission of individual payment orders [ 109].

It is provided as complete report i.e. no delta version is offered.

Report configuration and message subscription for notifications are different functionalities, i.e. no message
subscription reference data is needed in case the report should be created and sent (later in case of push
mode).

5.6.2.3 Report generation process

Preconditions for report creation

In order to avoid unnecessary processing and storage RTGS does not create reports automatically. So, to
initiate the creation of a report, the report receiver has to configure the report in advance. The configuration
of the report has to be done via the GUI for the reference data, which is described in the UHB.

This configuration is stored as reference data and is valid until the “valid to” date stored within the report
configuration is reached. Further details are provided in the chapter Messaging [* 62] and in the chapter
Common reference data maintenance process .
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Moment of data extraction

The creation of a “statement of accounts” report is always triggered during the EoD period of RTGS after
finalisation of settlement processes [RTGS process “EoD reporting”] — see End-of-day period (18:00 — 18:45
CET) [ 88]. A new report configuration can be set-up at the earliest for the next business day. The

respective component only creates those reports, whose report configuration is valid at the current business
day.

Availability of the reportin RTGS

A generated report is available for download until it is replaced by a new (next) version of it, i.e. a report that
is created during the EoD of the current business day replaces the report that was created during the EoD of
the previous business day. The replaced report is no longer available for download in RTGS. In A2A mode
RTGS pushes the specific report, provided that the push preference for the report is stored for the respective
recipient in reference data (i.e. report configuration). The message is sent out based on the routing
information stored for the RTGS Actor. Alternatively the report is just stored after generation and can be
downloaded in pull mode.

Parameters for the set-up of areport

The following parameters are created and updated by the CRDM Actor (see Table Report Configuration) for
the set-up of a report:

Parameter Mandatory/opt |Possible values Further information

Report type Mandatory Statement of accounts

Concerned account Mandatory Cash account

Possible recipient of a report Mandatory RTGS Actor

Communication channel Mandatory Push mode, pull mode

Valid from Optional Date If not stated, the next business
date shall be used by default.

Valid to Optional Date The field “valid to” is the only field

that can be amended after the
report configuration has been

stored.

Table 89 - Parameters for the set-up of a report

Concerned account

Each report provides information on a certain scope of data. The data scope is indicated by the cash account
for which it is configured. The feature is available for all cash account types (including RTGS sub-accounts).
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The concerned account has to be specified, when the report is configured for the first time. It is necessary to
store one configuration per cash account and recipient for which the report should be created.

Possible recipients of areport

All reports can be received by the technical address of:
concerned account owner;
another authorised party.

A created report can be received by one or several receivers. Each RTGS Actor can decide, if they wish to
receive a report directly after its creation or rather query it on an ad hoc basis.

If a recipient wishes to receive a report directly after its creation, this has to be stored in the reference data
configuration of the report in CRDM (communication channel = push mode). In this case reports can be
received by the technical address defined for the cash account or by the technical address defined for the
other authorised party see chapter Communication between RTGS and RTGS Actors [ 41].

If a recipient does not wish to receive a report directly after its creation but to be able to retrieve it afterwards,
this has to be stored in the reference data configuration of the report as well (communication channel = pull
mode).

Furthermore the recipient is stored as recipient of a report independent of the configuration with push or pull
mode.

For information about the set-up of a report configuration for a specific concerned report recipient, see UHB
chapters related to report configuration set-up.

5.6.3 Query management for RTGS

5.6.3.1 Concept for RTGS

Queries are provided by RTGS to the submitting actor as a means of satisfying the information needs on
demand. The submitting actor can obtain information on different business items by submitting query
requests to RTGS. These are answered on the basis of the latest data available.

For requests on RTGS queries using the specified (optional and mandatory) search and return criteria are
available. Thus actors are not able to define these criteria by themselves.

The respective business process is described in chapter Send RTGS query [ 362].
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5.6.3.2 Overview for RTGS

RTGS provides a range of predefined query types, which the submitting actor can use to request information
on business items. The offered queries are available for all authorised submitting RTGS Actors.

They can send query requests to RTGS in A2A mode or in U2A mode. Generally, all these query requests
are processed in real-time. Exceptions occur during the maintenance window. During the maintenance
window query management does not service any requests. In case ESMIG is available and the network
interface is not closed, an A2A query request during business service maintenance window is handled by
using Timeout and oversized management. As regards information on routing see chapter Communication
between RTGS and RTGS Actors [ 41]. In case the network interface is closed, NSP informs the authorised
submitting actor about the closure of the real-time channel.

5.6.3.3 Query management process for RTGS

Initiating queries for RTGS

In order to obtain the desired information the submitting actor needs to submit a query request to RTGS. For
the communication with RTGS in A2A mode all query and response messages are set up as XML messages
compliant with the 1ISO20022 standard. For the communication with RTGS in U2A mode a GUI based on a
standard browser application is provided.

In general an authorised submitting actor can send each query request in A2A mode as well as in U2A
mode. However, there are some queries which are only accessible via U2A mode. Query availability in the
respective communication mode is shown in the table below. The respective messages are listed in table:
Table 155 - A2A messages for query processing [ 365]. Query request and return criteria are described in

detail in RTGS UHB for U2A mode and in chapter List of messages [ 408] with link to MyStandards for A2A
mode.

Query type Initiation via GUI Initiation via XML message
(U2A mode) (A2A mode)
Account balance query X X
Account statement query X X
AS batch query X -
Audit trail for RTGS query X -
Broadcast query X -
Cash transfer query X X
Current limits query X X
Current reservations query X X
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Query type Initiation via GUI Initiation via XML message
(U2A mode) (A2A mode)

Event query X X

File query X -

Message query X -

System time query X X

Task queue query X -

Table 90 - Initiating queries for RTGS

The different types of queries in RTGS are static regarding the set of selection parameters, which can be
mandatory, optional or conditional.

Preconditions for successful processing of queries

RTGS validates the plausibility of search criteria that were specified by the submitting actor. In addition,
RTGS ensures that the submitting actor of the query is allowed to initiate the query and to retrieve the
requested information by checking, whether the submitting actor possesses all necessary privileges granted
in advance (taking into account the validity dates) and ensuring the data scope.

Providing data for queries

If all checks performed by RTGS are successful, it extracts the requested business information from the
production data. The submitting actor receives the latest available data.

If any plausibility or authorisation checks performed by RTGS fail, the submitting actor receives a response
specifying the error(s) using the respective error code(s).

Retrieving the query response

In case the extraction of the query data is successful, the RTGS sends a query response containing the
requested business information back to the requesting actor. In case the extraction of the query data returns
a zero result, the submitting actor receives appropriate information. If the retrieval of the query result fails,
then an error response is provided to the submitting actor.

If the submitting actor has sent the query via U2A mode, the response is given to the same submitting actor
in U2A mode.

Note: Comprehensive information on the U2A dialogue is provided in the RTGS UHB.

If the submitting actor has sent the query via A2A mode, the response is given to the same component user
in A2A mode. RTGS does not allow the routing of the query response to a dedicated technical address.
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Parameter synthesis

No specific configuration from the submitting actor is needed.

5.6.4 Broadcasts

Broadcasts are information messages that RTGS simultaneously provides to users in U2A and A2A- the
latter, when the user has opted for A2A broadcasts. Broadcasts are either settlement-related or operations-
related.

RTGS automatically generates settlement-related broadcasts on the basis of an explicitly defined business
case.

A CB or the operator creates operations-related broadcasts through an U2A request. They can be sent as
normal or alert broadcasts. RTGS (CB) Account Holders are the recipients of broadcasts.

A2A broadcasts are system-generated messages which RTGS sends independently from an account. RTGS
sends an A2A broadcast to the broadcast subscribing party on the basis of the defined routing configuration
for notifications being not a response to an instruction but belonging to a business case triggered by an
instruction (see chapter Communication between RTGS and RTGS Actors [+ 41]).

5.6.4.1 Settlement-related broadcasts

RTGS automatically generates settlement-related broadcasts on the basis of the following exhaustive list of
specified business cases:

Business case [U2A Linked business Linked process description

availability [availability |description

Latest debit time  Yes Yes Execution time [ 105] Initiate RTGS reject time or till time
warning (reject broadcast [ 298]

time or till time)

Process RTGS reject time or till time
broadcast [ 299]

AS settlement Yes Yes AS settlement procedure A Initiate information period broadcast

procedure A - [ 138] [ 323]

information period Information period [ 167] Process information period broadcast
[ 324]

AS settlement Yes Yes AS settlement procedure A Process AS batch revocation

procedure A — AS [ 138] broadcast [ 340]

batch message Information period [ 167]

revoked

AS settlement Yes No
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Business case [U2A

Linked business

availability [availability |description

Linked process description

procedure A — AS
batch message
rejected for
blocking of an AS

settlement bank

AS settlement Yes No
procedure A -

queuing for

liquidity

AS settlement Yes Yes

procedure A -

settlement failure

AS settlement Yes Yes
procedure B -

information period

AS settlement Yes Yes
procedure B — AS
batch message

revoked

AS settlement Yes No
procedure B — AS

batch message

rejected for

blocking of an AS

settlement bank

AS settlement Yes No
procedure B -

queuing for

liquidity

AS settlement Yes Yes

procedure B -

settlement failure
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AS settlement procedure A
[ 138]

AS settlement procedure A
[ 138]

Guarantee fund mechanism

[ 170]

AS settlement procedure B
[ 142]

Information period [ 167]

AS settlement procedure B
[ 142]

Information period [ 167]

AS settlement procedure B
[ 142]

AS settlement procedure B
[ 142]

Guarantee fund mechanism

N/A

Broadcast AS batch settlement failure
[ 319]

Initiate information period broadcast
[ 323]

Process information period broadcast
[ 324]

Process AS batch revocation
broadcast [ 340]

N/A

Broadcast AS batch settlement failure

[ 319]
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Business case [U2A

Linked business

Linked process description

availability [availability |description

AS settlement Yes No
procedure C - AS

batch message

rejected for

blocking of a

settlement bank

AS settlement Yes No
procedure D - AS

batch message

rejected for

blocking of a

settlement bank

AS settlement Yes Yes
procedure E -

Information period

AS settlement Yes Yes
procedure E -
revocation of AS

transfer order
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[ 170]

AS settlement procedure E

[ 162]

Information period [ 167]

AS settlement procedure E

Initiate information period broadcast

[ 323]

Process information period broadcast

[ 162]

Information period

[ 324]

Process AS batch revocation

broadcast [ 340]
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Business case [U2A

Linked business

Linked process description

availability [availability

AS settlement Yes No
procedure E -

Reject for blocking

of a settlement

bank or an AS

settlement bank or

an AS

AS settlement Yes No
procedure E -

queuing for

liquidity

AS settlement Yes No
procedure E —

blocked AS

transaction

disagreed during

Information Period

description

AS settlement procedure E

[ 162]

AS settlement procedure E

[ 162]

AS settlement procedure E

[ 162]

Table 91 - Settlement-related broadcasts in RTGS

5.6.4.2 Operations-related broadcast

N/A

A CB or the operator creates operations-related broadcasts through a U2A request:

A2A Linked process description

availability

Yes Yes

Initiate RTGS operations-related broadcast [ 369]

Process RTGS operations-related broadcast [ 369]

Table 92 - Operations-related broadcasts in RTGS

5.7 Provisioning of data for billing

RTGS provides the following transactional data for billing:

| submitting actor of the message;

| cash transfer type;

| number of transmissions;
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business day.

5.8 Impact of blocking on the processing of cash transfer orders

A CB can block a party as a whole or individual cash accounts. Details on the blocking of a party are
provided in chapter Blocking/unblocking party [ 53] and details on the blocking of a cash account are
provided in chapter Blocking/unblocking account [ 63].

Depending on the option chosen by the responsible CB, a cash account is blocked for:

1. debits and credits;

2. debits only;

3. credits only.

In case a cash account is blocked with immediate effect for debits and credits, the processing for the cash
transfer orders which are affected by the blocking is as follows.

No cash transfer orders (depending on the kind of blocking) can settle automatically on this cash
account.

Cash transfer orders involved in a running algorithm are not directly affected by the blocking and the
algorithm is not stopped. If the optimisation algorithm:

— is successful, the involved cash transfer orders are settled;

— fails, the cash transfer orders are set to status “earmarked” and require the explicit confirmation by
the responsible CB before any further settlement attempt takes place.

In principle, all queued cash transfer orders are set to “earmarked” after the blocking became effective
and each cash transfer order requires the explicit confirmation by the CB before any further settlement
attempt can take place.

New cash transfer orders received in RTGS which shall settle on the blocked RTGS DCA are stored for
confirmation by the CB (i.e. an agreement of the CB is required).

— If the CB gives its confirmation, the cash transfer orders will run through the Entry disposition [ 117].

If they cannot be settled in the entry disposition.

— Payment orders and AS transfer orders are queued and are included in the process of Dissolution of
the payment queue [+ 125].

— Liquidity transfer orders — with the exception of automated liquidity transfer orders - are rejected after
the unsuccessful settlement attempt.

— If the CB disagrees, the cash transfer orders are rejected (see Disagree on cash transfer order or AS
batch due to blocking in RTGS [ 343)).

Warehoused payment orders need to be confirmed by the responsible CB on the intended settlement
day before they can run through the entry disposition.
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As soon as an RTGS DCA is blocked, no standing order liquidity transfer orders are generated anymore
debiting the blocked RTGS DCA.

In case of inter-service standing order liquidity transfer orders the blocking status of the cash account to

be credited is not checked by RTGS. The detailed handling is up to the respective receiving settlement

service.

Intra-service standing order liquidity transfer orders are not created in case:

— the cash account to be debited is blocked for debits or;

— the cash account to be credited is blocked for credits or;

— the standing order liquidity transfer order is related to an AS and the AS is blocked.

Note: The confirmation of cash transfer orders is done by the responsible CB via the GUI. Nevertheless,

organisational rules outside RTGS may be implemented to involve other bodies, depending on the legal

requirements of each country before the CB confirms the earmarked cash transfer orders.

Once an RTGS DCA is blocked, all linked sub-accounts are blocked as well.

In case an RTGS DCA is either blocked for debits or for credits only, the same processing as described

above does apply, but only for the relevant cash transfer orders (i.e. either debits only or credits only).

The following table provides an example on the handling of liquidity transfer orders in RTGS in case the

account is blocked for debits:

Immediate liquidity transfer order

Automated liquidity transfer order

Rule-based liquidity transfer order

Standing order liquidity transfer order

An immediate transfer of liquidity initiated by the RTGS Account Holder or
another authorised RTGS Actor in A2A or U2A is set to “earmarked” and needs
to be confirmed by the responsible CB before any settlement attempt takes

place.

An inter-service liquidity transfer order stemming from CLM due to
queued/pending CBOs is set to “earmarked” and needs to be confirmed by the

responsible CB before any settlement attempt takes place.

A liquidity transfer order created by RTGS due to a:
floor and/or ceiling rule;

pending urgent payment order, AS transfer order or high priority payment

order rule

is set to “earmarked” after its creation and needs to be confirmed by the

responsible CB before any settlement attempt takes place.

No standing orders are generated for an RTGS DCA which is blocked for debits.

Table 93 - Liquidity transfer orders to be debited on an account blocked for debits
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If an AS as a whole or the AS technical account is blocked, AS transfer orders included in an AS batch are
submitted to settlement only after a confirmation of the CB responsible for the ancillary system. The CB can
act on behalf of an ancillary system using AS settlement procedure C (e.g. to send an “end of cycle® or “end
of procedure message®).

In case of unblocking, the RTGS DCA is set to “unblocked” status again. Consequently, all affected
earmarked cash transfer orders are considered for further processing (i.e. an explicit confirmation by the
responsible CB is no longer needed).

5.9 Subscription for a debit or credit notification

RTGS sends a debit notification or credit notification to a business receiver if the account holder has
subscribed for the message in CRDM. It is used to confirm the credit or debit of a certain entry on one of the
account holder’s RTGS cash accounts. For the following business scenarios a subscription is possible:

Business case code for message subscription Business case description (subject to camt.054

message subscription)
Liquidity transfers
LIIE Immediate liquidity transfers = Inter-service

LIIA Immediate liquidity transfers = Intra-service (in case of
RTGS incl. AS-related + SBTI)

LIAS Immediate liquidity transfers = Intra-service ancillary

system on behalf

LAUT Automated liquidity transfers

LRFB Rule-based liquidity transfers - Floor breach

LRCB Rule-based liquidity transfers = Ceiling breach

LRQP Rule-based liquidity transfers = Queued RTGS payment or

queued AS transfer

LSIE Standing order liquidity transfers = Inter-service

LSIA Standing order liquidity transfers = Intra-service (incl. AS-
related)

LCCA Automated contigency liquidity transfers = Closing of
accounts

LCCS Balances from Contingency Service
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Business case code for message subscription Business case description (subject to camt.054

message subscription)

Payments

MANP Mandated payment
ASTI AS transfer

BACP Backup payment

Table 94 - Business case description
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6 Use of common components in RTGS

TARGET Services will be supported by the following main common components: (1) ESMIG; (2) CRDM,; (3)
Billing; (4) LEA and (5) BDM. In addition, some TARGET Services will have a common DWH and
Contingency component.

The access to the TARGET Services and components will take place via ESMIG. It will be network provider
agnostic (i.e. will not rely on network specific features) and thus allows participants to connect through a
single certified NSP to access all TARGET Services both via A2A and U2A (via GUI). Different TARGET
Services may finalise their migration to the common gateway at different times, including after the go-live of
phase Il of the T2-T2S Consolidation project. Furthermore, 1ISO 20022 compliant messaging will be adopted
as the standard format for communication with all TARGET Services. ESMIG shall provide central
authentication, authorisation and user management features to protect the connected systems/platforms
against intrusion and unauthorised access and to ensure that a trusted party transmitted the inbound
communication through a secure channel.

Any reference data object (or function) that is used by more than one service shall be set up and managed
(or implemented) in CRDM component. Service specific reference data objects (or functions) are set up and
managed (or implemented) in the respective service. The aim of CRDM is to (1) achieve consistency and
integrity of all reference data, (2) ensure consistent processing and relationships between reference data
across services, and (3) avoid duplication of reference data and redundant implementation of the same
functions in multiple services.

Common component for Billing will facilitate the Eurosystem to prepare and process invoices for different
TARGET Services and common components.

LEA component will collect all information which is subject to legal archiving requirements: i.e. all incoming
and outgoing business transactions from and to participants as well as relevant reports such as account
statements. The information from TARGET Services and common components will be stored in LEA in its
original content and format and will be accessible within its retention period of ten years.

Data from the current business day from T2 (i.e. CLM and RTGS) and T2S is available in DWH component
as of the next business day. DWH provides data for historical, statistical and regulatory reporting.
Participants can access the DWH via A2A and U2A (via GUI). They can subscribe to predefined reports or
guery the database by using predefined templates.

6.1 CRDM

CRDM provides a common reference data management feature that allows all CRDM Actors to create and
maintain common reference data for the configuration of data related to parties, cash accounts, rules and
parameters. The following list shows the main configuration areas for common reference data in CRDM:

party reference data;
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cash account reference data;
access rights management;
message subscription configuration;
network configuration;
report configuration;
BDM configuration;
restriction type management;
Billing configuration;
configuration parameters?.
CRDM Actors set up the appropriate configuration by creating and maintaining common reference data

objects in CRDM. A common reference data object is a set of logically related, self-consistent information.
Parties and cash accounts are examples of common reference data objects.

CRDM allows CRDM Actors to create, update and delete common reference data objects in CRDM. Deletion
of a common reference data object is always on logical level and it is possible, for a duly authorised user, to
restore a previously deleted common reference data object.

CRDM allows full maintenance of all reference data objects in U2A mode, whereas it provides only a subset
of functions in A2A and DMT more on a limited number of reference data objects.

CRDM provides versioning facilities and validity periods allowing the implementation of data revision and
data history features, in order to keep track of all past data changes, to enter changes meant to become
effective as of a future date and to define common reference data objects with limited or unlimited.

All types of CRDM Actors, i.e. CBs, payment banks, ancillary systems and the operator have access to the
common data management, each of them to different functions and data, according to the access rights
granted to their users.

Duly authorised users can create and maintain common reference data objects in CRDM submitting common
reference data maintenance instructions.

6.2 Data Warehouse

This chapter provides an overview as regards the DWH and the interaction of this common component with
RTGS.

28 This area includes reference data for countries, currencies, currency service links, system entities, services, BIC directory and reserve
management parameters.
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6.2.1 Functional overview

The DWH is a common component collecting business information and data derived from RTGS and other
services and (common) components. The DWH supports business decisions by allowing data consolidation,
data preparation and reporting at different aggregation levels.

The collected information from RTGS includes the following:
account balances;
cash transfer order and cash transfer information;

settlement related information (including warehoused payment orders, earliest/latest debit time indicator
and other factors influencing the settlement of cash transfer orders);

liquidity reservations;
bilateral and multilateral limit information and other settlement restrictions (blocking of accounts/parties);

account data (including RTGS specific reference data).
The collected information is kept for ten years within the DWH.

Besides this information from RTGS, data from CLM, T2S2°, CRDM, Billing, the Contingency Service (only in
case it was opened) and the component managing the business day is available in the DWH as well.

The data is transmitted to the DWH from the services and (common) components at the end of each
business day. After the processing (data transformation and pre-calculations) of the transmitted data within
the DWH, data of the previous business day is normally available in the DWH as of the start of the new
calendar day.

Both communication modes (A2A and U2A) are available for the DWH via ESMIG. With the A2A interface,
DWH users can receive (predefined) reports on the basis of a prior configuration (in U2A mode). For detailed
information on the DWH communication in A2A mode and the configuration to receive (predefined) reports,
see the DWH documentation (UDFS and UHB).

To enable the access to the DWH via U2A mode, a graphical user interface (DWH GUI) is available. The
DWH GUI gives a business-oriented view of the collected data and offers the possibility to export data
results which are shown on the GUI screen to different formats. For detailed information on the DWH GUI
including e.g. the way of presentation of data in the DWH, the data structure and possible filter criteria see
the DWH documentation (UHB).

The DWH offers different types of reports. The DWH normal user profile grants access to a set of predefined
reports. The advanced user profile (only applicable for CBs) in addition offers the possibility to adapt
predefined reports and to freely design new reports using the data objects available in the DWH (user
defined reports).

29 T2S data will be available in the DWH as soon as the T2S Long Term Statistical Information (LTSI) component has been decommissioned.
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Data Warehouse

The data access/scope within the DWH depends on which services/components are used by a system
entity/party. For RTGS users the DWH is available for CBs, payment banks and ancillary systems.
Authorised DWH users can access their data according to their access rights and their own data scope.

6.2.2 Interaction with RTGS

As far as RTGS data is within the scope of the DWH, the data of each RTGS business day is transmitted
from RTGS to the DWH once per business day. As soon as all EoD processes with an impact on the RTGS
data for the respective business day have been finished and the RTGS event RCOS (RTGS EoD - close of
service) is reached, the RTGS data from the respective business day is copied from the RTGS operational
database to a replication database in the DWH using an internal technical communication channel. As a
consequence, the following process steps within the DWH require no more direct interaction with the RTGS
operational database and the business day change in RTGS is independent from these activities.

Once the transmission process has been finished, further processes (data transformation and data pre-
calculation) within the DWH are performed using the RTGS data. For detailed information on these
processes, see the DWH documentation (UDFS).

The following diagram shows a conceptual overview of the interaction between RTGS and the DWH:

RTGS

T T
! 1
RTGS Business
business d
day event h ay
.RCOs” | ©hanee
i
! 1
v
| ]
N’
BD | BD+1
Calendar day : Calendar day+1

Figure 53 - Interaction between RTGS and DWH
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6.3 Billing

The Billing common component (BILL) provides the functionalities for the aggregation of the daily billable
items, its enrichment into invoice data and the centralised creation and management of in-voices for all the
TARGET Services.

The involved actors and their relevant activities are:

the operator monitors the correct functioning of BILL and is responsible for the invoice creation and
sending and, in exceptional circumstances, for the cancellation of the invoices;

the ECB actor manages the invoices to be issued to the CSDs and CBs — including the possibilities to
insert manual corrections at system entity level;

the CSDs actor receives via A2A their invoices and can access via U2A to the BILL in order to view
and/or download their invoices in PDF format;

the CB actor can:

optionally receive consumption messages;

receive its own invoices via A2A;

— access the system and query invoice data of its participants and manage manual corrections for the
participants’ invoices;

— access the system and view/download the created invoices (its own as system entity and the ones of
its participants) in PDF format;

— optionally configure direct invoicing (i.e. direct sending of xml invoice from BILL to participant);

— optionally configure direct debiting (i.e. automated sending of a debit liquidity transfer for the amount
of the invoice) for the payments of its participants’ invoices.

each CB participant can, if configured by the relevant CB, receive its invoices via A2A and receive a
direct debit on its account in order to pay the fees.

6.4 Legal Archiving

6.4.1 General featurs of Legal Archiving

The LEA common component provides features to gather all information which is subject to LEA
requirements from all the Eurosystem Market Infrastructure Services. LEA archives messages for all
TARGET Services. The messages exchanged via ESMIG (i.e. between the Eurosystem and parties external
to ESMIG) and the following messages exchanged between T2 and other services/components: Receipt
(camt.025) [ 463], LiquidityCreditTransfer (camt.050) [ 501] and BankToCustomerDebitCreditNotification

(camt.054) [ 516].
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Legally archived messages are retained for a predefined retention period, which may be different for different
services. The retention period for RTGS is ten years. The information is stored and managed in a centralised
way and in their original format.

At the end of each business day, all data relevant for legal purpose produced by the services are sent to the
LEA component. LEA is mainly concerning settlement-related messages and messages changing reference
data or transactional data.

6.4.2 Legal Archiving management

The operator is responsible for the retrieval of the archived information upon CB request. The CB can also
request the retrieval of archived data on behalf of one of their participants.

The operator is allowed to retrieve archived data that belong to the predefined retention period.

6.5 ESMIG

The description of ESMIG included in this document is related to the network connectivity services provided
by ESMIG to all the TARGET Services, common components and applications. In the context of the Market
Infrastructure Services’ consolidation, the ESMIG will also provide differentiated and additional services
based on the needs of the others Eurosystem Market Infrastructure Services.

When possible, synergies between ESMIG provided features across the different TARGET Services,
common components and applications have to be put in place. ESMIG offers scalability to cope with the
different TARGET Services, common components and applications throughputs and it ensures that the traffic
of one backend service may not impact the processing time of messages from or to other services. In the
context of the current document, ESMIG provides to actors the single access point for the external
communication to TARGET Services, common components and applications. This means it is in charge of
A2A and U2A traffic management providing authentication of all inbound traffic (A2A and U2A).

ESMIG provides business continuity measures (e.g. multiple sites, path diversification, etc.) and public key
infrastructure (PKI) services. Moreover the ESMIG provides operational/monitoring tools to ensure the
monitoring of the system's functioning by the Operator Service Desk.

The ESMIG opening hours are aligned with the opening hours of the respective market infrastructure
services, e.g. for TIPS it is 24/7/365.

ESMIG is expected to perform basic checks on inbound messages and then route them to the relevant
TARGET Services, common components and applications. Similarly, ESMIG takes care of the routing of
outbound messages from TARGET Services, common components and applications to the related NSP.

ESMIG, for some validations making use of services offered by the NSPs, is expected to:

authenticate the message sender;
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check that the sender belongs to the Closed Group of Users (CGU) entitled to send messages to the
relevant TARGET Services, common components and applications;

execute the technical validation of the received messages (well-formedness of the XML) at transport
level;

perform the schema validation, in case the backend component requires it (compliance of the incoming
A2A message with the referenced XML schema definition - e.g. it checks that the message contains all
the mandatory fields, that the value of each field is consistent with the data type of the field, etc.);

provide digital signature services;

forward the message to TARGET Services, common components and applications along with the
technical sender’s DN.

6.6 Business Day Management

In the CRDM it is possible to define, for each relevant service or component, operating day types as default
sets of events with specific planned execution times, predecessor dependencies, and specific processes to
be activated for each event.

At business date change, the proper operating day type is loaded from the CRDM to the BDM common
component; this allows the automated generation of the current business day schedule (scheduler list) for
each service or component upon SoD.

BDM manages the scheduler lists generated starting from the CRDM.

For each service or component, calendar data includes the opening days (with specific operating day types)
and closing days that can optionally be defined as currency-based. The maintenance of operating day type
and calendar elements is performed in CRDM.

Modifications to the operating day type structure are made effective after being loaded in the scheduler list.

The following diagram shows the interactions between CRDM and the BDM:
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6.7 Contingency Services

Contingency Services for T2, called Enhanced Contingency Solution (ECONS-Il) aim at addressing a
situation where the T2 Service (i.e. CLM and RTGS) is not available due to a major technical failure or a
successful cyber attack, which may not allow for a recovery of T2 in another site or region. In such
circumstances, ECONS-II allows to resume the processing of critical transactions for a period of up to five
consecutive business days.

The settlement of transactions in a contingency case is performed on technical accounts dedicated for
contingency settlement, having a starting balance of zero. Contingency settlement allows CBs to provide
liquidity (debiting its own account and crediting the account of a participant) in A2A mode based on collateral
available in a collateral management system (CMS) or in U2A mode via GUI.

Contingency settlement does not support AS settlement procedures through technical mechanisms. Ancillary
systems and their CB and settlement banks have to come to a common agreement on how to set up the AS
transfer orders in the contingency case.

It is ensured that the contingency activities are traceable (e.g. through specific transaction reference
numbers) and reconcilable with the production CLM and RTGS after recovery. The contingency settlement is
complementary to and independent from the production system, and it can run in parallel with the latter.
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ECONS-II for T2 is i) connected to the common components (ESMIG, CRDM, LEA), and ii) technologically

diverse from the main T2 Service. The contingency settlement has its own fully segregated ESMIG
components.
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7 Operations and support

7.1 Business application configuration

The configuration of the TARGET Services, specific components, common components and applications is
performed by means of a set of rules and parameters. These rules and parameters are defined and
maintained exclusively by the Operator Service Desk as reference data objects.

7.2 Business and operations monitoring

The business and operations monitoring integrates information coming from different sources in order to
monitor the business and operational status of the platform, to detect possible problems in real-time and to
provide up-to-date information in the event of an incident scenario. Monitoring is the activity related to the
control of the platform functioning and to the immediate awareness of any event possibly impacting on it. The
monitoring is a prominent task of the Operator Service Desk who monitors the TARGET Service
infrastructure, the specific components and the common components continuously, thus allowing an
immediate detection of possible deviations from the standard behaviours.

In case an action can be taken directly in order to either remove the problem or to anyway restore the normal
situation, the Operator Service Desk does it autonomously within the agreed internal procedures. Should this
be not the case, the Operator Service Desk raises the alarm through the standard procedures to be defined
in the Operational Procedures.

7.3 Trouble management

The Trouble Management System (TMS) is a tool where the Operator Service Desk tracks all interactions
with the authorised TARGET Service Actors. Following the naming convention of the Information Technology
Infrastructure Library (ITIL) used in the TARGET Services, events captured in the TMS can be:

incidents;
problems;
service requests.
The authorised TARGET Service Actors are able to report anomalies or to submit a request via telephone or

e-mail to the Operator Service Desk. They receive an identifier through which they have the possibility to get
updates on the case through the TMS interface.

The TARGET Service Actor in whose name the case is opened is entitled to access the related item in the
TMS through a dedicated interface which is made available to it. The key to retrieve the information is the
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case number which the reporting actor is provided immediately when calling or via a return e-mail, should the
latter be the way of getting in touch with the Operator Service Desk.

Each item within the TMS has a life cycle from the opening until the closure through updates and status
changes. Every time the case is impacted by one of such events, the concerned TARGET Service Actor

receives a notification where it is invited to have a look at the case. An agreement from the reporting
TARGET Service Actor is required to close a TMS case.
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8 Additional information for CBs

8.1 Role of CBs in RTGS

General

The relationship between the CBs and the national banking community is decentralised. A centralised
platform enables the CBs to provide harmonised and cost-efficient services to their counterparties.

Each CB remains fully responsible for the business relations with its RTGS Account Holders. Therefore, the
system is designed in a "client-based" way in order to meet the administrative and monitoring requirements
of the participating CBs.

Tasks of the CBs

In the context of RTGS, the CBs have the following tasks:

Administrative tasks Operational tasks

Reference data set-up and maintenance All contacts and provision of any kind of support to their

RTGS Account Holders and ancillary systems
Blocking and unblocking of parties/accounts

Monitoring of the activities of their RTGS Account Holders

and ancillary systems
Initiating cash transfer orders on their own

Initiating cash transfer orders on behalf of their RTGS

Account Holders and ancillary systems

Handling of local contingency

Table 95 - Tasks of the CBs

8.2 Processing of cash transfer orders - specific functions for CBs
in relation to their community

Concerning the settlement of cash transfer orders of RTGS Account Holders and ancillary systems, CBs
have specific functions, only applicable to them. These include queries about activities and balances of the
parties they are responsible for (see chapter Query management - specific functions for CBs [ 250]), actions

in connection with blocked accounts/parties and the involvement in ancillary system activities. In connection
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with ancillary systems, the CB can be the holder of several types of accounts including guarantee funds
accounts and technical accounts (see chapter Ancillary system settlement [ 133]).

The following specific actions are applicable for CBs in RTGS (in U2A only) in relation to their community:
| agree/disagree on cash transfer orders related to blocked parties/accounts;

| revoke ancillary system AS batch in case of disagreement of AS settlement procedures A and B;

| revoke pertaining AS transfer orders in case of disagreement of AS settlement procedure E;

| activate backup payments;

| enable back-value payments;

| create operations-related broadcasts.
Further details on the U2A functionalities are provided in the RTGS UHB.

In addition, a CB is able to support its RTGS Account Holders and ancillary systems in case of contingency
situations on the side of the respective party by initiating cash transfer orders on behalf of them. The
following table shows which cash transfer order types can be initiated by the CB acting on behalf:

Scenario Cash transfer order type

[» 561]
[» 501] [» 624]

[» 589]

CB on behalf of Yes Yes?0 Yes3! Yes Yes N/A
an RTGS

Account Holder

CB on behalf of N/A N/A N/A N/A N/A Yes
an ancillary
system

Table 96 - Possible cash transfer order types, which can be initiated by the CB acting on behalf

30 Initiated via mandated payment with dedicated code word

31 Initiated via mandated payment with dedicated code word
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8.3 Query management - specific functions for CBs

Dedicated queries are provided to CBs in order to satisfy their specific information needs. Nonetheless the
same processing applies to all queries independent of their availability for all parties or limitation to specific
parties according to their access rights. See chapter Query management for RTGS [ 226]. As regards the

processing the description in chapter Send RTGS query [ 362] also applies for all queries irrespective of

their access limitations.

Query type Initiation via GUI (U2A |[Initiation via XML message

mode) (A2A mode)

Balances of RTGS DCAs for the whole banking X N/A

community query
Business lifecycle query X N/A

Cash transfers per status for the whole banking X N/A
community query

Table 97 - List of CB specific queries

Since these queries are only available in U2A, further details on the search parameters and query results are
provided in the RTGS UHB.

8.4 Contingency upload of A2A files and messages in U2A

This procedure enables participants to send messages or files in case their connection to the NSP is
interrupted or the provider has problems to process messages/files.

In this case it is possible that the respective CB uploads files or messages on behalf of the participant or for
its own use. This is possible via a dedicated GUI screen. There is no limitation in terms of messages
envisaged. The upload itself follows the four-eyes principle, which means that two users have to upload the
file or message independently from each other. There is a check done by the system that the checksum of
both files/messages is the same. In order to continue with the upload the DN of the sender and the NSP
have to be inserted.

The message to be uploaded is not signed.

Both users need the privilege “A2A Upload U2A File or message in U2A” as described in CRDM UDFS
chapter “Privilege”.

The communication between participant and CB is under the full responsibility of the CB and subject to an
internal guideline.
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Part Il - Dialogue with external RTGS Actors

9 Processes with RTGS

The purpose of Part Il of this UDFS is to describe the interactions between RTGS and the business
application of an RTGS Actor for a given business scenario (use case). It provides a formalised description
of the A2A interfaces in order to enable RTGS Actors to adapt their business applications to interact with the
settlement service RTGS. Part Il of this UDFS does not enter into any description regarding the required
behaviour of the business application(s) of RTGS Actors, as this determination remains in the remit of the
respective RTGS Actor.

This chapter uses activity diagrams in accordance with UML conventions for presenting the processes and
actions in RTGS that result in message exchanges with the RTGS Actor(s). This chapter describes the
behaviour of RTGS from the perspective of a technically directly connected RTGS Actor. The descriptions in
this chapter document only the RTGS activities that process an inbound communication or trigger a possible
outgoing communication to an RTGS Actor. The chapter does not document internal processing steps when
those processing steps that do not lead to the disclosure of information (sending of messages) to users.

Note: The same conventions apply for the status transition diagrams used in chapter Status management
process [ 207].

Conventions used

The examples in the subsequent diagrams provide an overview of the conventions used:
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Swim lanes document the actors involved in an activity

L

N\

Submitting
actor

e

RTGS

An initial node designates the start of an activity

Description for start
node

A merge node brings multiple incoming alternate
flows together and accepts single outgoing flows

Messages are modelled as objects

Message name A (Message ID A)

"Message use A"/

N

Actions model processing steps
— Step 1

A decision node models the different processing options
based on guards allocated to the control flow

[Failed]

Step 2

"Message use B" /

@<
N

Message name B (Message ID B)

A final node designates the complete
termination of a activity flow

A fork node documents that
the process branches in two
or more independent parallel flows

[Successful]

"Message use C"/

X
N

Message name C (Message ID C)

Flow final node results in
terminating processing branch

A circle with a letter represents
a connector to another point
in the activity diagram

Figure 55 - UML conventions — example |
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RTGS

Description for start
node

Process continues after fulfilling

/// the condition of the time event

Event x

A join node is used to synchronize multiple incoming flows

< to one outgoing flow. The processing continues when all
incoming flows are available for further processing

T

[ Sub-process A |‘|'\ ) A comment is shown in a rectangle with a folded-over corner.

It is connected to an object within the diagram. For most cases
comments reflect different processing levels, e.g. in case a
sub-process is executed once per impacted item.

Comment A

Fork symbol in an action denotes that action is
decomposed in a further activity diagram
(i.e. sub-process)

Figure 56 - UML conventions — example Il

Each use case generally consists of one diagram. However, this approach can lead to very complex
diagrams when a given use case covers many possible process variations. In order to reduce this complexity
to ensure readability, a use case may be:

decomposed to provide diagrams on the level of its sub-processes;

provided as a universal diagram to cover several use cases of the same type (e.g. a generic send query
use case instead of a use case for each query).

9.1 Send RTGS file

9.1.1 Description

This activity diagram describes the processing that takes place in RTGS when a submitting actor sends a file
to RTGS:
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Submitting RTGS
Actor
. "RTGS File" /
BusinessFileHeader (head.002)
Gerform technical validatioD
[Failed]

[Successful]

[Failed]
(Perform business validation

N

[Successful]

[Send file rejection notificatiorD [Split file into messageg

©< "File rejection notification" /
ReceiptAcknowledgement (admi.007) .

Figure 57 - Send RTGS file

RTGS receives a file as a communication that has a BusinessFileHeader (head.002) [* 547] with one or
many technical wrappers (head.003) that each contains an individual message. Chapter Business File

Header [ 383] provides further details.

Perform technical validation

RTGS performs the technical validation of the BFH including technical wrapper(s). It validates the
compliance of the file structure against the schema. The process identifies as many as possible technical

validation errors.

[Failed] The submitted file is not compliant with the technical validation rules. The processing continues

with the process step “Send file rejection notification”.
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| [Successful] The submitted file complies with the technical validation rules. The processing continues
with the process step “Perform business validation”.

Perform business validation

RTGS performs the business validation of the BFH. The process identifies as many as possible business
validation errors.

[Failed] The file is not compliant with the business validation rules. The processing continues with the
process step “Send file rejection notification”.

[Successful] The file complies with the business validation rules. The processing continues with the
process step “Split file into messages”.

Send file rejection notification

This process sends a “File rejection notification”/ReceiptAcknowledgement (admi.007) [ 425] that includes

all identified errors that resulted in the failed validation to the submitting actor.

Split file into messages

This process step splits the file into individual messages and submits the single messages to the message
processing.

9.1.2 Messages

Message description/usage ISO message ISO code

RTGS File BusinessFileHeader [ 547] head002 [ 547]

Table 98 - Inbound message for Send RTGS file

Message description/usage ISO message ISO code

File rejection notification ReceiptAcknowledgement [ 425] admi.007 [ 425]

Table 99 - Outbound message for Send RTGS file

9.2 Send RTGS message

9.2.1 Description

This activity diagram describes the processing that takes place in RTGS for a message when a submitting
actor sends a single message to RTGS or RTGS processes a single message from a file.
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Note: A message in the context of this process is a communication from a submitting actor to RTGS to
initiate a specific business processing in RTGS.

Submitting RTGS

Actor Message
received from
Send RTGS file

o
P 0

“RTGS Message” /
BusinessApplication
Header (head.001)

(Pen‘orm technical validatior)

[Failed]
A

(Send message rejection notificationj\

[Successful]

"Message rejection notification” /
ReceiptAcknowledgement (admi.007)

(Submit to business processing]

Figure 58 - Send RTGS message

RTGS receives an individual message from a submitting actor or from the “Send RTGS file” process and the
processing continues with “Perform technical validation”.

Perform technical validation

RTGS triggers a technical validation of the message. The technical validation verifies the compliance of the
message against the schema that RTGS requires for the message. The process identifies as many as
possible technical validation errors.

[Failed] The submitted message is not compliant with the technical validation rules. The processing
continues with the process step “Send message rejection notification”.

[Successful] The submitted message complies with the technical validation rules. The processing
continues with the process step “Submit to business processing”.
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Send message rejection notification

This process step sends to the submitting actor a “Message rejection notification”/ReceiptAcknowledgement
(admi.007) [+ 425] that includes all identified errors that resulted in the failed validation.

Submit to business processing

The process step submits the message to the respective business processing in RTGS.

9.2.2 Messages

Message description/usage ISO message ISO code

RTGS message BusinessApplicationHeader [ 539] head.001 [ 539]

Table 100 - Inbound message for Send RTGS message

Message description/usage ISO message ISO code

Message rejection naotification ReceiptAcknowledgement [ 425] admi.007 [ 425]

Table 101 - Outbound message for Send RTGS message

9.3 Process RTGS payment order and liquidity transfer order

9.3.1 Description

This activity diagram describes the processing for payment orders and liquidity transfer orders after the
successful technical validation of the underlying message that contains the payment order or the liquidity
transfer order. This process does not apply to AS transfer orders, as their processing is specified in chapter
Ancillary system settlement [ 301].
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Submitting RTGS

actor .
Message received from Send RTGS

message

Payment order or
liquidity transfer order

(Perform business validations)

[Successful]

[Failed]
Check settlement readiness for liquidity transfer or payment order

[Liquidity transfer order]

[Payment
order]
Send liquidity transfer order rejection notification R
[Liquidity transfer order] [Payment order]
©< [Payment warehoused]
"Liquidity transfer order rejection notification" /
©< Receipt (camt.025)
[Payment not
warehoused]
[Earmarked due [Earmarked due
to blocking] to blocking]
L L [Not earmarked
Send payment order rejection notification ; [Not earmarked
( due to blocking] due to blocking]
[From time not reached]
©< "Payment order rejection notification" / @
PaymentStatusReport (pacs.002)
[From time
reached or
no from time]

Submit to settlement

Figure 59 - Process RTGS payment order and liquidity transfer order

This process receives an individual message from the “Send RTGS message [ 255]” process and continues

with the step “Perform business validations”.
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Perform business validations

The process verifies the compliance of a payment order or of a liquidity transfer order against the business
validation rules. The process performs the business validations to the extent possible in order to report the
maximum number of validation errors to the submitting actor.

[Failed] The payment order or liquidity transfer order is not compliant with the business validation rules.
In case of a liquidity transfer order, the processing continues with the step “Send liquidity transfer order
rejection notification”. In case of a payment order, the processing continues with the step “Send payment
order rejection notification”.

[Successful] The payment order or liquidity transfer order complies with the business validation rules.
The processing continues with the step “Check settlement readiness for liquidity transfer or payment
order”.

Send liquidity transfer order rejection notification

The process step creates a “Liquidity transfer order rejection notification”/Receipt (camt.025) [ 463] and

sends it to the submitting actor.

Send payment order rejection notification

The process step creates a “Payment order rejection notification”/PaymentStatusReport (pacs.002) [ 551]

and sends it to the submitting actor.

Check settlement readiness for liquidity transfer or payment order

This processing step determines the state to which the payment order or liquidity transfer order must be set
after successful business validation. If the intended settlement date of the payment order is after the current
business day, then the processing step sets the payment order to “warehoused”. If the blocking check
described in chapters Blocking/unblocking party [ 53] and Blocking/unblocking account [ 63] results in

blocking of the payment order or liquidity transfer order, then the processing step sets it to “earmarked”. If
the from time is not reached, then the processing step sets the payment order to “earmarked”.

Otherwise the processing continues with “Submit to settlement”.

Submit to settlement

This processing step submits the payment order or liquidity transfer order to the process “Perform standard
RTGS settlement [+ 276]".
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9.3.2 Messages
Message description/usage ISO message ISO code
Payment return order PaymentReturn [ 561] pacs.004 [ 561]
Customer credit transfer order CustomerCreditTransfer [ 572] pacs.008 [ 572]
Financial institution credit transfer order FinanciallnstitutionCreditTransfer pacs.009 [ 589]
[ 589]

Financial institution direct debit order  FinanciallnstitutionDirectDebit [ 608] pacs.010[ 608]

Liquidity credit transfer order LiquidityCreditTransfer [ 501] camt.050 [ 501]

Table 102 - Inbound messages for process RTGS payment order and liquidity transfer order

Message description/usage ISO message ISO code
Payment order rejection notification PaymentStatusReport [ 551] pacs.002 [ 551]
Liquidity transfer order rejection Receipt [ 463] camt.025 [ 463]
notification

Table 103 - Outbound messages for process RTGS payment order and liquidity transfer order

9.4 Request payment order revocation or recall

9.4.1 Description

RTGS provides the functionality:

| to revoke a queued, warehoused or earmarked payment order;

| torecall a settled payment.

RTGS needs to receive a payment revocation request or recall request to initiate the revocation of a queued,

warehoused or earmarked payment order or the recall of a settled payment. RTGS allows the revocation of
the following types of payment order:

PaymentReturn (pacs.004) [ 561];

CustomerCreditTransfer (pacs.008) [ 572];

FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589];

Financial institution direct debit order (pacs.010) [ 608].

RTGS allows the recall of the following types of payment order:

| CustomerCreditTransfer (pacs.008) [ 572];
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| FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589].

Details on the payment revocation or recall requests including two examples are provided in chapter
Payment order revocation and payment recall [ 112].
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FIToFIPaymentCancellationRequest (camt.056)

Recall
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(Send counterparty recall request notification)

\

(Perform business validations)
[Failed]
(Send revocation / recall rejection notification)<
[Successful]
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[Payment [Payment

order not order

settled] found]

O
[Payment [Payment
order order not
settled] found]
[Direct debit
(pacs.010) recall]
[Not direct debit
[Payment return (pacs.010) recall]
(pacs.004) recall]
Os

[Not payment return
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(Send counterparty recall request)

"Counterparty recall request notification" /
ResolutionOfinvestigation (camt.029)

X<

FIToFIPaymentCancellationRequest (camt.056)

"Counterparty recall request" /

Figure 60 - Request payment order revocation or recall |
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This process receives an individual message from the “Send RTGS message [ 255]” process and continues

with the step “Perform business validations”.

Perform business validations

The process verifies the compliance of a payment order revocation or recall request against the business
validation rules. The process performs the business validations to the extent possible in order to report the
maximum number of validation errors to the submitting actor.

[Failed] The payment order revocation or recall request is not compliant with the business validation
rules. The processing continues with the step “Send revocation/recall rejection notification”.

[Successful] The payment order revocation or recall request complies with the business validation rules.
If the process finds an unsettled payment order, the processing continues with the step “Revoke payment
order” and continues afterwards with “Send payment order revocation notification”. If the process finds a
settled payment or finds no payment order, the processing diverges depending on the underlying
payment order. The processing continues with the step “Send revocation/recall rejection notification” for
a FinanciallnstitutionDirectDebit (pacs.010) [ 608] recall or a PaymentReturn (pacs.004) [ 561] recall

as RTGS does not allow a recall of a FinanciallnstitutionDirectDebit (pacs.010) [r 608] or a
PaymentReturn (pacs.004) [ 561].

For payment orders that are neither direct debits nor payment returns, the processing continues with a
split allowing two following steps, i.e. “Check message subscription for counterparty recall request
notification” for the submitting actor notification and “Send counterparty recall request” for the recall
delivery to the recall counterparty.

Send revocation/recall rejection notification

The process step creates a “Revocation/recall rejection notification”/ResolutionOfinvestigation (camt.029)

[+ 475] and sends it to the submitting actor.

Check message subscription for counterparty recall request notification

In case a message subscription exists for the notification, the processing continues with “Send counterparty
recall request notification”. Otherwise, RTGS sends no notification.

Send counterparty recall request notification

The process step creates a “Counterparty recall request notification”/ResolutionOfinvestigation (camt.029)

[ 475] and sends it to the submitting actor.

Send counterparty recall request

The process sends the “Counterparty recall request’/EIToFIPaymentCancellationRequest (camt.056) [ 526]

to the recall counterparty:
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Services

Submitting RTGS

Actor

Revoke payment order

e
J>

E‘iend payment arder revocation execution notification

|

::_X,} "Payment order revocation execution notification” /
ResolutionOflnvestigation (camt.029)

(Send payment order revocation notiﬂcalion) (F{esolve queu ej

::_X,} "Payment order revocation notification” /
PaymentStatusReport (pacs.002)

Figure 61 - Request payment order revocation or recall Il

Revoke payment order

The process step revokes the payment order and subsequently triggers in parallel the processing steps
“Send payment order revocation execution notification” and “Send payment order revocation notification” and
the sub-process “Resolve queue from Perform standard RTGS settlement [ 276]".

Send payment order revocation execution notification

The process step creates a “Payment order revocation execution notification”/ResolutionOfinvestigation
(camt.029) [ 475] and sends it to the submitting actor.

Send payment order revocation notification

The process step creates a “Payment order revocation notification”/PaymentStatusReport (pacs.002) [ 551]

and sends it to the submitting actor.
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9.4.2 Messages
Message description/usage ISO message ISO code
Payment order revocation/recall FIToFIPaymentCancellationRequest ~ camt.056 [ 526]
request [ 526]

Table 104 - Inbound message for request payment order revocation or recall

Message description/usage ISO message ISO code
Revocation/recall rejection notification ResolutionOfinvestigation [ 475] camt.029 [ 475]
Payment order revocation execution ResolutionOflnvestigation [ 475] camt.029 [ 475]
notification

Payment order revocation notification =~ PaymentStatusReport [ 551] pacs.002 [ 551]
Counterparty recall request notification ResolutionOflnvestigation [ 475] camt.029 [ 475]
Counterparty recall request FIToFIPaymentCancellationRequest ~ camt.056 [ 526]

[ 526]

Table 105 - Outbound messages for request payment order revocation or recall

9.5 Reject or confirm payment order recall

9.5.1 Description

This process describes the processing of the counterparty response to a recall request in RTGS:
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Rc?se%e::lse RTGS RF;eZaeus t
Subr?\itting Message received from Sub?nitting
Actor Send RTGS message Actor

"Payment recall confirmation or rejection” /
ResolutionOflnvestgation (camt.029)

(Perform business validations)

[Failed] [Successful]

(Send rejection of payment recall confirmation or rejection notification)

©< "Rejection of payment recall confirmation or rejection notification" /
Receipt (camt.025)

(Send acceptance of payment recall confirmation or rejection notification)%

@ "Acceptance of payment recall confirmation or rejection notification™ /
Receipt (camt.025)

(Send counterparty payment recall confirmation or rejectiorD

"Counterparty payment recall confirmation or rejection” / %@
ResolutionOflnvestigation (camt.029)

Figure 62 - Reject or confirm payment order recall

This process receives an individual message from the “Send RTGS message [ 255]” process and continues

with the step “Perform business validations”.

Perform business validations

The process verifies whether the confirmation or rejection of the payment order recall request is compliant
with the business validation rules. The process performs the business validations to the extent possible in
order to report as many as possible validation errors to the submitting actor.
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[Failed] The confirmation or rejection of the payment order recall request is not compliant with the
business validation rules. The processing continues with the step “Send rejection of payment recall
confirmation or rejection notification”.

[Successful] The confirmation or rejection of the payment order recall request complies with the
business validation rules. The processing continues with the two following parallel steps “Send
acceptance of payment recall confirmation or rejection notification” and “Send counterparty payment
recall confirmation or rejection”.

Send rejection of payment recall confirmation or rejection notification

The process step creates a “Rejection of payment recall confirmation or rejection notification”/Receipt
(camt.025) [ 463] and sends it to the recall response submitting actor.

Send acceptance of payment recall confirmation or rejection notification

The process step creates an “Acceptance of payment recall confirmation or rejection notification”/Receipt
(camt.025) [ 463] and sends it to the recall response submitting actor.

Send counterparty payment recall confirmation or rejection

The process sends the “Counterparty payment recall confirmation or rejection”/ResolutionOfinvestigation
(camt.029) [ 475] to the recall request submitting actor.

9.5.2 Messages

Message description/usage ISO message ISO code
Payment recall confirmation or ResolutionOfinvestigation [ 475] camt.029 [ 475]
rejection

Table 106 - Inbound message for reject or confirm payment order recall

Message description/usage ISO message ISO code
Rejection of payment recall Receipt [ 463] camt.025 [ 463]

confirmation or rejection notification

Acceptance of payment recall Receipt [ 463] camt.025 [ 463]

confirmation or rejection notification

Counterparty payment recall ResolutionOfinvestigation [ 475] camt.029 [ 475]

confirmation or rejection

Table 107 - Outbound messages for reject or confirm payment order recall
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9.6 Modify RTGS payment order

9.6.1 Description

The modification of a payment order is possible when RTGS has not yet settled the payment order.

It is possible to change the:

order in the queue (i.e. re-ordering of one single payment order);

priority;

execution time (earliest and latest debit time) of the queued payment order.

Actor

Submitting RTGS

Message received from Send RTGS Message

"Payment order modification” /
ModifyTransaction (camt.007)

(Perform business validatiorD

[Failed]

[Successful]

[Send payment order modification rejection notificatior)

Receipt (camt.025)

©< "Payment order modification rejection notification" /

[Process payment order modificatior)

J

(Send payment order modification execution notificatiorD

@<

"Payment order modification execution notification" /
Receipt (camt.025)

Figure 63 - Modify RTGS payment order
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This process receives an individual message from the “Send RTGS message [ 255]” process and continues
with the step “Perform business validations”.

Perform business validations

The process verifies whether the payment order modification is compliant with the business validation rules.
The process performs the business validations to the extent possible in order to report as many as possible
validation errors to the submitting actor.

| [Failed] The submitted payment order modification is not compliant with the business validation rules for
payment order modifications. The processing continues with “Send payment order modification rejection
notification”.

| [Successful] The submitted payment order modification message complies with the business validation
rules for performing payment order modifications. The processing continues with “Process payment order
modification”.

Send payment order modification rejection notification

The process step creates a “Payment order modification rejection notification”/Receipt (camt.025) [ 463]

and sends it to the submitting actor.

Process payment order modification

This processing step applies the change to the payment order. The processing continues with “Send
payment order modification execution notification”.

Send payment order modification execution notification

The process step creates a “Payment order modification execution notification’/Receipt (camt.025) [ 463]
and sends it to the submitting actor.

9.6.2 Messages

Message description/usage ISO message ISO code

Payment order modification ModifyTransaction [ 437] camt.007 [ 437]
Table 108 - Inbound message for modify RTGS payment order
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Message description/usage ISO message ISO code

Payment order modification rejection  Receipt [ 463] camt.025 [ 463]

notification

Payment order modification execution Receipt [ 463] camt.025 [ 463]

notification

Table 109 - Outbound messages for modify RTGS payment order

9.7 Execute RTGS standing order

9.7.1 Description

RTGS standing order liquidity transfer orders are instructions to transfer regularly a fixed amount of money
from an RTGS DCA to another cash account. Further details are provided in Table 67 - Liquidity transfer
directions [ 175].

As regards the events subject to RTGS standing order liquidity transfer orders, the details can be found in
chapter List of events [ 88].
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©< Procedure C] orders]
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[AS Settlement orders]

Procedure C]
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settlement not
settled with full
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settlement for
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[Settle standing orders in RTGS I'@

Q/ [AS Settlement [Not AS Settlement

Procedure C] Procedure] >©

Send sub-account balance notification
[AS Settlement
\b Procedure D]

“Sub-account balance notification” /
ReturnAccount (camt.004)

(Send AS standing order settlement notificatiorD

“Standing order settlement notification” /
ASTransferNotice (pain.998)

Figure 64 - Execute RTGS standing order

The process starts through either:
the start of an optional procedure for AS settlement procedure C from the process “Execute start of

procedure for AS settlement procedure C or D” and continues with the step “Collect AS standing orders”;

the mandatory start of procedure from the process “Execute start of procedure for AS settlement
procedure C or D” and continues with the step “Collect AS and RTGS standing orders”;
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a business day event [ 88] at which the execution of RTGS standing order liquidity transfer orders is

possible except for the mandatory start of procedure and continues with the step“Collect RTGS standing
orders”.

Details on the business day and the relevant events are provided in chapter Detailed description of the
business day [ 79].

Collect AS standing orders

The start of an optional procedure for AS settlement procedure C results in the collection of all AS standing
order liquidity transfer orders for execution. The process continues:

when standing order liquidity transfer orders are found with the step “Prepare standing orders for
settlement”;

when no standing order liquidity transfer orders are found for AS using AS settlement procedure C with
the step “Send sub-account balances notification”.

Collect AS and RTGS standing orders

The receipt of the business event for the start of mandatory procedure results in the collection of all AS
standing order liquidity transfer orders and RTGS standing order liquidity transfer orders for execution. The
process continues:

when standing order liquidity transfer orders are found with the step “Prepare standing orders for
settlement”;

when no standing order liquidity transfer orders are found and for AS using AS settlement procedure C
with the step “Send sub-account balances notification”;

when no RTGS standing order liquidity transfer orders and no standing order liquidity transfer orders AS
using AS settlement procedure C are found without further processing.

Collect RTGS standing orders

The receipt of a business event for execution of standing order liquidity transfer orders which is not the start
of an AS settlement procedure results in the collection of all RTGS standing order liquidity transfer orders for
execution. The process continues:

when standing order liquidity transfer orders are found with the step “Prepare standing orders for
settlement”;

when no standing order liquidity transfer orders are found without further processing.

Prepare standing orders for settlement

The collection of standing order liquidity transfer orders results in their preparation for settlement. The
process submits all standing order liquidity transfer orders for settlement when sufficient liquidity is available
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for full or partial settlement. When there is insufficient liquidity for full settlement, the process prepares the
standing order liquidity transfer orders for pro rata settlement.

Note: In case there is no liquidity available for settlement, standing order liquidity transfer orders are settled
with an amount of zero. Consequently, partial settlement also includes a settlement with an amount of zero.

The processing continues with the sub-process “Settle standing order in RTGS [ 273]".

Afterwards the processing continues with the step “Send sub-account balances notifications” in case of AS
settlement procedure C or with the step “Send AS standing order settlement notification” in case of AS
settlement procedure D.

Send sub-account balance notification

This process step notifies the completion of the standing order liquidity transfer order settlement to the
ancillary system when the start of AS settlement procedure C triggered the execution of the standing order
liquidity transfer order settlement.

Send AS standing order settlement notification

This process step notifies the completion of the standing order liquidity transfer order settlement to the
ancillary system when a business event for AS settlement procedure D triggered the execution of the
standing order liquidity transfer order settlement.

9.7.2 Messages

Message description/usage ISO message ISO code
Sub-account balance notification ReturnAccount [ 430] camt.004 [ 430]
Standing order settlement notification ~ ASTransferNotice [ 618] pain.998 [ 618]

Table 110 - Outbound messages for execute RTGS standing order

9.8 Settle standing order in RTGS

9.8.1 Description

This sub-process is called for every settlement of a standing order liquidity transfer order and describes the
outbound communication that take place as a result of the settlement:
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Figure 65 - Settle
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Post standing order

The posting of a standing order liquidity transfer order onto the respective accounts triggers the following
steps:

if the posting relates to an inter-service liquidity transfer order, the processing continues with the step
“Send liquidity transfer”;

if the posting is not related to an inter-service liquidity transfer order, the processing continues with the
two following parallel steps “Check debit message subscription” and “Check credit message subscription”

Send liquidity transfer

RTGS sends a credit liquidity transfer to CLM.

If CLM settles the inter-service liquidity transfer order, the processing will continue with the step “Check debit
message subscription”. If CLM does not settle the inter-service liquidity transfer order, then the processing
will continue with the step “Post standing order reversal”.

Post standing order reversal

RTGS reverses the posting for the RTGS standing order liquidity transfer order.

Check debit message subscription

RTGS checks whether a message subscription for the RTGS Account Holder to notify the settlement exists.
In case a message subscription exists for the debit notification for the RTGS Account Holder, the processing
continues with the step “Send debit notification”.

Send debit notification

The process step creates a “Debit notification”/BankToCustomerDebitCreditNotification (camt.054) [ 516]
and sends it to the RTGS Account Holder.

Check credit message subscription

RTGS checks whether a message subscription for the RTGS Account Holder to notify the settlement exists.
In case a message subscription exists for the credit notification for the RTGS Account Holder, the processing
continues with the step “Send credit notification”.

Send credit notification

The process step creates a “Credit notification”/BankToCustomerDebitCreditNotification (camt.054) [ 516]
and sends it to the RTGS Account Holder.
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9.8.2 Messages

Message description/usage ISO message ISO code

Debit notification BankToCustomerDebitCreditNotificatio camt.054 [ 516]
n[ 516]

Credit notification BankToCustomerDebitCreditNotificatio camt.054 [ 516]
n[ 516]

Table 111 - Outbound messages for settle standing order in RTGS

9.9 Perform standard RTGS settlement

9.9.1 Description

The standard RTGS settlement process attempts to settle the following cash transfer order types in RTGS:
| all types of payment orders;
| all types of liquidity transfer orders except standing order liquidity transfer orders;
| some specific AS transfer orders:
— AS settlement procedure A debit (i.e. debit leg only);
— Cross-AS transfer;
— AS settlement procedure E.
All other AS transfer use cases (including the credit leg of AS settlement procedure A) are settled in

dedicated AS settlement processes. These processes are described in chapter Ancillary system settlement
[ 301].

Standing order liquidity transfer orders are settled as well in a dedicated processing, which is described in
chapters Execute RTGS standing order [ 270] and Settle standing order in RTGS [ 273].
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services
Submitting RTGS
Actor
Cash transfer order Generated inter- Cash transfer . -
earliest debit time service liquidity order submitted Queue event ;I'\lgnel Lgy:]qutty
reached transfer reversal
(Attempt cash transfer order settlement)
[Not liquidity transfer order]
[Liquidity [Partially
transfer order] settled] [Queued]
[Settled
[Settled with with full
full amount] amount]
[Not settled with Process rule-based liquidity transfer order
full amount] R
[Liquidity transfer
order eligible for [Partially
partial settlement] settled] \)
[Liquidity
transfer order
not eligible for [Not partially
partial settled] [Not settled [partially
settlement] amount] settled
amount]
[No further
settlement attempt]
[further settlement attempt with
remaining amount]
(Generate new liquidity transfer order)
% [Not inter-service
liquidity transfer [Intra-service
reversal] liquidity transfer] \)
[Inter-service
[Inter-service liquidity transfer]
liquidity transfer
reversal] [Inbound]
[Outbound]
(Process inter-service liquidity transfer)
(Send liquidity transfer order fail notification)
[Inter-service liquidity
transfer settled in CLM]
® “Liquidity transfer order fail notification" / [inter-service liquidity
Receipt (camt.025) transfer rejected by
cLm]
Generate reversal for CLM-rejected liquidity transfer Settled cash
transfer order
Generated
reversal

Figure 66 - Standard RTGS settlement |

The process step “Attempt cash transfer order settlement” or the process step “Resolve queue” triggers the

standard RTGS settlement process.

One of the following events triggers the process step “Attempt cash transfer order settiement”:

| a cash transfer order for which the specified earliest debit time has been reached;
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| a reversal resulting from a settlement fail of an inter-service liquidity transfer that RTGS had sent to
another settlement service;

| the receipt of a cash transfer order.

One of the following events triggers the process step “Resolve queue”:

| queue event, i.e. interventions at queue level also taking into account the agreement of a CB in case of
blocking;

| time event, i.e. scheduled running of optimisation algorithm;

| liquidity event, i.e. increase of liquidity on the RTGS DCA or CB accounts.

Attempt cash transfer order settlement

The processing of a settlement attempt of a cash transfer order depends on the underlying cash transfer
order type:

Cash transfer |Initiation Possible results

order type . .
yp Settled with Partially settled -

full amount remaining

amount queued

Payment orders not relevant X X

Liquidity RTGS Account X X
transfer orders Holder

Ancillary system X X X
CB X X

Pull sent from X X

CLM -

automated

liquidity transfer

Pull sent from X X X
CLM - rule-

based liquidity
transfer (floor

breach)

Pull sent from X X X
CLM —

immediate pull
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Cash transfer [Initiation

order type

AS transfer

orders

Possible results

Settled with
full amount

initiated via

CLM-U2A

Push sent to X
CLM - rule-

based liquidity

transfer (ceiling

breach)

Push sent from X
any other

settlement

service

(inbound

liquidity

transfer)

Inter-service X
liquidity transfer

reversal (due to

rejection of

RTGS outbound

liquidity transfer

by any other

settlement

service)

not relevant X X

Partially settled -
remaining

amount queued

Table 112 - Possible results of “Attempt cash transfer order settlement”

The outcome of the process “Attempt cash transfer order settlement” triggers the next processing step.

| [Settled with full amount] — RTGS settles the cash transfer order. The processing continues:

— for settled outbound inter-service liquidity transfers with “Process inter-service liquidity transfer”;

— for other settled liquidity transfers with “B”;

— for all other settled cash transfers with the following two parallel steps:
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- nBu;

= sub-process Process RTGS floor and ceiling [ 295].

| [Queued] — RTGS queues the processed cash transfer order. The processing continues with the step
“Process rule-based liquidity transfer order”.

| [Failed] — The settlement of the liquidity transfer order fails. The processing continues with “Send
liquidity transfer order fail notification”.

| [Partially settled - remaining amount queued] — RTGS partially settles the automated liquidity transfer
order.

— The processing continues with “B” for the settled amount (including zero amount).

Note: In the standard RTGS settlement process only automated liquidity transfer orders and standing
order liquidity transfer orders are settled also with a zero amount and trigger the related optional debit
notification with a zero amount for the debited RTGS Account Holder. Other liquidity transfer orders
eligible for partial settlement are not settled with a zero amount by this process, i.e. they fail in case of
no available liquidity.

— The processing continues with “Generate new liquidity transfer order” for the not settled amount.

| [Partially settled - no further settlement attempt] — RTGS partially settles without further settlement
attempt the liquidity transfer order initiated by an ancillary system on behalf of an RTGS Account Holder
or a pull from CLM (pull via CLM-U2A or rule-based liquidity transfer). The processing continues with “B”.

Resolve queue

The processing step tries to settle cash transfer orders employing the mechanism described in Dissolution of
the payment queue [* 125]. The further processing depends on the underlying cash transfer order type and

the respective processing result:

Cash transfer order type |Possible results

Settled with full amount [Partially settled -

remaining amount

queued
Payment orders X X
Automated liquidity transfer X X X
orders
AS transfer orders X X

Table 113 - Possible results of “Resolve queue”

The outcome of the process “Resolve queue” triggers one of the following next process steps:
| [Settled with full amount] — RTGS settles the cash transfer order. The processing continues:

— for settled automated liquidity transfers with “B”;
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— for all other settled cash transfers with the following two parallel steps:
. B

= sub-process “Process floor and ceiling [ 295]".

[Queued] — RTGS queues the processed cash transfer order. The processing continues with the step
“Process rule-based liquidity transfer order”.

[Partially settled - remaining amount queued] — RTGS partially settles the automated liquidity transfer
order:

— the processing continues with “B” for the settled amount;

— the processing continues with the step “Generate new liquidity transfer order” for the unsettled
amount.

Process rule-based liquidity transfer

After the first settlement attempt for a payment order or an AS transfer order, the rule-based liquidity transfer
processing may create an inter-service liquidity transfer order. Further details can be found in chapter Rule-
based liquidity transfers due to queued payment orders or AS transfer orders [ 205].

Generate new liquidity transfer order

This process step creates a new liquidity transfer order with the unsettled amount from a partially settled
automated liquidity transfer and places it on the top of the payment queue of the RTGS DCA.

Further details on the handling of automated liquidity transfer orders can be found in chapter Liquidity
transfer [ 173].

Process inter-service liquidity transfer

The settlement of an inter-service liquidity transfer order results in the creation and sending of an inter-
service liquidity transfer order to the target settlement service. Based on the settlement result received from
the target settlement service, the processing continues as follows:

[Settled] The processing continues with “B”;

[Rejected] The processing continues with the step “Generate reversal for CLM-rejected liquidity
transfer”.

Send liquidity transfer order fail notification

The process step creates a “Liquidity transfer order fail notification”/Receipt (camt.025) [ 463] and sends it
to the submitting actor.
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Generate reversal for CLM-rejected liguidity transfer

The process step creates an inter-service liquidity transfer reversal and transmits it to “Attempt cash transfer

order settlement”.

RTGS

Settled cash
transfer order

[Payment order
counterparty]

[U2A

counterparty] g

[RTGS Account Holder or

[A2A
counterparty]

(Ck RTGS CB Account Holder]

[Submitting actor]

[Liquidity transfer]

®

[Ancillary
system
using
settlement
procedure
Cor D]

G)
(Forward payment message]

[AS
transfer]

©

Payment
order
counterparty

Forwarded payment message

>X)

Figure 67 - Standard RTGS settlement I

The further processing distinguishes between the types of recipients for the cash transfer order settlement

messages and notifications:

payment order counterparty;

RTGS Account Holder or RTGS CB Account Holder (processing continues with “C”);

submitting actor (processing continues with “D”);
ancillary system using AS settlement procedure C or D:
— liquidity transfer (processing continues with “E”);

— AS transfer (processing continues with “F”).
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Payment order counterparties receive a forwarded payment message only when they have A2A access that
enables them to receive messages. In case of an A2A counterparty, the processing continues with “Forward
payment message”. Otherwise the processing stops.

Forward payment message

The A2A counterparty, i.e. the payment order counterparty, receives a forwarded payment message. The
following payment messages are forwarded:

CustomerCreditTransfer (pacs.008) [ 572];

FinanciallnstitutionCreditTransfer (CORE and COV) (pacs.009) [ 589];

PaymentReturn (pacs.004) [ 561];

FinanciallnstitutionDirectDebit (pacs.010) [ 608].
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RTGS Account
Holder or RTGS CB
Account Holder
CB on behalf of
RTGS Account
Holder

[Cash transfer not
subject to credit
notification]

RTGS
RTGS Account Holder or

RTGS CB Account Holder
CB on behalf of RTGS Account Holder

Credit account

X

[Cash tra

to credit notification]

nsfer subject

[Check message subscription for credit notificatioa

[Notification

X not required]

required]

Send credit notification

[Notification

=X

Debit account

[Cash transfer not
subject to debit
notification]

[Cash transfer
subject to debit
notification]

(Check message subscription for debit notificatiorD

"Credit notification" /

BankToCustomerDebitCreditNotification (camt.054)

Send debit notifcation

[Notification
not required]

[Notification
required]

X<

"Debit notification" /
BankToCustomerDebitCreditNotification (camt.054)

Figure 68 - Standard RTGS settlement IlI

The following table documents whether the RTGS Account Holder or RTGS CB Account Holder receives a

notification in terms of "Debit notification” and “Credit notification” from the standard RTGS settlement

process:
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Cash transfer |Submission

order type

Payment A2A
U2A
U2A
AS transfer A2A

Liquidity transfer U2A

A2A

All rights reserved.

“Debit
notification”/

[) 516]

Mandated payment Optional

Not mandated payment -

Payment initiated by a U2A-only -
RTGS Account Holder

Backup payment Optional

AS settlement procedure A debit Optional

Cross-AS transfer from AS Optional
settlement procedure C to AS

settlement procedure C

Cross-AS transfer from AS Optional
settlement procedure C to AS

settlement procedure D

Cross-AS transfer from AS -
settlement procedure D to AS

settlement procedure C

Cross-AS transfer from AS -
settlement procedure D to AS

settlement procedure D

AS settlement procedure E Optional

Liquidity transfer with credit on -
RTGS DCA, RTGS CB Account or

sub-account (credit leg)

Liquidity transfer with debit on RTGS
DCA, RTGS CB Account or sub-
account (debit leg)

Optional

Liquidity transfer with credit on =
RTGS DCA, RTGS CB Account or

sub-account initiated via

LiquidityCreditTransfer (camt.050)

[ 501] (credit leg)

“Credit
notification”/

[) 516]

Optional

Optional

Optional

Optional

Optional
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Cash transfer |Submission “Debit

order type notification”/

[) 516]

Liquidity transfer with debit®? on -
RTGS DCA, RTGS CB Account or

sub-account initiated via

LiquidityCreditTransfer (camt.050)

[ 501] (debit leg)

Liquidity transfer for AS settlement Optional
procedure C initiated via

ASTransferlInitiation (pain.998)

[ 624]/ASTI

Liquidity transfer for AS settlement -
procedure D initiated via
EinanciallnstitutionCreditTransfer

(CORE and COV) (pacs.009) [ 589]

with code word SBTI

Liquidity transfer for AS settlement -
procedure D with credit on RTGS

DCA initiated via

ASTransferInitiation (pain.998)

[ 624]/ASTI (credit leg)

Liquidity transfer for AS settlement Optional
procedure D with debit on RTGS

DCA initiated via

ASTransferlInitiation (pain.998)

[ 624]/ASTI (debit leg)

Internal (from  Liquidity transfer with debit on RTGS Optional
CLM) DCA or RTGS CB Account (debit
leg)

Liquidity transfer with credit on -
RTGS DCA or RTGS CB Account
(credit leg)

“Credit
notification”/

[r 516]

Optional

Optional

Optional

32 In case the CB has sent the liquidity transfer on behalf of the RTGS Account Holder, the RTGS Account Holder can receive an optional camt.054

(subject to message subscription).
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Cash transfer |Submission “Debit “Credit

order type notification”/ notification”/

[» 516] [» 516]
System- Outbound inter-service liquidity Optional -
generated transfer (push to CLM due to ceiling
breach)

Table 114 - Outbound RTGS settlement notifications for the RTGS Account Holder or RTGS CB Account Holder

The notification process for the credit and/or debit account terminates when the settlement of the cash
transfer order is not subject to notification of the credit/debit account (see table above).
When the settlement of a cash transfer is subject to a

| credit notification (see table above), then the processing continues with “Check message subscription for
credit notification” for the RTGS Account Holder or the RTGS CB Account Holder;

| debit notification (see table above), then the processing continues with “Check message subscription for
debit notification” for the RTGS Account Holder or the RTGS CB Account Holder.

Check message subscription for credit notification

In case a message subscription exists for the credit notification for the RTGS Account Holder or RTGS CB
Account Holder, the processing continues with the step “Send credit notification”. Otherwise, RTGS sends no
credit notification.

Send credit notification

The process step creates a “Credit notification”/BankToCustomerDebitCreditNotification (camt.054) [ 516]
and sends it to the RTGS Account Holder or the RTGS CB Account Holder.

Check message subscription for debit notification

In case a message subscription exists for the debit notification for the RTGS Account Holder or the RTGS
CB Account Holder, the processing continues with the step “Send debit notification”. Otherwise, RTGS sends
no debit notification.

Send debit notification

The process step creates a “Debit notification”/BankToCustomerDebitCreditNotification (camt.054) [ 516]
and sends it to the RTGS Account Holder or RTGS CB Account Holder.
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Submitting
Actor

RTGS

(Check message subscription for submitting actor notificatio

Submitting actor

©®

[Payment

\/ or SBTI]

[Not subject to

notification) >®

[Subject to
notification]

[AS
transfer]

=

[Notification
not required]

(Send payment order settlement notiﬁcatior)

"Payment order settlement notification" /

PaymentStatusReport (pacs.002)

Gend liquidity transfer order settlement notificatiol

e

[Liquidity
transfer]

[Receipt
(camt.025)
required]

>

"Liquidity transfer order settlement notification" /
Receipt (camt.025)

[ASInitiationStatus
(pain.998)
required]

[AS settlement
procedure E global
notification]

ﬂ

[No AS settlement
procedure E
global notification]

[Send AS transfer order settlement notificatiorD

X<

"AS transfer order settlement notification" /
ASilnitiationStatus (pain.998)

Figure 69 - Standard RTGS settlement IV

The following table documents whether the submitting actor receives a notification in terms of “Payment
order settlement notification”, “Liquidity transfer order settlement notification” or “AS transfer order settlement
notification” from the standard RTGS settlement process:
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Submissio

order type

Payment A2A

U2A

AS transfers  A2A

Liquidity U2A

transfer

A2A

All rights reserved.

Any payment initiated via
PaymentReturn (pacs.004)

[ 561],
CustomerCreditTransfer
(pacs.008) [ 572],
EinanciallnstitutionCreditTrans
fer (CORE and COV)
(pacs.009) [ 589] or

FinanciallnstitutionDirectDebit

(pacs.010) [ 608]

Any payment initiated via U2A

AS settlement procedure A
debit

Cross-AS transfer (any

constellation)

AS settlement procedure E —
only if AS opted for single
notification

Any liquidity transfer initiated
via U2A

Liquidity transfer initiated via
LiquidityCreditTransfer

(camt.050) [ 501]

Liquidity transfer for AS
settlement procedure C
initiated via

ASTransferInitiation (pain.998)

[ 624] with code word ASTI

Liquidity transfer for AS

settlement procedure D

“Payment order

settlement
notification”/

Optional

“AS transfer
order
settlement
notification”/

Mandatory

Mandatory

Mandatory

Mandatory

“Liquidity
transfer order
settlement
notification”/

[» 463]

Mandatory
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target

services

Submissio “Payment order |[“AS transfer “Liquidity

settlement order transfer order
order type notification”/ settlement settlement
notification”/ notification”/

[» 463]

initiated via
ASTransferlnitiation (pain.998)
[ 624] with code word ASTI

Liquidity transfer for AS Optional - -
settlement procedure D

initiated via

EinanciallnstitutionCreditTrans

fer (CORE and COV)

(pacs.009) [ 589] with code

word SBTI
Internal Any internal liquidity transfer - - -
(CLM) from another settlement

service
System- Any system-generated - - -
generated liquidity transfer

Table 115 - Outbound RTGS settlement notifications for the submitting actor

The notification process for the submitting actor terminates when the settlement of the cash transfer order is
not subject to notification of the submitting actor or the natification is not required (see table above).

When the settlement of the cash transfer order is subject to notification to the submitting actor (see table
above) the processing continues depending on the cash transfer order type — with one of the following
processing steps:

| “Send payment order settlement notification”;
| “Send liquidity transfer order settlement notification”;

| “Send AS transfer order settlement notification”.

Send payment order settlement notification

The process step creates a “Payment order settlement notification”/PaymentStatusReport (pacs.002) [+ 551]
and sends it to the submitting actor.
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Send liquidity transfer order settlement notification

The process step creates a “Liquidity transfer order settlement notification”/Receipt (camt.025) [ 463] and

sends it to the submitting actor.

Send AS transfer order settlement notification

The process step creates an “AS transfer order settlement notification”/ASInitiationStatus (pain.998) [ 621]
and sends it to the submitting actor.

Note: In case of AS settlement procedure E this is only the case if the AS has defined in static data to
receive a notification for each single transaction.

Ancillary RTGS
System Ancillary system using
settlement procedure
CorD
(Liquidity transfer)

O,
[Not subject to

notification] >®

[Subject to
notification]

[Return account

\/ notification required]
(Send sub-account balance notificationj\

[AS transfer
notice required)]

"Sub-account balance notification" /
®< ReturnAccount (camt.004)
(Send AS liquidity transfer order settlement notification]
"AS liquidity transfer order settlement notification" /
®< ASTransferNotice (pain.998)

Figure 70 - Standard RTGS settlement V

The following table documents whether the ancillary system using AS settlement procedure C or D receives
a notification in terms of “Sub-account balance notification” or “AS liquidity transfer order settlement
notification” from the standard RTGS settlement process:

All rights reserved. Page 291 of 1021


_RefE89B8131F0041BD45ED24DFE7C6E4F27
_RefA9CB619E2B515B4D920E104F8D20DBC3

target

services

T2 Part Il - Dialogue with external RTGS Actors

Cash transfer |[Submission “AS liquidity “Sub-account
order type transfer order balance
settlement notification”/
notification”/
[» 430]

[» 618]

Liquidity transfer U2A Liquidity transfer with credit or debit - Mandatory

on sub-account

Liquidity transfer with credit on Mandatory =
technical account for AS settlement

procedure D

A2A Liquidity transfer with credit or debit - Mandatory
on sub-account
(LiquidityCreditTransfer (camt.050)
[ 501])

Liquidity transfer for AS settlement - -
procedure C (ASTransferlnitiation

(pain.998) [ 624] with code word

ASTI)

Liquidity transfer with credit on Mandatory -
technical account for AS settlement

procedure D

(EinanciallnstitutionCreditTransfer

(CORE and CQV) (pacs.009) [ 589]

with code word SBTI)

Liquidity transfer for AS settlement - -

procedure D (ASTransferlnitiation
(pain.998) [ 624] with code word
ASTI)

Table 116 - Outbound RTGS settlement notifications for the ancillary system using AS settlement procedure C
orD

The notification process for the ancillary system using AS settlement procedure C or D terminates when the
settlement of the liquidity transfer order is not subject to notification of the ancillary system (see table above).

When the settlement of the liquidity transfer order is subject to notification to the ancillary system using AS
settlement procedure C or D (see table above) the processing continues with:

| “Send sub-account balances liquidity transfer settlement notification”;

| “Send AS liquidity transfer order settlement notification”.
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Send sub-account balance notification

The process step creates a “Sub-account balance notification”/ReturnAccount (camt.004) [ 430] and sends
it to the ancillary system.

Send AS liquidity transfer order settlement notification

The process step creates an “AS liquidity transfer order settlement notification”/ASTransferNotice (pain.998)
[ 618] and sends it to the ancillary system.

Counterparty Originator RTGS
Ancillary Ancillary
System System

Ancillary system

using settlement

procedure C or D
(AS transfer)

®

[Not subject to

notification] >®

[Subject to
notification]

[Ancillary system as [Ancillary system
counterparty] as originator]

(Send counterparty AS transfer settlement notification

“Counterparty AS transfer settlement
®< notification” / ASTransferNotice (pain.998)

[Submission by

ancillary system] >®

[Submission by central
bank on behalf of
ancillary system]

(Send originator AS transfer settlement notification)

“Originator AS transfer settlement notification” /
ReturnAccount (camt.004)

Figure 71 - Standard RTGS settlement VI

The following table documents whether the ancillary system as counterparty and the ancillary system as
originator (when the CB submits the AS transfer order on behalf of the ancillary system) receive a notification
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target

services

in terms of counterparty AS transfer settlement notification and originator AS transfer settlement notification
from the standard RTGS settlement process:

Cash transfer |[Submission “Counterparty AS [“Originator AS
order type transfer settlement |transfer settlement
notification”/ notification”/

[» 618] [» 430]

AS transfer A2A Cross-AS transfer from AS Mandatory Mandatory
settlement procedure C to AS

settlement procedure C

Cross-AS transfer from AS Mandatory Mandatory
settlement procedure C to AS

settlement procedure D

Cross-AS transfer from AS Mandatory Mandatory
settlement procedure D to AS

settlement procedure C

Cross-AS transfer from AS Mandatory Mandatory
settlement procedure D to AS

settlement procedure D

Table 117 - Outbound RTGS settlement notifications for the counterparty AS and originator AS

The notification process for the counterparty AS and originator AS terminates when the settlement of the AS
transfer order is not subject to notification of the ancillary system (see table above).

When the settlement of the AS transfer order is subject to notification to the counterparty AS and/or
originator AS (see table above) the processing continues:

| for the ancillary system as counterparty with the step “Send counterparty AS transfer settlement
notification”;

| for the ancillary system as originator in case a CB submitted the AS transfer on behalf with the step
“Send originator AS transfer settlement notification”.

Send counterparty AS transfer settlement notification

RTGS creates an “Counterparty AS settlement notification”/ASTransferNotice (pain.998) [ 618] and sends it
to the ancillary system.

Send originator AS transfer settlement notification

RTGS creates a “Originator AS transfer settlement notification”/ReturnAccount (camt.004) [* 430] and sends
it to the ancillary system.
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9.9.2 Messages

Message use
Payment return
Customer credit transfer

Financial institution credit transfer

Financial institution direct debit
Payment order settlement notification
Liquidity transfer order fail notification
Sub-account balance notification

Originator AS transfer settlement

notification

AS liquidity transfer order settlement

notification

Counterparty AS transfer settlement

notification

Debit notification

Credit notification

Liquidity transfer order settlement

notification

AS transfer order settlement

notification

ISO message

PaymentReturn [ 561]

CustomerCreditTransfer [ 572]

FinanciallnstitutionCreditTransfer

ISO code

pacs.004 [ 561]

pacs.008 [ 572]

pacs.009 [ 589]

[ 589

FinanciallnstitutionDirectDebit [ 608]

PaymentStatusReport [ 551]

Receipt [ 463]
ReturnAccount [ 430]

ReturnAccount [ 430]

ASTransferNotice [ 618]

ASTransferNotice [ 618]

BankToCustomerDebitCreditNotificatio

pacs.010 [ 608]

pacs.002 [ 551]
camt.025 [ 463]
camt.004 [ 430]

camt.004 [ 430]

pain.998 [ 618]
618]

pain.998 [

camt.054 [ 516]

n[ 516]

BankToCustomerDebitCreditNotificatio

camt.054 [ 516]

n[ 516]

Receipt [ 463]

ASInitiationStatus [ 621]

Table 118 - Outbound messages for process standard RTGS settlement

9.10 Process RTGS floor and ceiling

9.10.1 Description

camt.025 [ 463]

pain.998 [ 621]

This standardised sub-process checks whether a posting on an RTGS DCA resulting from the settlement of

a payment order or AS transfer order breaches a defined floor amount or a defined ceiling amount on the

RTGS DCA.
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Note: The settlement of liquidity transfers does not result in the check of a floor breach or a ceiling breach.

This sub-process is triggered by a settled payment (i.e. credit transfer or direct debit) or a settled AS transfer.

RTGS
Account
Holder

RTGS
Settled payment or
AS transfer
E:heck Floor and CeilingD
[Me floor defined
and no ceiling
©< defined]
[Floor defined
and/or ceiling
defined)
[Flosor or
ceiling W
breach]
N
. . [Rule-based [Mo floor or
[Nu:utlﬁu_:atlun liquidity transfer ceiling breach]
required] required]
[Breach
already )
notified)
% (Creala rule-based liquidity transfier ord&r)
[Breach not
motified)
[Floor breach)
) ’@D
Gern:l floor f ceiling nntiﬁcatinrD
[Ceiling
breach]

"Floor [ Ceiling Motification” /
Retumaccount (camt 004)

®-

Submit 1o seftlement

]

Figure 72 - Floor and ceiling processing
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Check floor and ceiling

This process step first checks whether the RTGS Account Holder has configured a floor amount and/or a
ceiling amount for the RTGS DCA. The process terminates when neither a floor amount nor a ceiling amount
is configured for the RTGS DCA. The process also terminates when a floor amount or a ceiling amount is
configured for the RTGS DCA, but the check does not identify a breach. When the check identifies either a
floor breach or a ceiling breach, then the check determines whether the breach requires a rule-based
liquidity transfer order or a notification or both. In case the breach requires the notification of the breach, the
process determines whether the breach was already notified. If that is the case, then the process terminates.
Otherwise, the processing continues with the process step “Send floor/ceiling notification”.

In case the breach requires a rule-based liquidity transfer, the processing continues with the step “Create
rule-based liquidity transfer order” or executes this step in parallel to the notification if applicable.

Send floor/ceiling notification

Depending on the breach, this processing step sends the “Floor/ceiling notification”/ReturnAccount
(camt.004) [ 430] (i.e. either floor notification or ceiling notification) to the RTGS Account Holder.

Further details can be found in chapter Breach of floor/ceiling threshold - notification [ 203].

Create rule-based liquidity transfer order

This process step generates a liquidity transfer order based on a floor breach or a ceiling breach. In case of
a floor breach, a pull liquidity transfer order is initiated to pull liquidity from CLM to RTGS.

In case of a ceiling breach, the processing continues with the step “Submit to settlement”.

Submit to settlement

This processing step submits the cash transfer order to the process “Perform standard RTGS settlement”.

Further details can be found in chapter Breach of floor/ceiling threshold - rule-based liquidity transfer [ 204].

9.10.2 Messages

Message description/usage ISO message ISO code

Floor/ceiling notification ReturnAccount [ 430] camt.004 [ 430]

Table 119 - Outbound message for process RTGS floor or ceiling notification
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9.11 Process RTGS reject time

A payment order may include a “latest debit time” indicator that specifies the time up to which RTGS has to
settle the payment order, i.e. the reject time. RTGS monitors the reject time of payment orders. When RTGS
identifies that a payment order is still queued at its reject time, then RTGS rejects the payment order:

RTGS

X Reject time reached

[ Reject cash transfer order H—D

Figure 73 - Process RTGS reject time

This process initiates the rejection of all payment orders due to reject time. The processing continues with
the sub-process “Reject cash transfer order [ 344]".

9.12 Initiate RTGS reject time or till time broadcast

A payment order may include a “latest debit time”. When a payment order includes a “latest debit time”,
RTGS monitors the latest debit time indicator of a payment order in order to initiate an A2A broadcast.
Further details on “latest debit time indicator” are provided in chapter Execution time [ 105].

Further details on broadcasts can be found in chapter Broadcasts [ 229].
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RTGS

Defined timespan prior to reject
or till time for a payment order

For each payment order reached

Process RTGS reject time or till time broadcast |-|-| )

Figure 74 - Initiate RTGS reject time or till time broadcast

This process initiates the sending of an A2A broadcast when RTGS determines that a reject time or till time
for a payment order is reached.

The process is triggered in case a defined timespan prior to the indicated reject time or till time for a payment
order is reached. The processing continues with the sub-process “Process RTGS reject time or till time
broadcast [ 299]".

9.13 Process RTGS reject time or till time broadcast

9.13.1 Description

This sub-process sends an A2A broadcast to a broadcast subscribing party.

Note: The A2A broadcast is sent in addition to the U2A broadcast if the respective party has subscribed to
receiving A2A broadcasts.

Further details on broadcasts can be found in chapter Broadcasts [ 229].
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Broadcast RTGS

subscribing S
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[Notification

not required] >©

[Notification
required]

[Send reject time or till time broadcasg

"Reject or till time broadcast" /
SystemEventNotification (admi.004)

Figure 75 - Process RTGS reject time or till time broadcast

The process “Initiate RTGS reject time or till time broadcast [ 298]” triggers this sub-process. The sub-
process starts with the process step “Check message subscription for A2A broadcast”.

Check message subscription for A2A broadcast

This process step checks whether a message subscription for A2A broadcasts exists. In case such
subscription exists, the processing continues with the step “Send reject or till time broadcast”.

Send reject time or till time broadcast

This process step creates a “Reject or till time broadcast’/SystemEventNotification (admi.004) [ 410] and

sends it to the broadcast subscribing party.

9.13.2 Messages

Message description/usage ISO message ISO code

Reject or till time broadcast SystemEventNotification [ 410] admi.004 [ 410]

Table 120 - Outbound message for process RTGS reject time or till time broadcast
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9.14 Ancillary system settlement

RTGS provides ancillary systems with dedicated functionality to instruct, to manage and to settle AS transfer
orders in central bank money. The chapter documents the AS-specific processes that RTGS offers to
ancillary systems. Ancillary systems may instruct RTGS directly or delegate authority to their CB to act on

their behalf. Therefore, the submitting actor in the context of the AS-specific processes is either the ancillary
system or the CBs that act on behalf of an ancillary system.

9.14.1 Send AS batch

9.14.1.1 Description

An AS batch message that an ancillary system or a CB sends to RTGS triggers this process:
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Figure 76 - Send AS batch

This process receives an AS batch message from the “Send RTGS message [ 255]” process and continues

with the step “Perform business validations”.
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Perform business validations

The process verifies whether the AS batch is compliant with the business validation rules. The process
performs the business validations to the extent possible in order to report as many as possible validation
errors to the submitting actor.

[Failed] The AS batch is not compliant with the business validation rules. The processing continues with
the step “Send AS batch rejection notification”.

[Successful] The AS batch complies with the business validation rules. The processing continues with
the step “Process AS batch”.

Send AS batch rejection notification

The process step creates an “AS batch rejection notification”/ASInitiationStatus (pain.998) [* 621] and sends

it to the submitting actor.

Process AS batch

The process checks a potential blocking and a possibly specified information period. If the blocking check
described in chapters Blocking/unblocking party [* 53] and Blocking/unblocking account [ 63] results in
blocking of the AS batch, then the processing step sets the AS batch and the AS transfer order(s) to the

respective status. If blocking check results in “Not blocked”, the information period check starts. If the
information period (described in chapter Optional connected mechanisms [ 166]) is specified, the

processing step sets the AS batch to status “Information period” and the AS transfer order(s) to status
“earmarked”. If an information period is not specified, then the processing continues for:

AS settlement procedure A and B with the step “Submit to AS settlement procedure A and B”;

AS settlement procedure C (i.e. AS transfer order(s) except cross-AS transfer orders) with the step
“Submit to AS settlement procedure C”;

cross-AS transfer orders, AS transfer orders from AS settlement procedure E and all liquidity transfers
related to AS settlement procedures C and D (standard RTGS settlement) with the step “Submit to
standard RTGS settlement”.

Submit to AS settlement procedures A and B

The processing submits the AS batch to the process “Initiate AS settlement for AS settlement procedures A
or B[ 304]".

Submit to AS settlement procedure C

The processing submits the AS batch to the process “Execute AS settlement procedure C [ 333]".

Submit to standard RTGS settlement

The processing submits the AS batch to the process “Perform standard RTGS settlement [ 276]".
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9.14.1.2 Messages

Message description/usage ISO message ISO code
AS batch ASTransferlnitiation [ 618] pain.998 [ 618]

Table 121 - Inbound message for send AS batch

Message description/usage ISO message ISO code
AS batch rejection natification ASinitiationStatus [ 621] pain.998 [ 621]

Table 122 - Outbound message for send AS batch

9.14.2 Initiate AS settlement for AS settlement procedures A or B

This process initiates the settlement for the AS settlement procedures A and B:
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RTGS
Immediate start of
settlement triggered Start of settlement
by Send AS batch period reached

(Check settlement procedure)

[AS settlement [AS settlement
procedure A] procedure B]

Enitiate AS settlement procedure B bath

Qnitiate AS settlement procedure A batch

Figure 77 - Initiate AS settlement for AS settlement procedures A or B

One of the following events triggers the process step “Check settlement procedure”
immediate start of settlement triggered by send AS batch;

start of settlement period reached.

Check settlement procedure

The process checks the settlement procedure to determine which process to trigger. In case of AS
settlement procedure A, the processing continues with “Initiate AS settlement procedure A batch”. In case of
AS settlement procedure B, the processing continues with “Initiate AS settlement procedure B batch”.
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Initiate AS settlement procedure A batch

This process step submits the AS transfer orders referring to the debit legs to the “Perform standard RTGS
settlement [ 276]” process. The process also sets the status of AS transfer orders referring to the credit leg
to “Earmarked”. This process sets the AS batch to the status “On settlement debit”.

Initiate AS settlement procedure B batch

This process sets the AS batch to the status “Queued” and the status of the AS transfer orders to
“‘Earmarked”.

9.14.3 Process AS settlement procedure B batch

9.14.3.1 Description

This process describes the settlement of an AS settlement procedure B batch:
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@K ( Send AS transfer settlement notifications |-|-‘ )%
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For every RTGS DCA

"AS batch settlement notification"
@K ASinitiationStatus (pain.998)

Figure 78 - Process AS settlement procedure B batch

A time event triggers the process step “Settle all-or-none”.

Settle all-or-none

This process step attempts to settle all AS transfer orders for every AS settlement procedure B batch. Details
on “Algorithm: Partial optimisation with ancillary system” can be found in chapter Settlement of queued
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normal payments [ 126]. In case the settlement is not successful, the processing continues with “Queuing of

all AS transfer orders”.

In case settlement is successful, the processing continues with the following three parallel activities:

| sub-process “Send AS transfer settlement notifications [ 310]”;

| sub-process “Process RTGS floor and ceiling [ 295]7;

| “Send AS batch settlement notification”.

Queuing of all AS transfer orders

This process step queues all AS transfer order included in an AS settlement procedure B batch and the
processing continues with the step “Process rule-based liquidity transfer order”.

Process rule-based liquidity transfer order

After the first settlement attempt of an AS settlement procedure B batch, the rule-based liquidity transfer
processing may create an inter-service liquidity transfer order. Further details can be found in chapter Rule-
based liquidity transfers due to queued payment orders or AS transfer orders [ 205].

Send AS batch settlement notification

The process step creates an “AS batch settlement notification”/ASInitiationStatus (pain.998) [ 621] and
sends it to the submitting actor.

9.14.3.2 Messages

Message description/usage ISO message ISO code
AS batch settlement notification ASiInitiationStatus [ 621] pain.998 [ 621]

Table 123 - Outbound message for process AS settlement procedure B batch

9.14.4 Reverse debit

9.14.4.1 Description

This sub-process reverses an already settled debit. Further details on the reversal of already settled AS
transfers are provided in chapter AS settlement procedure A [ 138].
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RTGS RTGS
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(settlement AS debit transfer from Terminate
bank) AS processing for AS settlement
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Post debit reversal
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debit reversal
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[Credit &

notification

®< not required]

[Credit
notification
required]

Send credit notification

@K "Credit notification" /
BankToCustomerDebitCreditNotification (camt.054)

Figure 79 - Reverse debits

This sub-process receives an AS debit transfer from the sub-process “Terminate AS processing for AS

settlement procedure A or B [ 317]” and continues with the step “Post debit reversal”.

Post debit reversal

In order to reverse a settled debit, RTGS creates and settles a credit with same amount for the accounts on
which the debit previously settled. The processing continues with a split resulting in the processing steps
“Check message subscription for credit notification” and the sub-process “Process RTGS floor and ceiling
[ 295]".

Check message subscription for credit notification

In case a message subscription exists for a credit notification for the RTGS Account Holder, the processing
continues with the step “Send credit notification”. Otherwise, RTGS sends no credit notification.
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Send credit notification

The process step creates a “Credit notification”/BankToCustomerDebitCreditNotification (camt.054) [ 516]
and sends it to the RTGS Account Holder (AS settlement bank).

9.14.4.2 Messages

Message description/usage ISO message ISO code
Credit notification BankToCustomerDebitCreditNotificatio camt.054 [ 516]
n[ 516]

Table 124 - Outbound message for reverse debit
9.14.5 Send AS transfer settlement notifications

9.14.5.1 Description

Each settlement of an AS transfer order stemming from AS settlement procedures A, B or C except for the
reversals of debits triggers this sub-process:
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Figure 80 - Send AS transfer settlement notification

When settlement of an AS transfer order is subject to a credit notification, then the sub-process must check
whether a message subscription for the RTGS Account Holder exists. When the settlement of an AS transfer
is not subject to a credit natification, then RTGS does not generate a credit notification for the RTGS Account
Holder.

AS transfers settled on AS settlement bank accounts for AS settlement procedures A, B and C are subject to
(optional) debit or credit notifications.
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Check message subscription for credit notification

In case a message subscription exists for the credit notification for the RTGS Account Holder, the processing
continues with the step “Send credit notification”. Otherwise, RTGS sends no credit notification.

Send credit notification

The process step creates a “Credit notification”/BankToCustomerDebitCreditNotification (camt.054) [ 516]
and sends it to the RTGS Account Holder.

Check message subscription for debit notification

In case a message subscription exists for the debit notification for the RTGS Account Holder, the processing
continues with the step “Send debit notification”. Otherwise, RTGS sends no debit natification.

Send debit notification

The process step creates a “Debit notification”/BankToCustomerDebitCreditNatification (camt.054) [ 516]
and sends it to the RTGS Account Holder.

9.14.5.2 Messages

Message description/usage ISO message ISO code

Debit notification BankToCustomerDebitCreditNotificatio camt.054 [ 516]
n[ 516]

Credit notification BankToCustomerDebitCreditNotificatio camt.054 [ 516]
n[ 516]

Table 125 - Outbound messages for send AS transfer settlement notifications

9.14.6 Notify guarantee fund mechanism initiation

9.14.6.1 Description

This process initiates the guarantee funds mechanism:
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Figure 81 - Notify guarantee fund mechanism initiation

RTGS initiates this process at the end of settlement period (optional connected mechanism settlement
period (“till”’) must have been used) and the process step “Check guarantee fund mechanism configuration
and AS settlement procedure” is triggered.

In case one settlement attempt for each AS debit transfer order is completed, the process step “Check
settlement attempt result” is triggered.
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Check quarantee fund mechanism configuration and AS settlement procedure

The process step checks the guarantee fund mechanism configuration and the used AS settlement
procedure. In case no guarantee fund mechanism is configured, the processing continues with the sub-
process “Terminate AS processing for AS settlement procedure A or B [ 317]".

In case the guarantee fund mechanism is configured and if the AS batch should have been settled in AS
settlement procedure B, the processing continues with the step “Submit to standard RTGS settlement”.

In case the guarantee fund mechanism is configured and if the AS batch should have been settled in AS
settlement procedure A, the processing continues with “Send guarantee fund mechanism decision request”.

Submit to standard RTGS settlement

The processing submits the AS debit transfer orders to the process “Perform standard RTGS settlement
[ 276]".

Send quarantee fund mechanism decision request

The process step creates a “Guarantee fund mechanism decision request’/ASInitiationStatus (pain.998)

[ 621] and sends it to the submitting actor.

Check settlement attempt result

The processing checks the result of the AS debit transfer order settlement attempts for the respective AS
batch. In case all respective AS debit transfer orders settled, the process finishes without further processing.
In case at least one AS debit transfer order is not settled, the processing continues with “Send guarantee
fund mechanism decision request”.

9.14.6.2 Messages

Message description/usage ISO message ISO code
Guarantee fund mechanism decision  ASInitiationStatus [ 621] pain.998 [ 621]
request

Table 126 - Outbound message for notify guarantee fund mechanism initiation

9.14.7 Trigger guarantee fund mechanism use

9.14.7.1 Description

The ancillary system response to the decision request to use or not to use the guarantee fund mechanism
triggers this process:
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Figure 82 - Trigger guarantee fund mechanism use

This process receives an individual message from the “Send RTGS message [ 255]” process and continues

with the step “Perform business validations”.

Perform business validations

The process verifies whether guarantee fund notification from the ancillary system is compliant with the
business validation rules. The process performs the business validations to the extent possible in order to
report the maximum number of validation errors to the submitting actor.
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[Failed] The guarantee fund natification from the ancillary system is not compliant with the business
validation rules. The processing continues with the step “Send guarantee fund decision rejection”.

[Successful] The guarantee fund notification from the ancillary system complies with the business
validation rules. The processing continues with the step “Process guarantee fund decision”.

Send quarantee fund decision rejection

The process step creates a “Guarantee fund decision rejection”/Receipt (camt.025) [* 463] and sends it to

the submitting actor.

Process guarantee fund decision

The processing depends on the decision.

[Use of guarantee fund rejected or insufficient liquidity on guarantee fund account] In case the
ancillary system rejects the use of the guarantee fund mechanism or in case of insufficient liquidity, the
processing continues with the sub-process “Terminate AS processing for AS settlement procedure A or B
[ 3177

[Use of guarantee fund approved and sufficient liquidity on guarantee fund account] After
approval of the use of guarantee fund mechanism and provided that sufficient liquidity is available, the
processing continues with the step “Settle AS debit transfer orders”.

Settle AS debit transfer orders

The failing RTGS DCA(s) to be debited are substituted by the guarantee fund account and the settlement of
the new AS debit transfer orders takes place. The processing continues for every settled AS debit transfer
order with the sub-process “Send AS transfer settlement notifications [ 310]".

9.14.7.2 Messages

Message description/usage ISO message ISO code
Guarantee fund decision Receipt [ 463] camt.025 [ 463]

Table 127 - Inbound message for trigger guarantee fund mechanism use

Message description/usage ISO message ISO code
Guarantee fund decision rejection Receipt [ 463] camt.025 [ 463]

Table 128 - Outbound message for trigger guarantee fund mechanism use
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9.14.8 Terminate AS processing for AS settlement procedure A or B

9.14.8.1 Description

One of the following rejection cases triggers this sub-process:

| AS batch revoked due to the disagreement on cash transfer order or AS batch from blocking in RTGS
(see “Disagree on cash transfer order or AS batch due to blocking in RTGS [ 343]");

| guarantee fund mechanism not invoked (see “Notify guarantee fund mechanism initiation [* 312]");

| guarantee fund mechanism unsuccessful (see “Trigger guarantee fund mechanism use [ 314]");

| Cut-off RTGS RTS Il processing (see “Process business day event "Cut-off for RTGS RTS II" [ 360]").
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Submitting RTGS
Actor
AS settlement revoked
from Disagree on cash Guarantee mechanism Guarantee mechanism
transfer order or AS unsuccessful from not invoked from Notify
batch from blocking in Trigger guarantee fund guarantee fund Cut-off for RTGS RTS Il
RTGS mechanism use mechanism initiation

X

(Check for settled AS debit transfer orders)

[No settled debits]

[Settled
For each settled AS debit transfer order debits]

Reverse debit |_|.| ]

For each party of a /:

settlement bank in the AS batch

Broadcast AS batch settlement failure I'I'I]

[Send AS batch fail notificatiorD

"AS batch fail notification”
ASlInitiationStatus (pain.998)

Figure 83 - Terminate AS processing for AS settlement procedure A or B

This sub-process initiates the rejection of an AS batch based on the previously listed triggers. It continues

with “Check for settled AS debit transfer orders”.

Check for settled AS debit transfer orders

The processing steps check whether RTGS has already settled any AS debit transfer order. In case at least
one AS debit transfer order settled, the processing continues with the sub-process “Reverse debit [ 308]".
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The processing continues with the sub-process “Broadcast AS batch settlement failure [» 319]” and
afterwards with the process step “Send AS batch fail notification”.

Send AS batch fail notification

The process step creates an “AS batch fail notification”/ASInitiationStatus (pain.998) [ 621] and sends it to
the submitting actor.

9.14.8.2 Messages

Message description/usage ISO message ISO code
AS batch fail notification ASinitiationStatus [ 621] pain.998 [ 621]

Table 129 - Outbound message for terminate AS processing for AS settlement procedure A or B

9.14.9 Broadcast AS batch settlement failure

9.14.9.1 Description

This sub-process sends an A2A broadcast to the broadcast subscribing party.

Note: The A2A broadcast is sent in addition to the U2A broadcast if the respective party has subscribed to
receiving A2A broadcasts.
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services
Broadcast RTGS
subscribing Broadcast initiation from
party Terminate AS processing

for AS settlement
procedure A or B

Gheck message subscription for A2A broadcasg

[Notification

not required] >©

[Notification
required]

[Send AS batch settlement failure broadcasg

"AS batch settlement failure broadcast" /
SystemEventNotification (admi.004)

Figure 84 - Process AS batch settlement failure broadcast

This sub-process is triggered by the sub-process “Terminate AS processing for AS settlement procedure A
or B[ 3177]".

The sub-process starts with the process step “Check message subscription for A2A broadcast”.

Check message subscription for A2A broadcast

This process step checks whether a message subscription for A2A broadcasts exists. In case such
subscription exists, the processing continues with “Send AS batch settlement failure broadcast”.

Send AS batch settlement failure broadcast

This process step creates an “AS batch settlement failure broadcast’/SystemEventNotification (admi.004)
[ 410] and sends it to the broadcast subscribing party.

9.14.9.2 Messages

Message description/usage ISO message ISO code

AS batch settlement failure broadcast SystemEventNotification [ 410] admi.004 [ 410]

Table 130 - Outbound message for process AS batch settlement failure broadcast

All rights reserved. Page 320 of 1021


_RefA53330AC7802FD927F0EAE28EC80C90D
_RefA53330AC7802FD927F0EAE28EC80C90D

target

services

T2 Part Il - Dialogue with external RTGS Actors

9.14.10 Finalise AS settlement procedure A batch after settlement of all debits

9.14.10.1 Description

The settlement of all AS debit transfer orders in one AS settlement procedure A batch triggers this process:

Submitting RTGS
Actor

All AS debit transfer orders of one
AS settlement procedure A batch
are settled

For each credit of the AS settlement procedure A batch ﬁ ‘

Settle AS settlement procedure A credit )

(Send AS batch settlement notificatiorD

"AS batch settlement notification"
©< ASlnitiationStatus (pain.998)

Figure 85 - Finalise AS settlement procedure A batch after settlement of all debits

This process triggers the sub-process “Settle AS settlement procedure A credit [* 322]” for each credit of the

AS settlement procedure A batch and subsequently the step “Send AS batch settlement notification”.

Send AS batch settlement notification

The process step creates an “AS batch settlement notification”/ASInitiationStatus (pain.998) [ 621] and

sends it to the submitting actor.

9.14.10.2 Messages

Message description/usage ISO message ISO code
AS batch settlement notification ASlnitiationStatus [ 621] pain.998 [ 621]

Table 131 - Outbound message for finalise AS settlement procedure A batch after settlement of all debits
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9.14.11 Settle AS settlement procedure A credit

9.14.11.1 Description

An AS credit transfer order from the process “Finalise AS settlement procedure A batch after settlement of all

debits [+ 321]" triggers this sub-process:

RTGS RTGS
Account
Holder AS credit transfer order from
(settlement Finalise AS settlement procedure A
bank) batch after settlement of all debits

?

[Settle AS settlement procedure A credit transfer orde)

Credit leg

(Check message subscription for credit notication

[Credit B
notification [ Process floor and ceiling |-|-| )
®< not required]
[Credit
notification
required]

[Send credit notificatior)

®< "Credit notification” /
BankToCustomerDebitCreditNotification (camt.054)

Figure 86 - Settle AS settlement procedure A credit

This sub-process starts with the step “Settle AS settlement procedure A credit transfer order”.

Settle AS settlement procedure A credit transfer order

This processing step settles all AS credit transfer orders of the respective AS settlement procedure A. The
processing continues with a split into the processing steps “Check message subscription for credit
notification” and the sub-process “Process RTGS floor and ceiling [* 295]".
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Check message subscription for credit notification

In case a message subscription exists for the credit notification for the RTGS Account Holder, the processing
continues with the step “Send credit notification”. Otherwise, RTGS sends no credit notification.

Send credit notification

The process step creates a “Credit notification”/BankToCustomerDebitCreditNotification (camt.054) [ 516]
and sends it to the RTGS Account Holder (AS settlement bank).

9.14.11.2 Messages

Message description/usage ISO message ISO code
Credit notification BankToCustomerDebitCreditNotificatio camt.054 [ 516]
n[ 516]

Table 132 - Outbound message for settle AS settlement procedure A credit

9.14.12 Initiate information period broadcast

An ancillary system can specify an information period for AS settlement procedure A, AS settlement
procedure B or AS settlement procedure E. Further details on the information period are provided in chapter
Optional connected mechanisms [ 166].

Further details on broadcasts can be found in chapter Broadcasts [ 229].

RTGS

of a settlement bank reached

Start of information
For each party period for an AS batch
in the AS batch

( Process information period broadcast I'|'I]

.

Figure 87 - Initiate information period broadcast

This process initiates the sending of an A2A broadcast to each party of an AS settlement bank in the AS
batch.
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The process is triggered in case an information period was indicated by an ancillary system. The processing
continues with the sub-process “Process information period broadcast [ 324]".

9.14.13 Process information period broadcast

9.14.13.1 Description

This sub-process sends an A2A broadcast to the broadcast subscribing party.

Note: The A2A broadcast is sent in addition to the U2A broadcast if the respective party has subscribed to
receiving A2A broadcasts. Details on message subscription are provided in chapter Messaging [ 62].

Further details on broadcasts can be found in chapter Broadcasts [ 229].

Broadcast RTGS
subscribing

Broadcast initiation from
party Initiate information period

broadcast

(Check message subscription for A2A broadcasg

[Notification
not required] >©

[Notification
required]

(Send information period broadcasD

"Information period broadcast" /
SystemEventNotification (admi.004)

Figure 88 - Information period broadcast
Process information period broadcast

This sub-process is triggered by the process “Initiate information period broadcast [ 323]".

The sub-process starts with the process step “Check message subscription for A2A broadcast”.
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Check message subscription for A2A broadcast

This process step checks whether a message subscription for A2A broadcasts exists. In case such
subscription exists, the processing continues with “Send information period broadcast”.

Send information period broadcast

This process step creates an "Information period broadcast’/SystemEventNoatification (admi.004) [ 410] and
sends it to the broadcast subscribing party.

9.14.13.2 Messages

Message description/usage ISO message ISO code
Information period broadcast SystemEventNotification (admi.004) admi.004
[ 410]

Table 133 - Outbound message for process information period broadcast

9.14.14 Execute start of procedure for AS settlement procedures C and D

9.14.14.1 Description

Either the ancillary system triggers this process when it opens the optional procedure (only possible for AS
settlement procedure C) or RTGS starts the mandatory procedure automatically at the event Execution of
standing orders in RTGS. Further details on the business day are provided in chapter Business day [ 73].
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Ancillary
system

Submitting
Actor

RTGS

Start of mandatory
procedure

Message received
from Send RTGS
message

ReturnGeneralBusinessinformation (camt.021)

"Start of optional procedure C instruction" /

(Send start of mandatory procedure notification)
f [Successful]

"Start of mandatory procedure notification" /
ReturnGeneralBusinessInformation (camt.021)

(Perform business validation)

[Failed]

(Submit to Execute RTGS Standing OrdeD

ES

(Send stal

rt of optional procedure instruction rejection notificatiorD

@<

"Start of optional procedure instruction rejection notification" /

Receipt (camt.025)

Figure 89 - Execute AS settlement procedure C and D - start of procedure

This process starts either due to:

start of mandatory procedure;

receipt of an individual message from the “Send RTGS message” process and continues with the step

“Perform business validations”.

When the start of mandatory procedure initiates the process, the process splits into the processing steps

“Send start of mandatory procedure notification” and “Submit to Execute RTGS Standing Order”.

Send start of mandatory procedure notification

The process step creates a “Start of mandatory procedure notification”/ReturnGeneralBusinessinformation
(camt.021) [ 461]) and sends it to the ancillary system using AS settlement procedure C or D.
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Submit to execute RTGS standing order

This processing step submits the AS standing order liquidity transfer orders to the process “Execute RTGS
standing order [ 270]".

Perform business validations

The process verifies whether start of optional procedure C instruction is compliant with the business
validation rules. The process performs the business validations to the extent possible in order to report the
maximum number of validation errors to the submitting actor.

[Failed] The start of optional procedure C instruction is not compliant with the business validation rules.
The processing continues with the step “Send start of optional procedure instruction rejection
notification”.

[Successful] The start of optional procedure C instruction complies with the business validation rules.
The processing continues with the step “Submit to execute RTGS standing order”.

Send start of optional procedure instruction rejection notification

The process step creates a “Start of optional procedure instruction rejection notification”/Receipt (camt.025)
[ 463]) and sends it to the submitting actor.

9.14.14.2 Messages

Message description/usage ISO message ISO code
Start of optional procedure C ReturnGeneralBusinessinformation camt.021 [ 461]
instruction [ 461]

Table 134 - Inbound message for execute start of procedure for AS settlement procedures C and D

Message description/usage ISO message ISO code

Start of mandatory procedure ReturnGeneralBusinessinformation camt.021 [ 461]
notification [ 461]

Start of optional procedure instruction Receipt[ 463] camt.025 [ 463]

rejection natification

Table 135 - Outbound messages for execute start of procedure for AS settlement procedures C and D
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9.14.15 Execute start of cycle for AS settlement procedure C

9.14.15.1 Description

The ancillary system triggers this process when it instructs a start of cycle:

Ancillary
system

Submitting
Actor

RTGS

Message received from
Send RTGS message

"Start of cycle instruction" /
ReturnGeneralBusinessInformation (camt.021)

[Perform business validatiorD

. . I _— [Failed]
Send start of cycle instruction rejection notification

[Successful]

@<

Receipt (camt.025)

"Start of cycle instruction rejection notification™" /

Start cycle

"Sub-account balances notification" /
ReturnAccount (camt.004)

e(Send sub-account balances notificatiorD

Figure 90 - Execute start of cycle for AS settlement procedure C

This process receives an individual message from the “Send RTGS message” process and continues with

the step “Perform business validations”.

Perform business validations

The process verifies whether start of cycle instruction is compliant with the business validation rules. The

process performs the business validations to the extent possible in order to report as many as possible

validation errors to the submitting actor.

[Failed] The start of cycle instruction is not compliant with the business validation rules. The processing

continues with “Send start of cycle instruction rejection notification”.

[Successful] The start of cycle instruction complies with the business validation rules. The processing

continues with “Start cycle”.
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Send start of cycle instruction rejection notification

The process step creates a “Start of cycle instruction rejection notification”/Receipt (camt.025) [ 463] and

sends it to the submitting actor.

Start cycle

RTGS starts the cycle and blocks the liquidity on the RTGS sub-accounts.

Note: During a running cycle, a liquidity transfer order which aims at increasing the liquidity on the sub-
account is settled immediately.

Send sub-account balances notification

The process step creates a “Sub-account balances notification”/ReturnAccount (camt.004) [+ 430]) and

sends it to the ancillary system.

9.14.15.2 Messages

Message description/usage ISO message ISO code
Start of cycle instruction ReturnGeneralBusinessinformation camt.021 [ 461]
[ 461]

Table 136 - Inbound message for execute start of cycle for AS settlement procedure C

Message description/usage ISO message ISO code

Start of cycle instruction rejection Receipt [ 463] camt.025 [ 463]
notification

Sub-account balances natification ReturnAccount [ 430] camt.004 [ 430]

Table 137 - Outbound messages for execute start of cycle for AS settlement procedure C

9.14.16 Execute end of cycle for AS settlement procedure C

9.14.16.1 Description

A submitting actor triggers this process when it instructs the end of a cycle:
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Submitting RTGS

Actor Message received from

Send RTGS message

"End of cycle instruction" /
ReturnGeneralBusinessInformation (camt.021)

(Perform business validation]

\/ [Failed]
(Send end of cycle instruction rejection notificationj\

\L [Successful]

©< "End of cycle instruction rejection notification" /
Receipt (camt.025)

[Reject AS transfer order for AS settlement procedure C I‘I'I]

End cycle

(Send end of cycle execution notificatiorD

"End of cycle execution notification" /
@( ReturnGeneralBusinessinformation (camt.021)

Figure 91 - Execute end of cycle for AS settlement procedure C

This process receives an individual message from the “Send RTGS message” process and continues with
the step “Perform business validations”.

Perform business validations

The process verifies whether end of cycle instruction is compliant with the business validation rules. The
process performs the business validations to the extent possible in order to report the maximum number of
validation errors to the submitting actor.

[Failed] The end of cycle instruction is not compliant with the business validation rules. The processing
continues with “Send end of cycle rejection notification”.
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| [Successful] The end of cycle instruction complies with the business validation rules. The processing
continues with the sub-process “Reject AS transfer order for AS settlement procedure C [ 337]” and

subsequently with the step “End cycle”.

Send end of cycle instruction rejection notification

The process step creates an “End of cycle instruction rejection notification”/Receipt (camt.025) [ 463] and
sends it to the submitting actor.

End cycle

RTGS closes the cycle and the process continues with “Send end of cycle execution notification”.

Send end of cycle execution notification

The process step creates an “End of cycle execution notification”/ReturnGeneralBusinessinformation
(camt.021) [* 461] and sends it to the submitting actor.

9.14.16.2 Messages

Message description/usage ISO message ISO code
End of cycle instruction ReturnGeneralBusinessinformation camt.021 [ 461]
[ 461]

Table 138 - Inbound message for execute end of cycle for AS settlement procedure C

Message description/usage ISO message ISO code

End of cycle instruction rejection Receipt [ 463] camt.025 [ 463]

notification

End of cycle execution natification ReturnGeneralBusinessInformation camt.021 [ 461]
[ 461]

Table 139 - Outbound messages for execute end of cycle for AS settlement procedure C

9.14.17 Execute end of procedure for AS settlement procedure C

9.14.17.1 Description

This process is triggered whenever the ancillary system instructs an end of procedure to RTGS:
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Ancillary | Submitting RTGS
system Actor

Message received
from Send RTGS
message

"End of procedure instruction” /
ReturnGeneralBusinessinformation (camt.021)

[Perform business validation)

[Failed]

(Send end of procedure instruction rejection notification

[Successful]

©< “End of procedure instruction rejection notification® /
Receipt (camt.025)

[Return liquidity from sub-accounts to linked RTGS DCAs I'I'I)

(Send sub-account balances notificatiorD

“Sub-account balances notification® /
ReturnAccount (camt.004)

Figure 92 - Execute end of procedure for AS settlement procedure C

This process receives an individual message from the “Send RTGS message” process and continues with

the step “Perform business validations”.

Perform business validations

The process verifies whether end of procedure instruction is compliant with the business validation rules.
The process performs the business validations to the extent possible in order to report the maximum number

of validation errors to the submitting actor.

[Failed] The end of procedure instruction from the ancillary system is not compliant with the business
validation rules. The processing continues with the step “Send end of procedure instruction rejection
notification”.
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| [Successful] The end of procedure instruction from the ancillary system complies with the business
validation rules. The processing continues with the sub-process “Return liquidity from sub-accounts to
linked RTGS DCAs [ 341]” and subsequently with the step “Send sub-account balances notification”.

Send end of procedure instruction rejection notification

The process step creates an “End of procedure instruction rejection notification’/Receipt (camt.025) [ 463]

and sends it to the submitting actor.

Send sub-account balances notification

The process step creates a “sub-account balances notification”/ReturnAccount (camt.004) [ 430] and sends

it to the ancillary system.

9.14.17.2 Messages

Message description/usage ISO message ISO code
End of procedure instruction ReturnGeneralBusinessinformation camt.021 [ 461]
[ 461]

Table 140 - Inbound message for execute end of procedure for AS settlement procedure C

Message description/usage ISO message ISO code

End of procedure instruction rejection Receipt [ 463] camt.025 [ 463]
notification

Sub-account balances notification ReturnAccount [ 430] camt.004 [ 430]

Table 141 - Outbound messages for execute end of procedure for AS settlement procedure C

9.14.18 Execute AS settlement procedure C

9.14.18.1 Description

This “Execute AS settlement procedure C” process triggers the settlement attempt of the individual transfer
orders of an AS batch.

This process is triggered:

| if an AS batch containing AS transfer orders for AS settlement procedure C arrives from the process
“Send AS batch”;
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if there are queued AS transfer orders for an AS settlement procedure C batch and there is an liquidity
inflow on one of the sub-accounts related to that batch;

if an AS transfer order of this AS batch is revoked or disagreed on.

Submitting RTGS
Actor .
Lo Revocation of or
AS batch from Liqudity inflow on disagreement on AS
Send AS batch sub-account settlement procedure C

transfer order or AS batch

For every AS transfer ‘
order of the AS batch

[Attempt settlement procedure C AS transfer order settlement |-|-| ]

o

(Check AS transfer order status)

Not all AS
transfer orders
from AS batch

final

All AS transfer
orders from AS
batch final

(Send AS batch final status notification)

©< ,AS batch final status notification® /
ASlInitiationStatus (pain.998)

Figure 93 - Execute AS settlement procedure C

This process calls the sub-process “Attempt settlement procedure C AS transfer order settlement [* 335]”
when it receives an AS batch from the process “Send AS batch [* 301]” or if there are queued AS transfer
orders for an AS settlement procedure C batch and there is a liquidity inflow on one of the sub-accounts
related to that batch. Afterwards the processing continues with the step “Check AS transfer order status”.

In case of a revocation of or disagreement on AS settlement procedure C transfer order or AS batch, the
processing starts with the process step “Check AS transfer order status”.
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Check AS transfer order status

The process step checks whether all AS transfer orders of the respective AS batch are final.
Note: Final in this context means settled, revoked or disagreed.
In case all AS transfer order from the AS batch are final, the process continues with the process step “Send

AS batch final status notification”. Otherwise the processing stops.

Send AS batch final status notification

The process step creates an “AS batch final status notification”/ASInitiationStatus (pain.998) [ 621] and

sends it to the submitting actor when all AS transfer orders from the AS batch settled.

9.14.18.2 Messages

Message description/usage ISO message ISO code
AS batch final status notification ASinitiationStatus [ 621] pain.998 [ 621]

Table 142 - Outbound message execute AS settlement procedure C

9.14.19 Attempt settlement procedure C AS transfer order settlement

9.14.19.1 Description

This sub-process attempts to settle AS transfer orders from AS settlement procedure C:

All rights reserved. Page 335 of 1021


_RefA9CB619E2B515B4D920E104F8D20DBC3
_RefA9CB619E2B515B4D920E104F8D20DBC3
_RefA9CB619E2B515B4D920E104F8D20DBC3

t a r‘ 9 Et | Part Il - Dialogue with external RTGS Actors

RTGS

Execute AS settlement
procedure C

[Settle AS transfer ordeD

[No RTGS
DCA]

[RTGS DCA]

[ Process floor and ceiling |-|-| ]

%

( Send AS transfer settlement notifications |-|-‘ )

Figure 94 - Attempt settlement procedure C AS transfer order settlement

This sub-process is triggered by the process “Execute AS settlement procedure C” and starts with “Settle AS
transfer order”.

Settle AS transfer order

The process step attempts to settle each AS transfer order from an AS settlement procedure C AS batch.

[Not settled] If the settlement of the AS transfer order fails, then the process terminates for the failed AS
transfer order.

[Settled] If the AS transfer order settles, the process continues with the sub-process “Send AS transfer

settlement notifications [ 310]” and with the sub-process “Process RTGS floor and ceiling [* 295]” when
the AS transfer involves an RTGS DCA.
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9.14.20 Reject AS transfer order for AS settlement procedure C

9.14.20.1 Description

This sub-process rejects queued AS transfer orders and sends the final status notification for the AS batch to
the submitting actor. This sub-process is called:

at end of cycle;

at the cut-off RTGS RTS Il processing.

Submitting RTGS
Actor
AS Settlement
Procedure C
Cut-off RTGS RTS Il end of cycle

[No pending AS
transfer orders]

[Pending AS
transfer orders]

(Reject AS transfer orders)

(Send AS batch final status notificatior)

“AS batch final status notification” / ASInitiationStatus
(pain.998)

Figure 95 - Reject AS transfer order for AS settlement procedure C

In case there is at least one existing queued AS transfer order, the processing continues with “Reject AS

transfer orders”.

Reject AS transfer orders

This processing step rejects all queued AS transfer orders and the processing continues with “Send AS
batch final status notification”.
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Send AS batch final status notification

This processing step sends the “AS batch final status notification”/ASInitiationStatus (pain.998) [ 621] to the
submitting actor.

9.14.20.2 Messages

Message description/usage ISO message ISO code
AS batch final status notification ASiInitiationStatus [ 621] pain.998 [ 621]

Table 143 - Outbound message for reject AS transfer order for AS settlement procedure C

9.14.21 Process AS settlement procedure E global notification

9.14.21.1 Description

This process triggers the sending of a global notification on case of AS settlement procedure E:

Submitting RTGS
Actor

All AS transfer orders of an AS
settlement procedure E batch final

®

[Send AS batch global notificatiorD

"AS batch global notification" /
©< ASlnitiationStatus (pain.998)

Figure 96 - Process AS settlement procedure E global notification

RTGS initiates this process in case an AS using AS settlement procedure E has configured to receive a
global notification once all AS transfer orders are in a final status.

Send AS batch global notification

The process step creates an “AS batch global notification”/ASInitiationStatus (pain.998) [ 621] and sends it
to the submitting actor.
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9.14.21.2 Messages

Message description/usage ISO message ISO code
AS batch global notification ASiInitiationStatus [ 621] pain.998 [ 621]

Table 144 - Outbound message for Process AS settlement procedure E global notification

9.14.22 Process AS batch revocation

9.14.22.1 Description

The process is triggered in case the CB or the AS revokes an AS batch:

Submitting RTGS
Actor

AS batch revocation

For each party of a ‘

settlement bank in the AS batch

Process AS batch revocation broadcast |-|-| ]

[Send AS batch fail notificatiorD

"AS batch fail notification"
©< ASlnitiationStatus (pain.998)

Figure 97 - Process AS batch fail notification

The process is triggered by the revocation of an AS batch and continues with the sub-process “Process AS
batch revocation broadcast [ 340]” for each party of an AS settlement bank. Afterwards, the processing

continues with the process step “Send AS batch fail notification”.

Send AS batch fail notification

This processing step sends the "AS batch fail notification"/ASInitiationStatus (pain.998) [ 621] to the

submitting actor.
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9.14.22.2 Messages

Message description/usage ISO message ISO code
AS batch fail notification ASiInitiationStatus [ 621] pain.998 [ 621]

Table 145 - Outbound message for Process AS batch revocation

9.14.23 Process AS batch revocation broadcast

9.14.23.1 Description

This sub-process sends an A2A broadcast to the broadcast subscribing party.

Note: The A2A broadcast is sent in addition to the U2A broadcast if the respective party has subscribed to
receiving A2A broadcasts.

Further details on broadcasts can be found in chapter Broadcasts [+ 229].

Broadcast RTGS
subscribing R
Broadcast initiation from
party Process AS batch

revocation

Gheck message subscription for A2A broadcasD

[Notification
not required] >©
[Notification
required]
Gend AS batch revocation broadcasD
"AS batch revocation broadcast" /
SystemEventNotification (admi.004)

Figure 98 - Process AS batch revocation broadcast
This sub-process is triggered by the process “Process AS batch revocation”.

The sub-process starts with the process step “Check message subscription for A2A broadcast”.
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Check message subscription for A2A broadcast

This process step checks whether a message subscription for A2A broadcasts exists. In case such
subscription exists, the processing continues with “Send AS batch revocation broadcast”.

Send AS batch revocation broadcast

This process step creates an "AS batch revocation broadcast’/SystemEventNotification (admi.004) [ 410]
and sends it to the broadcast subscribing party.

9.14.23.2 Messages

Message description/usage ISO message ISO code
AS batch revocation broadcast SystemEventNotification (admi.004) admi.004
[ 410]

Table 146 - Outbound message for process AS batch revocation broadcast

9.14.24 Return liquidity from sub-accounts to linked RTGS DCAs

9.14.24.1 Description

This sub-process returns the liquidity from the sub-accounts to the linked RTGS DCAs to ensure that after
the end of procedure and at the start of the EoD processing no balances are on the sub-accounts:
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RTGS RTGS
Account End of Procedure from Execute
Holder Cut-off for RTGS RTS Il End of Procedure for Settlement

Procedure C

/[Settle liquidity transfers from sub-accounts to linked RTGS DCAs)

For every sub-account with a
balance greater than zero

Debit leg
Credit leg
(Check debit message subscriptior)
[Debit
notification
required]

Send debit notification

(Check credit message subscriptior)

[Debit
notification

not required]
|| "Debit notification" /
E BankToCustomerDebitCreditNotification (camt.054)

Send credit notification L,\

@ “Credit notification" /
BankToCustomerDebitCreditNotification (camt.054)

[Credit
notification
required]

[Credit
notification
not required]

Figure 99 - Return liquidity from sub-accounts to RTGS DCAs

This sub-process is triggered either by:
Cut-off for RTGS RTS Il processing;

end of Procedure from Execute End of Procedure for Settlement Procedure C.

This sub-process starts with the step “Settle liquidity transfers from sub-accounts to linked RTGS DCAs”.

Settle liquidity transfers from sub-accounts to linked RTGS DCAs

The process steps transfers any funds remaining on each sub-account to the linked RTGS DCA. The
processing continues with the parallel steps “Check debit message subscription” and “Check credit message

subscription”.
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Check message subscription for credit notification

In case a message subscription exists for the credit notification for the RTGS Account Holder, the processing
continues with the step “Send credit notification”. Otherwise, RTGS sends no credit notification.

Send credit notification

The process step creates a “Credit notification”/BankToCustomerDebitCreditNotification (camt.054) [ 516]
and sends it to the RTGS Account Holder.

Check message subscription for debit notification

In case a message subscription exists for the debit notification for the RTGS Account Holder, the processing
continues with “Send debit notification”. Otherwise, RTGS sends no debit notification.

Send debit notification

The process step creates a “Debit notification”/BankToCustomerDebitCreditNotification (camt.054) [ 516])
and sends it to the RTGS Account Holder.

9.14.24.2 Messages

Message description/usage ISO message ISO code

Debit notification BankToCustomerDebitCreditNotificatio camt.054 [ 516]
n[ 516]

Credit notification BankToCustomerDebitCreditNotificatio camt.054 [ 516]
n[ 516]

Table 147 - Outbound messages for liquidity returned from sub-accounts to RTGS DCAs

9.15 Disagree on cash transfer order or AS batch due to blocking in
RTGS

The disagreement of a CB on a cash transfer or an AS batch due to blocking triggers this process.

Note: This process is only triggered for:
| cash transfer orders which require an immediate notification on the rejection;
| AS batches of AS settlement procedures A or B;

| single cash transfer orders inside the AS batch of AS settlement procedure E.
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RTGS

Disagreement on cash transfer
order or AS batch

[No AS transfer order of AS
settlement procedure A or B]

[AS transfer order of AS settlement

procedure A or B]

( Reject cash transfer order I'I'I) ( Terminate AS processing for AS settlement procedure A or B I'I'I)

Figure 100 - Disagree on cash transfer order or AS batch from blocking in RTGS

In case of an AS transfer order of AS settlement procedure A or B, the processing continues with the sub-
process “Terminate AS processing for AS settlement procedure A or B [ 317]". Otherwise, the processing

continues with the sub-process “Reject cash transfer order [ 344]”.

9.16 Reject cash transfer order

9.16.1 Description

This sub-process rejects a cash transfer order and sends a rejection notification for the cash transfer order to

the submitting actor:
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Submitting RTGS
Actor
Cut-off for customer Disagreement ofa CB
payment orders from on acash transfer Cut-off for RTGS
»~Process business day event order from Disagree Reject time Failed revalidation from RTS Il from
cut-off for customer payment on cash transfer reached from »Process business day ,Process business
order” (only rejection of order or AS batch due ,Process RTGS event Change of day event cut-off
customer payment order) to blocking in RTGS reject time* business day“ for RTGS RTS 11“
[Reject cash transfer ordeD
[Payment
order]
[AS transfer
order]
[Send payment order rejection notificatiorD
©< "Payment Order Rejection Notification"/ [AS settlement
PaymentStatusReport (pacs.002) procedure E global
notification] >©
[No AS settlement
procedure E
global notification]
(Send AS transfer order rejection notiﬁcatiorD
"AS transfer order rejection notification"/
ASTransferNotice (pain.998)

Figure 101 - Reject cash transfer order

This sub-process is called when:

a rejection of a cash transfer order takes place at the cut-off RTGS RTS Il processing (see chapter
Process business day event "Cut-off for RTGS RTS II" [ 360]);
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| arejection of a cash transfer order, i.e. customer payment order, takes place at the cut-off for customer
payment order processing (see chapter Process business day event "Cut-off for customer payment
orders" [ 359])

| a warehoused payment order fails revalidation at the SoD (see chapter Process business day event

"Change of business day" [ 357]);

| arejection of a cash transfer is required due to the disagreement of a CB on a cash transfer order with
regard to blocking (see chapter Disagree on cash transfer order or AS batch due to blocking in RTGS
[ 343));

| apayment order reaches its reject time (see chapter Process RTGS reject time [ 298]).

Reject cash transfer order

This processing step rejects the cash transfer order. In case of payment orders, the processing continues
with the step “Send payment order rejection notification”. In case of AS transfer orders with the exception of
AS transfers orders stemming from an ancillary system using AS settlement procedure E and the respective
ancillary system having opted for a global notification, the processing continues with the step “Send AS
transfer order rejection notification”.

Send payment order rejection notification

This processing step sends the "Payment Order Rejection Notification"/PaymentStatusReport (pacs.002)

[ 551] to the submitting actor.

Send AS transfer order rejection notification

This processing step sends the "AS transfer order rejection notification"/ASInitiationStatus (pain.998) [ 621]

to the submitting actor.

9.16.2 Messages

Message description/usage ISO message ISO code
Payment order rejection notification PaymentStatusReport [ 551] pacs.002 [ 551]
AS transfer order rejection notification  ASlInitiationStatus [ 621] pain.998 [ 621]

Table 148 - Outbound messages for reject cash transfer order
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9.17 Modify current limit

9.17.1 Description

This process triggers the modification or deletion of a current limit in RTGS. It is not possible to set up a
current limit intraday:
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Submitting RTGS

Actor Message received from T;ﬁasg;mg Limit eligible cash
Sand RTGS message message transfer received

"Currant limit deletion” | "Current limit modification” /
Debatelimit (camt.012) MaodifyLimit (camt.011)

[Parform business validatinn)

) [Failed]
Send currant limit modification / deletion rejection notification
[Successful]
©< "Current limit modification / deletion rejection notification” /
Receipt ([camt.025)
[Pending
current limit
miedification]
[Mo Pending
: A - ’ current limit
( Reject pending limit madificaticn |-|-| ) modification]
Attempt limit modification
[Fully
o . . . . . . Exacuted]
Send current limit modification / deletion execution notification
[Mot executed)]
©< "Current limit modification / deletion execution natification” 7
Receipt (camt.0253)

&

[Maot first
attampt]
[First

attemnpt]

Gend current limit modification gueuing notiﬁcatiora

[Clueue current limit rnudiﬁcatiun)

®/ "Current limit modification queuing notification”

Receipt (camt.(025) ®

Figure 102 - Modify current limit
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RTGS initiates this process when it receives:
a message from the process “Send RTGS message” to delete the current limit;
a message from the process “Send RTGS message” to modify the current limit;
a limit eligible cash transfer.
The processing continues with the process step “Perform business validations” when it receives a message

from the process “Send RTGS message”. Otherwise, the processing continues with the process step
“Attempt limit modification”.

Perform business validations

The process step verifies whether a current limit deletion request or a current limit modification request is
compliant with the business validation rules. It performs the business validations to the extent possible in
order to report as many as possible validation errors to the submitting actor.

[Failed] The current limit deletion request or a current limit modification request is not compliant with the
business validation rules. The processing continues with “Send current limit modification/deletion
rejection notification”.

[Successful] The current limit deletion request or a current limit modification request complies with the
business validation rules. If a pending limit modification request exists, the processing triggers the sub-
process “Reject pending limit modification [ 350]". Afterwards the processing continues with “Attempt

limit modification”.

Send current limit modification/deletion rejection notification

RTGS rejects the request and sends a "Current limit modification/deletion rejection notification"/Receipt
(camt.025) [ 463] to the submitting actor.

Attempt limit modification

RTGS attempts to update the limit. There are two possible outcomes:
full execution of the modification or deletion;

no execution of the modification.
RTGS always fully executes a deletion of a limit.

The processing continues with “Send current limit modification/deletion execution notification” for a full
execution of a limit modification request or a limit deletion request. If the attempt to execute the limit
modification request results in no execution, then the process executes the following two processing steps in
parallel:

only on the first attempt to modify the limit, the processing continues with the processing step “Send
current limit modification queuing notification”;

the processing continues with “Queue current limit modification”.
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Send current limit modification/deletion execution notification

RTGS executes the request and sends a "Current limit modification/deletion execution notification"/Receipt

(camt.025) [ 463] to the submitting actor.

Send current limit modification queuing notification

RTGS sends a "Current limit modification queuing notification"/Receipt (camt.025) [ 463] to the submitting

actor.

Queue current limit modification

RTGS queues the modification for further processing.

9.17.2 Messages

Message description/usage ISO message ISO code
Current limit deletion DeleteLimit [ 450] camt.012 [ 450]
Current limit modification ModifyLimit [ 447] camt.011 [ 447]

Table 149 - Inbound messages for modify current limit

Message description/usage ISO message ISO code
Current limit modification/deletion Receipt [ 463] camt.025 [ 463]

rejection notification

Current limit modification/deletion Receipt [ 463] camt.025 [ 463]

execution notification

Current limit modification queuing Receipt [ 463] camt.025 [ 463]
notification

Table 150 - Outbound messages for for modify current limit

9.18 Reject pending limit modification

9.18.1 Description

This sub-process removes a pending limit modification:
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Submitting RTGS
Actor

Existing pending current

EOD from Process end- limit modification during

of-day process "Modify current
limit”

(Remove pending limit modification)
(Send current limit modification rejection notiﬁcation)
@\ “Current limit modification rejection notification” /

Receipt (camt.025)

Figure 103 - Reject pending limit modification

This sub-process is triggered either by:
| the Cut-off RTGS RTS Il processing;

| an existing pending current limit from the process “Modify current limit”.

The sub-process starts with the process step “Remove pending limit modification”.

Remove pending limit modification

This process step removes the pending limit modification and the processing continues with “Send current
limit modification rejection notification”.

Send current limit modification rejection notification

The process step creates a "Current limit modification rejection notification”/Receipt (camt.025) [ 463]) and

sends it to the submitting actor.

9.18.2 Messages

Message description/usage ISO message ISO code
Current limit modification rejection Receipt [ 463] camt.025 [ 463]
notification

Table 151 - Outbound message for reject pending limit modification
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9.19 Manage current reservation in RTGS

9.19.1 Description

RTGS offers two different types of reservation that allows the RTGS Account Holder to decide which
payments should have access to the reserved liquidity by determining the appropriate priority:

urgent - with the usage of the urgent reservation facility, liquidity is reserved for the execution of urgent
payments;

high - with the usage of the high reservation facility, liquidity is reserved for the execution of urgent and
high priority payments.

This process triggers the modification or deletion of a current reservation in RTGS.

“Modification” of a current reservation also includes the set-up of a current reservation with immediate effect
for the current business day.
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Submitting
actor

Message received from
Send RTGS massage

RTGS

In case of pending reservation
change for liquidity increase
from RTGS settlement

Message received fram
Send RTGS message

"Current reservation deletion” /

DelateReservat]

ion (camt.049)

"Current reservation modification” /
ModifyReservation (camt.048)

[Perfcrm business validau'cn)

[Failed]

(Semd current reservation modification / deletian rejection nmlﬂcatlnnj%

[Successiul]
“Current resarvation modification / deletion rejaction
notification” f
Receipt (camt.025) [Pending
resarvation
modification]
[Mo pending
] ] ] o reservation
Reject pending reservation modification |-|-| madification)

1

(Attel‘l‘lp‘t reservation mudiﬁcation)

[Fully

. executed)
Send current reservation modification/deletion execution notification

[Partially executed
or not executed]

"Current reservation modification/deletion execution notification” /

Receipt {camt.025)

&

[Not first
attempi]

[First
attempt]

(Send current reservation madification queuing nntlﬁcatlon) (Queue current reservation rmdification)

&

"Current reservation modification queuing notification” /
Receipt (camt, 025)

2

Figure 104 - Manage current reservation
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RTGS initiates this process when it receives:
a message from the process “Send RTGS message” to delete a current reservation (camt.049);
a message from the process “Send RTGS message” to modify a current reservation (camt.048);
the natification of a liquidity increase on the RTGS DCA.
The processing continues with the process step “Perform business validations” when it receives a message

from the process “Send RTGS message”. Otherwise the processing continues with the process step
“Attempt reservation modification”.

Perform business validations

The process step verifies whether a current reservation deletion request (camt.049) or a current reservation
modification request (camt.048) is compliant with the business validation rules. It performs the business
validations to the extent possible in order to report the maximum number of validation errors to the
submitting actor.

[Failed] The current reservation deletion request (camt.049) or a current reservation modification request
(camt.048) is not compliant with the business validation rules. The processing continues with “Send
current reservation modification/deletion rejection notification”.

[Successful] The current reservation deletion request (camt.049) or a current reservation modification
request (camt.048) complies with the business validation rules. If a pending reservation modification
exists, the processing triggers the sub-process “Reject pending reservation modification”. The processing
continues with “Attempt reservation modification”.

Send current reservation modification deletion rejection notification

RTGS rejects the request and sends a "Current reservation modification/deletion rejection

notification"/Receipt (camt.025) [ 463] to the submitting actor.

Attempt reservation modification

RTGS attempts to modify the reservation, resulting in two possible outcomes:
full execution of the modification or deletion;

partial execution or no execution of the modification.
RTGS always fully executes a deletion of a current reservation.

The processing continues with “Send current reservation modification/deletion execution notification” for a
full execution of reservation modification request (camt.048) or a reservation deletion request (camt.049). If
the attempt to execute the reservation modification request (camt.048) results in a partial execution or no
execution, then the process executes the following two processing steps in parallel:

only on the first attempt to modify the reservation, the processing continues with the processing step
“Send current reservation modification queuing notification”;
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| the processing continues with “Queue current reservation modification”.

Note: In case of liquidity increases on the RTGS DCA pending urgent reservations are always executed first.

Send current reservation modification/deletion execution notification

RTGS executes the request and sends a "Current reservation modification/deletion execution
notification"/Receipt (camt.025) [ 463] to the submitting actor.

Send current reservation modification queuing notification

RTGS sends a "Current reservation modification queuing notification"/Receipt (camt.025) [ 463] to the

submitting actor.

Queue current reservation modification

RTGS queues the modification for further processing.

9.19.2 Messages

Message description/usage ISO message ISO code
Current reservation deletion DeleteReservation [ 498] camt.049 [ 498]
Current reservation modification ModifyReservation [ 495] camt.048 [ 495]

Table 152 - Inbound messages for manage current reservation

Message description/usage ISO message ISO code
Current reservation Receipt [ 463] camt.025 [ 463]
modification/deletion rejection

notification

Current reservation Receipt [ 463] camt.025 [ 463]
modification/deletion execution

notification

Current reservation modification Receipt [ 463] camt.025 [ 463]

queuing notification

Table 153 - Outbound messages for manage current reservation
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9.20 Reject pending reservation modification in RTGS

9.20.1 Description

This sub-process removes a pending reservation modification from processing:

Submitting RTGS
Actor

Existing pending current
reservation modification from
Modify current reservation

I

(Remove pending reservation modification)

Cut-off RTGS RTS Il

(Send current reservation modification rejection notification)

"Current reservation modification rejection notification" /
Receipt (camt.025)

Figure 105 - Reject pending reservation modification

This sub-process is triggered either by:
the Cut-off RTGS RTS Il processing;

the existence of a pending current reservation from the process “Modify current reservation”.

The sub-process starts with the process step “Remove pending reservation modification”.

Remove pending reservation modification

This process step removes the pending reservation modification and the processing continues with the step
“Send current reservation modification rejection notification”.

Send current reservation modification rejection notification

The process step creates a "Current reservation modification rejection notification”/Receipt (camt.025)

[ 463] and sends it to the submitting actor.
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9.20.2 Messages
Message description/usage ISO message ISO code
Current reservation modification Receipt [ 463] camt.025 [ 463]

rejection notification

Table 154 - Outbound message for reject pending reservation modification

9.21 Business day event processes

The processes described in this chapter are all started by business day events. Further details on the
business day and the related events can be found in chapter Business day [ 73].

9.21.1 Process business day event "Change of business day"
As the reference data updates become effective in RTGS as of a new business day, RTGS revalidates

warehoused payment orders at the start of every business day after the event “Change of business day” in
order to ensure that the payment orders still comply with the business validation rules:
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RTGS
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[Payment not

warehoused]
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[Not blocked]
[From time
not reached] :

[From time

reached or

no from time]

Submit to settlement

Figure 106 - Process business day event Change of business day

The event Change of business day triggers the processing step “Activate reference data”.

Activate reference data

The processing step activates the reference data in RTGS which were loaded during the EoD period of the
previous business day. After activation, the processing continues with the processing step “Perform business
validation on warehoused payment” for each warehoused payment order.
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Perform business validations on warehoused payment

The process verifies whether the warehoused payment order remains compliant with the business validation
rules after the reference data updates are activated in RTGS. The process performs the business validations
to the extent possible in order to report as many as possible validation errors to the submitting actor.

[Failed] The warehouse payment order is not compliant with the business validation rules. The
processing continues with the sub-process “Reject cash transfer order [ 344]".

[Successful] The warehouse payment order remains compliant with the business validation rules. The
processing continues with the processing step “Process warehoused payment order”.

Process warehoused payment order

This processing step determines the state to which the payment order must be set after successful business
validation. If the intended settlement date of the payment order is after the current business day, then
processing step sets the payment order to “warehoused”. Otherwise, the processing step checks if blocking
is applicable. If the blocking check described in chapters Blocking/unblocking party [F 53] and

Blocking/unblocking account [ 63]” results in blocking of the payment order, then the processing step sets

the payment order to “earmarked”. Otherwise, the processing step checks if an earliest debit time indicator
(FromTime) was set. If the set FromTime is not reached, then the processing step sets the payment order to
“‘earmarked”.

Otherwise, the processing continues with the step “Submit to settlement”.

Submit to settlement

This processing step submits the payment order to the process “Perform standard RTGS settlement [ 276]".

The first settlement attempt takes place when the settlement window for customer and interbank payments is
opened.

9.21.2 Process business day event "Cut-off for customer payment orders"

This process serves as basis for the sub-process to be initiated after the event “Cut-off for customer payment
orders.

The time-based event “Cut-off for customer payment orders” triggers the closure processing for customer
payments, which results in the triggering of the following sub-process:

Reject cash transfer order [ 344].
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9.21.3 Process business day event "Cut-off for RTGS RTS II"

RTGS
Cut-off for
RTGS RTS I
(Reject cash transfer order |-|-| Reject pending limit modification |-|-| )

( Reject AS transfer order for AS settlement procedure C I‘I'I)é %( Reject pending reservation modification I'I'I)

% %

[ Terminate AS processing for AS settlement procedure A or B I‘I'I) (Return liquidity from sub-accounts to linked RTGS DCAs I‘I'I)

Figure 107 - Process business day event “Cut-off RTGS RTS II”

The time-based business day event “Cut-off for RTGS RTS II” triggers the closure processing, which

subsequently results in the parallel triggering of the following sub-processes:

“Return liquidity from sub-accounts to linked RTGS DCAs [ 341]”;

“Reject cash transfer order [ 344]”;

“Terminate AS processing for AS settlement procedure A or B [ 317]%;

“Reject AS transfer order for AS settlement procedure C [ 337]7;

“Reject pending reservation modification in RTGS [ 356]”;

“Reject pending limit modification [ 350]".

All rights reserved. Page 360 of 1021


_Ref401345E429C1091F8EB9C63E27D9E526
_RefC20743C10ECFB562E20048A9ADD2B7B8
_Ref3D3383AD150D15F8A2772ED2FA0D26E1
_Ref7706584321E5190386964BE689C84617
_Ref3E29A5430DF080B5AAC9734D89F9BEC4
_Ref9C48FE29E29A58C69421BE001C9CD0AF

t a r‘g Et | Part Il - Dialogue with external RTGS Actors

9.21.4 Process business day event "Start of EoD processing"

This process ensures that all cash accounts to be closed as of the next business day do not have any
remaining balance:

RTGS

Start of EcD
processing

Check reference data For each cash account closed
as of the next business day
[Emergency /
W liquidity transfer

] idi
< required] {Frmess emergency liquidity traHSij

[Emergency
liguidity
transfer not Submit to settlement

required]
Check settlement

NS

]

Figure 108 - Process business day event Start of EoD processing

The event Start of EoD processing triggers the processing step “Load and check reference data”.

Check reference data

The processing step checks if there are any cash accounts to be closed as of the next business day that
have a balance:

in case no such accounts exist, the EoD processing continues and the process ends;

in case there is a cash account to be closed which has a balance and shall be closed as of the next
business day, the processing continues with the processing step “Process emergency liquidity transfer”.
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Process emergency liguidity transfer

The process step creates an emergency liquidity transfer order for each cash account that has a balance,
but shall be closed as of the next business day, towards the default CB Account of the CB the RTGS
Account Holder belongs to (see chapter Closing of accounts still containing a balance [ 63]). The

processing continues with the processing step “Submit to settlement”.

Submit to settlement

This processing step submits the liquidity transfer order to the process “Perform standard RTGS settlement

[ 276]” and continues with the processing step “Check settlement”.

Check settlement

This processing step checks continuously whether all submitted liquidity transfer orders are settled. Once alll
liquidity transfer orders are settled, the process ends.

9.22 Information services

RTGS provides information services to allow RTGS Actors to receive or to retrieve their respective business
information that RTGS processes and stores. RTGS Actors also can receive system notifications to provide
them with information on the business day.

9.22.1 Send RTGS query

9.22.1.1 Description

RTGS provides a defined set of queries allowing the RTGS Actors to request their respective business data
from RTGS. A query allows the RTGS Actor to specify the criteria which RTGS shall use to retrieve data. It
allows the RTGS Actor to limit the scope of the retrieved data to the specific data that the RTGS Actor
requires. Query requests and query responses are ISO 20022 compliant XML messages.

The “Send RTGS query” describes the interactions between an RTGS Actor that submits a query and RTGS
that provide a response to the query. The chapter Query management for RTGS [ 226] describes the

respective business scope. The chapter Query management - specific functions for CBs [* 250] provides

information on CB-specific queries.

All rights reserved. Page 362 of 1021


_Ref5F8A07FCF8E96397A7C2AA1F49BF4455
_RefBD08B619FA4DD8E7A5EA74CAC9EB1523
_RefCBC1F0C8716CCAC9988ACE52B9995526

target

services

T2

Part Il - Dialogue with external RTGS Actors

RTGS

Message received from
Send RTGS message

message

Query request

(Perform business validations)

[Successful]

(Process query and send query response)

[Send query response erroa

® "Query response error" /
ReceiptAcknowledgment (admi.007)

(Send business data query response)

Business data query

X<

response

Business data query

response

Submitting ESMIG
Actor
[Failed]
(Send query rejection notification)
Send query rejection
notification

[Timeout or
[Timeout] oversized]

[No time out

: and not

[Oversized] oversized]

Figure 109 - Send RTGS query
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This process receives an individual message from the “Send RTGS message” process and continues with
the step “Perform business validations”.

Perform business validations

The process verifies whether the query request is compliant with the business validation rules. The process
performs the business validations to the extent possible in order to report as many as possible validation
errors to the submitting actor.

[Failed] The submitted query message is not compliant with the business validation rules for the query
message. The processing continues with the step “Send query rejection notification”.

[Successful] The submitted query message complies with the business validation rules for the query
message. The processing continues with the step “Process query and send query response”.

Send query rejection notification

The process step creates a “Send query rejection notification” and sends it to the submitting actor. The
rejection message that the processing step generates depends on the submitted query message, as
documented for the respective query in the column “Query rejection for failed business validation” in Table
155 - A2A messages for query processing [ 365].

Process query and send query response

The processing of the query extracts the required business data, creates the query response message as
documented for the respective query in the column “Business data query response” in Table 155 - A2A
messages for query processing [ 365]. When there is no timeout and the query response is not oversized,

the processing continues with the step “Send business data query response” in ESMIG. In the case of an
oversized query response, the processing continues with a split resulting in the processing steps “Send
query response error’ in ESMIG and “Send business data query response” in ESMIG. ESMIG automatically
sends the query response through the file channel when it determines an oversized query response. See
chapter Outbound traffic exceeding given size limitations [* 386] for more information on how the Send

business data query response is handled. The processing only continues with “Send query response error”
in ESMIG for a timeout.

Send guery response error

The ESMIG process step creates a “Query response error/ReceiptAcknowledgement (admi.007) [ 425] and

sends it to the submitting actor in order to close the real-time channel.

Send business data query response

The ESMIG process step sends the “Business data query response” and sends it to the submitting actor. For
oversize management ESMIG sends the business data through the store-n-forward file-based network
channel.
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9.22.1.2 Messages

“Send RTGS query” is a universal use case. Consequently, the use case applies to several query messages.

The subsequent table provides a complete list of inbound and outbound messages used for each query:

Query request message |Query rejection for Query response for
failed business business data
validation

Account balance query GetAccount (camt.003) ReturnAccount (camt.004)  ReturnAccount (camt.004)

[ 428] [ 430] [ 430]

Account statement query ReportQueryRequest ReceiptAcknowledgement BankToCustomerStatement

(admi.005) [ 422] (admi.007) [ 425] (camt.053) [ 505]

Cash transfer query GetTransaction (camt.005) ReturnTransaction ReturnTransaction
[ 433] (camt.006) [ 435] (camt.006) [ 435]
Current limits query GetLimit (camt.009) [ 440] ReturnLimit (camt.010) ReturnLimit (camt.010)
[ 443] [ 443]
Current reservations query  GetReservation (camt.046) ReturnReservation ReturnReservation

[ 488] (camt.047) [ 491] (camt.047) [ 491]

Event query GetBusinessDaylnformation ReturnBusinessDaylInformati ReturnBusinessDaylnformati

(camt.018) [ 453] on (camt.019) [ 455] on (camt.019) [ 455]

System time query GetBusinessDaylnformation ReturnBusinessDaylnformati ReturnBusinessDaylnformati

(camt.018) [ 453] on (camt.019) [ 455] on (camt.019) [ 455]

Table 155 - A2A messages for query processing

9.22.2 Receive RTGS report

9.22.2.1 Description

An RTGS Actor may configure to receive optional reports. This use case describes the general mechanism
for the creation of all reports and their transmission to the Receiving Actor requiring the reports. The use
case covers the publishing of reports in push mode as well as their storage for later retrieval (pull mode). The
chapter RTGS report generation [ 223] describes the respective business scope.
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[Report not
configured]
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configured]

Generate report

[No
immediate

C sending]

[Immediate
sending]

Send report message
©< Report message

Figure 110 - Receive RTGS report

During the EoD, the report generation is triggered. Further details on the business day are provided in
chapter End-of-day period (18:00 — 18:45 CET) [* 88].

Check report configuration

The report processing checks whether a report configuration exists for an optional report, i.e. the statement
of account. If a report configuration exists for the cash account in RTGS, then the processing continues with
“Generate report’. The process terminates for a cash account in RTGS when no configuration for the
respective optional report exists.

Generate report

The processing generates an optional report.
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The processing stores the report for a later retrieval. In case of a report configuration with push option, the

processing continues with “Send report message” Otherwise, the processing terminates without delivering
the report to the report receiving actor.

Send report message

This processing step sends the "Report message" as documented in Table 156 - Outbound report message
[ 367] immediately to the report receiving actor.

9.22.2.2 Messages

Report name ISO message ISO code

Statement of account BankToCustomerStatement [ 505] camt.053 [ 505]

Table 156 - Outbound report message

9.22.3 Receive RTGS system notification

9.22.3.1 Description

RTGS uses system notifications in order to provide RTGS Actors regularly with a defined set of business
events. The receipt of system notifications is subject to a message subscription.
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Figure 111 - Receive RTGS system notification

Check message subscription for system notification

The receipt of a notifiable business event triggers a check of the message subscription to check whether a
receiving actor has subscribed to the receiving system notifications. The process terminates when the
receiving actor has no message subscription. In case the receiving actor opted for receiving system
notifications, the processing continues with “Send system notification”.

Send system notification

When the receiving actor has subscribed to get system notifications, then the process generates the “System
notification”/ReturnBusinessDaylnformation (camt.019) [ 455] message and sends it to the receiving actor.

9.22.3.2 Messages

Message description/usage |ISO message ISO code

System notification ReturnBusinessDaylnformation [ 455] camt.019 [ 455]

Table 157 - Outbound message for receive system notification
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9.22.4 Initiate RTGS operations-related broadcast

This process initiates the sending of an A2A broadcast to each party in the list provided by the GUI and is
triggered in case an RTGS operations-related broadcast was entered in the GUI. The processing continues
with the sub-process “Process RTGS operations-related broadcast [ 369]".

Further details on broadcasts can be found in chapter Broadcasts [ 229].

RTGS

RTGS operations-related
broadcast entered in GUI

For each party
in list provided by GUI

Process RTGS operations-related
broadcast |‘|‘|

Figure 112 - Initiate RTGS operations-related broadcast

9.22.5 Process RTGS operations-related broadcast

9.22.5.1 Description

This sub-process sends an A2A broadcast to the broadcast subscribing party.

Note: The A2A broadcast is sent in addition to the U2A broadcast if the respective party has subscribed to
receiving A2A broadcasts.

Further details on broadcasts can be found in chapter Broadcasts [ 229].
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"RTGS operations-related broadcast" /
SystemEventNotification (admi.004)

Figure 113 - Process RTGS operations-related broadcast

This sub-process is triggered by the process “Initiate RTGS operations-related broadcast [ 369]".

The sub-process starts with the process step “Check message subscription for A2A broadcast”.

Check message subscription for A2A broadcast

This process step checks whether a message subscription for A2A broadcasts exists. In case such
subscription exists, the processing continues with “Send RTGS operations-related broadcast”.

Send RTGS operations-related broadcast

This process step creates an "RTGS operations-related broadcast’/SystemEventNotification (admi.004)

[ 410] and sends it to the broadcast subscribing party.

9.22.5.2 Messages

Message description/usage ISO message ISO code

RTGS operations-related broadcast SystemEventNotification [ 410] admi.004 [ 410]

Table 158 - Outbound message for process RTGS operations-related broadcast
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Part Il - Catalogue of messages

10 Messages - introduction

Following on from the formalised illustration of the application processes, the Part Ill - Catalogue of

messages [ 371] chapter provides a detailed description of the entire set of ISO messages - customised to
the specific needs of RTGS - available to the actors. The objective is to allow the reader to find the
necessary information related to messaging which is needed to establish a functioning system of A2S
communication.

The List of messages contains all the ISO messages required to support the actors’ business processes.
This content is framed by an introductory chapter Messages - general information [ 374].

This introductory chapter provides general information on the concept of messaging or/and information
applicable to all messages in RTGS. Part IV - Appendixes [ 626] contains comprehensive lists of relevant

technical details for each message.

The messages described in chapter List of messages [ 408] are grouped according to the “business areas”
used in ISO 20022 to facilitate orientation for the reader. Each message description consists of three

chapters.

One chapter to explain the scope of the concerned message and to provide high-level information to the
reader about its purpose.

One chapter to provide detailed information on the schema file corresponding to the relevant message.
Besides providing an overview of the message’s outline, this chapter contains a link to the online
resources where the schema file in XSD- and Excel-format and the respective schema documentation in
HTML- and PDF-format and the message examples can be accessed.

One chapter to illustrate in detail the different usages or query and instruction types in accordance with
the use cases.

Overview and scope of the message

This chapter provides general information about the scope of the message within the context of RTGS.
Besides illustrating the purpose of the message within the system, it informs about the sender and receiver
of this particular message.

For an inbound message it mentions the possible different instructions or queries for the concerned message
(if applicable) and informs the reader about the corresponding response message foreseen. For an outbound
message it mentions the possible different usages covered by the message (if applicable).

Relevant usage descriptions for each message are listed in Processes with RTGS [ 251].
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Schema

This chapter starts with an outline of the message building blocks applicable to the schema. The reader can
find guidance on whether this building block is optional or mandatory and what sort of information it contains.

The chapter also contains the respective hyperlinks for the online resources related to the message,
including the in-depth schema file descriptions. The reader can access the schema file both in XSD- and
Excel-format. These schema files were customised to the needs of the specific utilisation of the messages
for RTGS and hence contain explanatory annotations and definitions clarifying these possible specificities.
Besides the schema file representation, the reader can access documentation available in HTML and PDF
providing further explanations on the specific utilisation of the concerned message.

The customised schemas reflect the latest available status of the respective ISO message, i.e. they include
all changes occurring during the regular ISO maintenance cycles for these messages. Under certain
conditions, the schema documentation anticipates upcoming changes to the ISO messages which are
caused by those ISO Change Requests launched specifically to cover RTGS requirements. These changes
are not yet incorporated into the schema files as their availability follows the yearly maintenance cycle.
Within the schema documentation the reader is nonetheless informed about such changes in advance and
can identify future changes to the messages already at this point in time.

The message in business context

This chapter provides a concrete example on the utilisation of the message in the RTGS context.

For an inbound message with several purposes (instructions or queries) and for an outbound message with
several usages, the chapter provides the specific set-up of the message in order to perform the foreseen
task.

It provides the scope and details of the specific types of instructions/queries or usages, e.g. the query
parameters applicable to the specific case.

In a sub-chapter entitled “Specific message requirements”, a message extract is provided in a table
format showing the necessary elements of the message to fulfil the purpose described. The extract only
depicts the part/s of the message required for the particular necessary configuration for the usage case
and may thus deviate from the overall XML structure of the message.

A complete message sample in XM- format provides the reader with a concrete example on how the
message is to be used in a specific business situation which refers to the particular instruction/query or
usage. All data used are fictional.

The specific schema is the sole source of information. To avoid doubt, the information contained in the
“Specific message content’- tables is not designed to be stand-alone and must be understood only as
clarifying the respective specific schema and the related schema documentation.

Within the “Utilisation” column of the tables the reader is familiarised with the relevant content of the
concerned message element in the context of the concerned message usage or instruction/query type. This
column does not include any sample data but provides generic information applicable to the message
element. In cases where codes or values are listed in this column, they should be understood to be the
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comprehensive set of all possible values for the element in the context of the concerned message usage or
instruction/query type.

In the cases where a relationship is applicable to a set of messages, there are Business scenarios [ 397]
defined.
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Message validation

11 Messages - general information

11.1 Message validation

11.1.1 Structure of ISO 20022 messages

Basic information on the XML schema

XML schema conform to the compulsory overall structure foreseen for ISO 20022 messages.

Each schema file requires an XML declaration. This declaration provides information on the used XML
version and the applicable character set within the message. XML declarations do not have an end tag as
they are not part of the XML document itself and hence do not constitute an XML element.

Below the XML declaration, all schema have a root element. This root element provides the name of the
schema, including information on the variant and the version3® of the schema. The actual content of the
schema is hence a sub-element of the root element. Similar to all other elements within the schema, the root
element also has an end tag at the end of the schema.

Example

The below example provides an indication of the overall structure of ISO 20022 messages:

<?xml version="1.8" encoding="UTF-8"?:>
<Document xmlns="urn:iso:std:is0:20022:tech:xsd:DRAFT3admi.@@7.0€1.01">
<RctAck>
<MsgId>
<MsgId>NONREF</MsgId>
</Msgld>
<Rpt>
<R1ltdRef>
<Ref>IncO58b@13-BAHId< /Ref>
</R1ltdRef>
<ReqHdlg>
<StsCd>HeR1< /StsCd>
<Desc>Element Related is misssing</Desc>
</ReqHdlg>
</Rpt>
</RctAck>
</Document>

Figure 114 - XML structure, basic information

33 A “variant” is a restricted version of a global message which fits the needs of a particular community while remaining in strict compliance with the
original ISO 20022 message. For example, optional items can be removed or made mandatory, choices can be removed to keep no or fewer
options, internal code lists can be reduced to the subset of codes that is actually used, size of text fields can be reduced, etc.

A “version” helps to cater for the evolution of message requirements and for the correction of possible problems and errors of a message. Upon the
publication of a new message version a message switches from one way of being used to a new way of being used. Each message (variant)
usually has one current version, which is the most recent one. The former and the current version coexist for a certain while in order to ease the
migration.

Example: Within the ReturnAccount message camt.004.001.08 the number 001 reflects the variant of the message in use whereas the number 08
reflects the current version of the message variant in use.

RTGS makes only use of different message versions but not variants.

All rights reserved. Page 374 of 1021



t a r‘ 9 Et | Messages - general information

Message validation

ISO 20022 message

The underlying schema “explains” what makes up a valid message (i.e. it contains the necessary rules and
definitions). The message instances itself consists of message components. Another term which specifies
the partitioning within a message instance is the message item. Such a message item can be either a
message building block or a message element. Message items which occur as XLM tags within the message
instance can appear at any level of nesting in the message.

A message building block is a message item which is specific to the concerned message (i.e. the user
cannot find it in the ISO 20022 Data Dictionary). Within the corresponding schema of the message the
building block must be defined as an immediate child of the message. This is not to be confused with
reusable groupings of one or more message elements, known as message components (i.e. that the user
can find in the ISO 20022 Data Dictionary).

Message components are items which are used for setting up a message. These message components
contain a set of message elements. In 1ISO 20022 these message components are usually linked to a
particular business component. A comprehensive overview of all standardised ISO 20022 message
components is available in the Data Dictionary of ISO 20022.

Each message element is uniquely identified. In ISO 20022 these message elements are usually linked to a
particular business element. Filled-in message elements occur as simple and complex data types. These
data types specify the format of the possible values of a message element.

Example

Simple data types serve as a prescription on how to fill the respective message element in the message
instance. The simple type shown below prescribes the way in which the currency code must be entered:

<xs:simpleType name="ActiveCurrencyCode">
<xs:restriction base="xs:string">
<xs:pattern value="[A-Z]{3,3}"/>
</xs:restriction>
</xs:simpleType>

Figure 115 - XML structure, simple datatype

Complex data types allow for choice and sequencing options within the message and do not (only) prescribe
ways of filling message elements. They hence determine the structure of a message element.

Example

The complex type shown below allows for a choice on how to assure party identification in a message:

<xs:complexType name="FinancialInstitutionIdentification18_ 1">
<xs:sequence>
<xs:element name="BICFI" type="TARGET_BIC11Text"™ minOccurs="@" maxOccurs="1"/>
<xs:element name="ClrSysMmbId" type="ClearingSystemMemberIdentification2 1" minOccurs="0" maxOccurs="1"/>
<xs:element name="LEI" type="LEIIdentifier" minOccurs="0" maxOccurs="1"/>
<xs:element name="Nm" type="TARGET_RestrictedFINXMax148Text_Extended" minOccurs="@" maxOccurs="1"/>
<xs:element name="PstlAdr" type="PostalAddress24 1" minOccurs="8" maxOccurs="1"/>
</xs:sequence>
</xs:complexType>

Figure 116 - XML structure, complex datatype
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ISO 20022 classifies data types into standardised representation classes. These representation classes
provide a set of possible data, which can be inserted into the concerned message element.

For example, the message element “Bank Identifier” can be assigned to the representation class
“BlCldentifier” or the message element “Text” can be assigned to the representation class “Max35Text”.

Choice components allow the user of the message to choose between several possibilities. The message
user may only choose one possible option in the instance.

11.1.2 RTGS-specific schema customisation

Based upon the enriched ISO schema files for its messages, once available, (i.e. after the enrichment of
newly-developed messages or after the publication of maintained messages in the context of a new
standards release) these schema files are customised to adapt them to the specificities applicable in the
context of RTGS.

The customisation of the schema files used in RTGS follows a particular approach which combines the
needs of the RTGS Actors to have a coherent logic across the messages and the need within RTGS to have
a usable and efficient schema definition. RTGS derived this approach from the following customisation
principles:

customised RTGS schema files are compliant with the initial ISO 20022 schema files;

when possible, RTGS customisation drops all the message elements with no direct connection to the
user requirements of RTGS;

when possible, RTGS customisation restricts element types to the RTGS-specific usage;

RTGS customisation defines the necessary content of mandatory fields which cannot be pruned (i.e.
“removed”) from the ISO schema files;

RTGS customisation restricts the list of possible code values to the sole codes allowed in RTGS;
RTGS customisation sets the length of the values to the length applicable in RTGS;
RTGS customisation sets the occurrence of message elements to the occurrence applicable in RTGS;

RTGS customisation makes optional message elements mandatory if their usage in RTGS is always
compulsory;

RTGS customisation restricts the allowed characters to those used in RTGS with a pattern;

RTGS customisation restricts numeric fields applicable to RTGS (e.g. for amounts).

Based on the chosen approach four scenarios apply to the customisation for RTGS purposes:

a (part of a) message only contains elements which are supported by RTGS and there is hence no need
for any pruning;

RTGS does not need a certain element but it cannot be pruned in the message because of a particular
actor need,;

neither RTGS nor RTGS Actors need a certain element and therefore it is pruned;
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neither RTGS nor its RTGS Actors need a certain element but as mandatory element in the ISO schema
file it cannot be pruned and may be filled with a dummy value in RTGS.

For the scenarios 1, 3 and 4, RTGS only allows message elements according to the customised schema file.
RTGS rejects any inbound message containing message elements which are not part of the RTGS
customised schema file. Message elements under the scope of scenario 4 are not subject to further
processing in RTGS. RTGS Actors can hence fill these fields either with dummy values or real data (inserting
real data does not lead to any processing, either).

For scenario 2 an alternative procedure applies. If message elements are present in the message and in the
RTGS customised schema file although the message element is per se dispensable, RTGS nevertheless
processes the message. For these message elements only schema validations are applicable. RTGS does
not validate these elements against its business rules.

However, for all messages, RTGS prunes elements which are not within the general scope of its
functionalities.

Note: RTGS restricts character fields to not allow leading or trailing whitespaces.

RTGS rejects messages during technical validation in cases where actors:
use elements in the message which are not present in the RTGS customised schema file;
use values in allowed elements but do not respect the restrictions of these values foreseen in the RTGS
customised schema.
For RTGS outbound messages the logic for filling message elements customised to be optional is derived
from the concrete circumstances and purposes of the concerned messages:

for query response messages the filled message elements for outbound messages are those necessary
to convey the information requested by the corresponding query message;

for report messages the same applies, in accordance to the concrete configuration for the subscribed
reports.
For any other RTGS outbound message the filling of optional fields also depends on either:
the corresponding inbound message with its specific intention;
the purpose of the RTGS-generated outbound message in case no inbound message precedes.
The chapters “The message in business context” may contain message usages and/or message samples in

which the content of given fields for a specific purpose or as a reply to a specific inbound message are
depicted.
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11.1.3 XML character set

UTF-8 is a Unicode character encoding of variable length. It has the capacity to represent every character of
the Unicode character set and is backwards compatible to ASCII (in contrast to UTF-16 or UTF-32). In the
vast majority of character representations in UTF-8 it only takes one byte to code one character.3*

UTF-8 is part of the ISO 10646 scheme which was published as a first draft in 1990. The idea is to assign a
unique code point to every character (i.e. letters, numbers, symbols, ideograms, etc.) covered by this
standard. Whereas the standard foresees a maximum amount of 1,1 million of such code points some
100,000 are attributed to abstract characters for the time being. The inclusiveness, however, is steadily
augmenting as characters from previously unrepresented writing systems are added.

The 1SO website offers a free-of-charge download of the complete definition of the ISO 10646 standard
including all the later amendments (e.g. of additional languages).

In principle 1ISO 20022 caters for UTF8. RTGS follows the approach of High Value Payments Plus (HVPS+)
supported character set, limited to basic latin characters and additional special characters:

All Proprietary and/or Text elements, Use of FIN X-Character Set:

with exception of: abcdefghijklmnopqgrstuvwxyz

Initiating Party, Debtor, Ultimate
Debtor, Creditor, Ultimate Creditor,

ABCDEFGHIJKLMNOPQRSTUVWXYZ

. ) 0123456789
Originator, Related Remittance
Information and Remittance 17:().+
Space

For Initiating Party, Debtor, Ultimate Use of FIN X-Character set (see above), plus #$%&*="_*{|}~ ";<>@][\].

Debtor, Creditor, Ultimate Creditor,  \ste: 5 characters need to be escaped:

Originator, Related Remittance

Information and Remittance Character XML Escape Sequence
‘ &quot;
‘ &apos;
< &lt;
= &gt;
& &amp;

Table 159 - RTGS supported character sets

34 UTF-8 uses a single byte to represent 7-bit ASCII characters. Representation of extended characters takes between two and six bytes and hence,
between 14 and 42 bits".
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Leading and trailing whitespaces are not allowed. This is efficiently ensured by schema validation in all
messages.

11.1.3.1 Technical validation

All 1ISO 20022 messages which arrive at the RTGS Interface for further processing are subject to validation
rules related to the syntax and structure of the message itself. In this context one can distinguish between
well-formedness and validity of the message sent to RTGS.

An ISO 20022 message is well-formed if it satisfies the general syntactical rules foreseen for XML
documents as outlined in the above chapter. The major aspects to be respected are the following:
the message only contains properly encoded Unicode characters;

the specific syntax characters (e.g. “<” and “&”) are not used in the message except in their function as
mark-up delineation (it is feasible to use those characters if they are “escaped” as mentioned in the
previous chapter, i.e. “<” is escaped with “&It” and “&” is escaped with “&amp”);

the element-delimiting tags (i.e. start, end and empty-element tags) are correctly nested and paired and
none of them is missing or overlapping;

the start and end tags match exactly and are case-sensitive;

the message has one root element which contains all other elements.
In contrast to other forms of representation the definition of XML documents is rather strict. XML processors
cannot produce reasonable results if they encounter even slight violations against the principle of well-

formedness. Any violation of this well-formedness automatically entails an interruption of the message
processing and an error notification to the sender.

Every well-formed 1SO 20022 message arriving in the RTGS interface undergoes a validity check according
to the rules contained in the enriched RTGS schema files. These RTGS enriched schemas make the
structure of the message visible to the user and provide all necessary explanations on the validations the
message undergoes.
The RTGS enriched schema files serve different purposes:
they provide a definition of all the elements and attributes in the message;
they provide a definition on what elements are child elements and on their specific order and number;
they provide a definition of the data types applicable to a specific element or attribute;
they provide a definition of the possible values applicable to a specific element or attribute.
RTGS provides the RTGS enriched schema file description in several formats: in xsd, Excel and pdf on

MyStandards. This shall allow the user to accommodate himself with the format of his choice while having
recourse to computer processable information to the largest extent.

A short extract from an xml message file for exemplary purposes (ISO 20022 standard message):
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<?xml version="1.8" encoding="UTF-8"2>
<Document xmlns="urn:iso:std:is50:20022:tech:xsd:pacs.0089.001.08">
<FICdtTrf>
<GrpHdr>
<MsgId>NONREF</MsgId>
<CreDtTm>2019-10-07T17:35:008+00:08</CreDtTm>
<NbOfTxs>1</NbOfTxs>
<SttlmInf>
<SttlmMtd>CLRGL/SttlmMtd>
<ClrSys>
<Cd>TGT</Cd>
</ClrSys>
</SttlmInf>
</GrpHdr>
<CdtTrfTxInf>
<PmtId>
<InstrlId>Inp@@9bB024-InsId</Instrid>
<EndToEndId>NOTPROVIDED</EndToEndId>
<UETR>e009b@24-59¢5-41e9-bedc-d45102fc201e</UETR>
</PmtId>
<IntrBkSttlmAmt Ccy="EUR">107000.00</IntrBkSttlmAmt>
<IntrBkStt1lmDt>2819-10-27</IntrBkStt1imDt>
<InstgAgt>
<FinInstnId»>
<BICFI>PBAADEFFACL1</BICFI>
</FinInstnId>
</Instghgt>
<InstdAgt>
<FinInstnId>
<BICFI>PBBBDEFFXXX</BICFI>
</FinInstnId>
</InstdAgt>
<Dbtr>
<FinInstnId>
<BICFI>PBAADEFFAC1</BICFI>
</FinInstnId>
</Dbtr>
<Cdtr>
<FinInstnId>
<BICFI>PBBBDEFFXXX</BICFI>
</FinInstnId>
</Cdtr>
<fCdtTrfTxInf>
</FICdtTrf>
</Document>

Figure 117 - Technical validation, ISO schema example

A short extract from an xml messaage file for exemplary purposes (proprietary ISO 20022 based message):
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<?xml version="1.8" encoding="UTF-8"?>
<Document xmlns="urn:swift:xsd:$pain.998.001.01">
</Document>>
<pain.998.081.81>
<PrtryData>
<Tp>ASTransferInitiation</Tp>
<T2PrtryData>
<GrpHdr>
<GrpId>NONREF</GrpId>
<CreDtTm>2019-10-87T€9:30:47+00:00</CreDtTm>
<SttlmMdlTp>A</SttlmMd1Tp>
</GrpHdr>
<PmtInf>
<ReqdExctnDt>2019-10-87</ReqdExctnDt>
<Frsthgt>
<BIC>PBBBDEFFXXX</BIC>
</FrstAgt>
<PmtTx>
<PmtId>
<InstrId>Ina998bl1@1-InsId</InstrId>
<EndToEndId>Ina998b101-E2EId</EndToEndId>
</PmtId>
<Amt>
<InstAmt Ccy="EUR">2508.00</InstAmt>
< /Amt >
<FnlAgt>
<BIC>PBAADEFFAC2</BIC>
</FnlAgt>
</PmtTx>
</PmtInf>
</T2PrtryData>
</PrtryData>
</pain.998.8081.081>
</Document?>

Figure 118 - Technical validation, proprietary schema example
Based on the relevant RTGS enriched schema, the RTGS interface performs the following validations for
each incoming message instance:

validation of the XML structure (starting from the root element);

validation of the element sequencing (i.e. their prescribed order);

validation of the correctness of parent-child and sibling relations between the various elements;

validation of the cardinality of message elements (e.g. if all mandatory elements are present or if the
overall number of occurrences is allowed);

validation of the choice options between the message elements;
validation of the correctness of the used character set;

validation of the correctness of the code list values and their format.

11.1.3.2 Business validation

Besides validations which verify the correctness of the ISO 20022 message as XML document itself RTGS
also conducts validations which are based on the business context RTGS and High Value Payments Plus
(HVPS+) operate in.

This business validation in RTGS takes place on the basis of a set of pre-defined business rules which are
available in the appendix to this document (see chapter: Index of validation rules and error codes [ 627]).
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On a general level RTGS verifies the validity of the transmitted message content against its static data
repository.

In case of violations against existing business rules, RTGS transmits them to the relevant RTGS Actors
directly via an outbound message. This message contains all the information the RTGS Actor needs to fully
understand why e.g. an intended step of processing could not be completed by the system.

This example shows an extract of a Receipt (camt.025) [ 463] sent to the case of a business rule violation
(RTGS_Receipt_Response to Response to ModifyTransaction (camt.007) [ 437] RTGS to RTGS business
sender Rejection):

<Rct>
<MsgHdr:>
<MsgId>NONREF</MsgId>
<ReqTp>
<Prtry>
<Id>VSTS</Id>
</Prtry>
</ReqTp>
</MsgHdr>
<RctDtls>
<OrgnlMsgld>
<MsgId>Inc@@7bB36-BAHId< /MsgId>
</0OrgnlMsgId>
<RegHdlg>
<StsCd»E@53</StsCd>
<Desc>No payment found</Desc>
</RegHdlg>
</RctDtls>
</Rct>

Figure 119 - Business validation, response example

11.2 Communication infrastructure

11.2.1 Envelope messages

In order to communicate with RTGS, a business sender may send a single message or a file containing
several messages. The structure of message is described in chapter Business Application Header [ 382]
and the structure of file is described in chapter Business File Header [ 383].

11.2.1.1 Business Application Header

The BusinessApplicationHeader (head.001) [ 539] (BAH) is defined in general for all inbound and outbound
messages sent to and from RTGS.

The BAH is not applicable when:

referring to the acknowledgement of the receipt ReceiptAcknowledgement (admi.007) [ 425] of a

message within RTGS;
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technical validation errors identified during the “A2A Business File Validation and Splitting process” are
answered from RTGS by a ReceiptAcknowledgement (admi.007) [ 425].

Technically speaking, the BAH is a separate XML document/ISO 20022 message standing apart from the
XML documents which represent the message instance itself. For the basic structure of business message

see below:
<AppHdr> ISO 20022 Business
= Application Header
</AppHdr> ] (head.001)
) Business
<Document> —
message
ISO 20022
—
message
(e.g., pacs.008)
</Document> ] ]

Figure 120 - BAH

The BAH facilitates the message processing as it stores the information necessary for the processing at one
central place. A uniform appearance (structure) of relevant information in the BAH improves the routing of
the business message once it arrives at the addressee’s interface.

BAH and business payload/ISO 20022 message instance are part of this business message. Examples and
further details for BAH are provided in chapter BusinessApplicationHeader (head.001).

11.2.1.2 Business File Header

Besides the sending of single messages RTGS supports inbound files. Therefore, it is possible for business
sender to send files composed of one or several business messages to RTGS. The number of messages
and the business areas of the single messages within a file are per se not restricted. In the case that file size
exceeds the maximum size for file submission the relevant information for handling of that is provided in
Outbound traffic exceeding given size limitations [ 386]. RTGS uses a BusinessFileHeader (head.002)

[ 547] (BFH) to assure the appropriate processing of such message batch. The file structure within RTGS is
compliant to the requirement of the “Giovannini Protocol: File Transfer Rulebook (May 2007)”.

RTGS divides the inbound file into single business messages. Every business message is subject to
separate validations (technical validations). Each business message is composed of a BAH and a business
payload/ISO 20022 message, and is wrapped by a technical envelope called the head.003 wrapper. RTGS
reports errors on message level either by the corresponding response message or by a status message.

For the basic structure of file see below:
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Xchg I
<AppHdr> ISO 20022 Business
Application Header
</AppHdr> (headOOl)
<Document> Wrapper
(head.003)
I1SO 20022
message
(e.g., pacs.008)
</Document> Business
_ ~— File Header
- (head.002)
gt 1 ISO 20022 Business
Application Header
</AppHdr> B (head.001)
<Document> ) L Wrapper
head.003
ISO 20022 (head.003)
~ message
(e.g., pacs.008)
</Document> ]
</Xchg> - ]

Figure 121 - BFH

Examples and further details for BFH are provided in chapter BusinessFileHeader (head.002) [+ 547].

11.2.2 Processing time information

Messages exchanged between RTGS and business senders and receivers consist of the BAH and the
business payload. Both are parts of the business message containing time information. In the case of the
use of a BFH (inbound only), there is an additional mandatory time information provided.

The relevant time reference for all inbound and outbound communication with RTGS is UTC. All time
information contained in RTGS business messages inbound and outbound (based on given timestamps) are
expressed with +/- mandatory time offset to UTC.

Inbound messages sent to RTGS contain time information +/- time offset to UTC.

Outbound messages sent from RTGS to business receiver contain:
time information provided by RTGS: UTC;

time information from inbound message: time information provided in inbound message.

The following table illustrates the particularities for time information depending on the location of the
business sender for winter time:
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Location Local time Inbound: Booking time |RTGS Outbound: Outbound:
business business Used time in system time |Booking time [Time
sender sender in UTC stamp provided in
expressed in [FromTime
FromTime UTC added by
RTGS
Frankfurt 08:00 CET 08:00+01:00 08:00+01:00
Lisbon 07:00 WET (= 07:00+00:00  08:00 07:00 07:00.001+00:00 7:00+00:00
uTC)
Athens 09:00 EET 09:00+02:00 09:00+02:00

Table 160 - Time information depending on the location of the business sender for winter time

Due to the ISO definition of the BAH, the time information within the BAH is normalised to ZULU time. RTGS
users must take a possible difference between the two time formats into account when exchanging business
messages with RTGS.

Example

A business message sent to RTGS on 17 December 2021 at 10:30:47 CET would need to be expressed in
the following field in the BAH (“ZULU time”35):

<CreDt>2021-12-17T09:30:47Z</CreDt>

In the case the same business message contains an additional reference to the creation date and time of the
business payload, it would need to be expressed in the business payload (“UTC +/- time offset”) as follows:

<CreDtTm>2021-12-17T10:30:47+01:00</CreDtTm>

A message sent from RTGS on 15 July 2022 at 11:30:47 CEST would need to be expressed in the following
field in the BAH (“ZULU time”):

<CreDt>2022-07-15T09:30:47.00172</CreDt>

In the case the same business message contains an additional reference to the creation date and time of the
business payload, it would need to be expressed in the business payload (“UTC +/- time offset”) as follows:

<CreDtTm>2022-07-15T09:30:47.001+00:00</CreDtTm>

The time offset is required by schema validation within the business message payload and BFH, which is
taken into account for further processing within RTGS.

In the communication process between RTGS and the business senders and receivers the time information
elements are used to indicate:

35 ZULU time (= UTC) is the used format for the time indication in the BAH.
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creation time of a message;
settlement time request (e.g. payment orders);

settlement execution time (only applicable outbound).

Depending on the specific processing connected to a message the time information will be processed in
different ways.

In the RTGS inbound case any ISO Time compliant data format amended by mandatory time shift
information will be accepted, which means in particular also with or without seconds and milliseconds, e.g.
settlement time request <FrTm>2021-12-17T10:30+01:00</FrTm>

In the RTGS outbound case all time information generated by RTGS including seconds and milliseconds are
provided, i.e. in particular:

creation date time;

settlement execution time.

The only time information that is forwarded unchanged in outbound payment messages is settlement time
request <SttimTmReq>.

11.2.3 Outbound traffic exceeding given size limitations

Traffic sent to or from RTGS is subject to a size limitation deriving from transport layer restrictions. The
current exchange limit is foreseen at a size of 32 KB both for inbound and outbound traffic. In case of
exchanges exceeding the maximum foreseen size technical solutions within RTGS allow for adequate
processing of the exchanges and the contained information. The solution envisaged differs according to
RTGS inbound and outbound traffic.

For RTGS inbound traffic there is no need for the RTGS Actor to send information in one shot by making use
of repetitive fields of a single message. Exceeding the maximum size of 32 KB does thus not happen.
Instead of conveying the information in one (big) exchange the RTGS Actor can send two single (small)
exchanges In contrast to outgoing messages there is no need to see them as “one unit”.

For RTGS outbound traffic the size limitation of 32 KB could lead to exchanges not being transmitted as their
content unavoidably exceeds the maximum size. This is particularly the case for query responses and
reports where a considerable amount of information referring to the same business case needs to be
transported.

When the size of an outbound exchange exceeds the aforementioned size of 32 KB, RTGS automatically
switches from a message-based network service to a file-based network service allowing for a maximum file
size transmission of 32 MB. By doing so, splitting of the exchange into different business messages below
the 32 KB maximum limit can be avoided.

For query requests received via a message-based network service, the network service has to be switched if
the query response exceeds the 32 KB (size restriction for message-based network service). RTGS then
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sends an error response via the channel in which the request was received and additionally “pushes” the
guery response.

In case a report exceeds the maximum size of 32 MB, the RTGS outbound exchange may split in several
parts. This may be the case for: BankToCustomerStatement (camt.053) [ 505] (statement of accounts).

In order to indicate that a report was split, the business payload elements foreseen to indicate “pagination” is
used (<Pgntn> ... </Pgntn>) or for camt.053 <MsgPgntn>...</MsgPgntn>) is used accordingly.

For camt.053 a specific procedure for splitting is implemented. In order to avoid exchange parts exceeding
32 MB, the BankToCustomerStatement (camt.053) [ 505] is split at element BKToCstmrStmt/Stmt/Ntry in
the business payload.

In case splitting is applied, the following page starts with the same information within the <Stmt> block as the
last entry of the previous page (listing the same account number and the relating balances) and continues in
the <Ntry> block by listing all instructions that do not fit into the previous page.

The application takes care that the fixed elements plus the repetitive elements do not exceed 32 MB.

11.3 Usage of Messages

The following table lists the usage of all RTGS-messages3® as described in chapter Processes with RTGS

[ 251] in Part Il. Each message usage in the table is referenced as “usage case” in the sub-chapter “The
message in business context” of each message.

The purpose of this chapter is to link Part Il and Part Ill of RTGS UDFS in order to navigate easily between
the Processes with RTGS [’ 251] (descriptions and utilised messages) and the detailed message

descriptions in List of messages [* 408]. Furthermore, this chapter provides an overview of all processes
within RTGS to the business reader.

Each message sub-chapter in Part Il points to the table. In turn, the table points to the corresponding Part II
process.

Conversely, each Part Il process lists the messages involved, and the reader can navigate directly to the
message sub chapter in Part IlI.

ISO Message UDFS Chapter Message Usage Inbound/Outbound

admi.004 Process RTGS reject time or Reject or till time broadcast Outbound
till time broadcast [ 299]

Process information period  Information period broadcast Outbound
broadcast [ 324]

36 Not every message usage is illustrated with a message example.
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ISO Message UDFS Chapter Message Usage Inbound/Outbound
Process AS batch revocation AS batch revocation Outbound
broadcast [ 340] broadcast
Broadcast AS batch AS batch settlement failure  Outbound
settlement failure [ 319] broadcast

Process RTGS operations- RTGS operations-related Outbound

related broadcast [ 369] broadcast

admi.005 Send RTGS query [ 362] Query request message - Inbound

account statement query

admi.007 Send RTGS file [ 253] File rejection notification Qutbound
Send RTGS message [ 255] Message rejection Outbound
notification

Send RTGS query [ 362] Query rejection for failed Qutbound

business validation - account

statement query

camt.003 Send RTGS query [ 362] Query request message - Inbound

account balance query

camt.004 Process RTGS floor and Floor/ceiling notification Qutbound
ceiling [ 295]
Execute start of cycle for AS Sub-account balances Outbound
settlement procedure C notification
[ 328]
Execute end of procedure for Sub-account balances Outbound

AS settlement procedure C  noatification
[ 331]

Send RTGS query [ 362] Query rejection for failed Outbound

business validation - account

balance query

Send RTGS query [ 362] Query response for business Outbound

data - account balance query

Execute RTGS standing Sub-account balance Qutbound
order [ 270] notification
Perform standard RTGS Sub-account balance Outbound
settlement [ 276] notification

All rights reserved. Page 388 of 1021


_Ref8C2C79EF24FE29F813AC61FA447A397D
_Ref96FF38F50393E131B008707F1B279D70
_Ref820C74D7386C03BEB241E3904D8214CE
_Ref8C2C79EF24FE29F813AC61FA447A397D
_Ref8C2C79EF24FE29F813AC61FA447A397D
_RefF9238247AAFCE0F7A37D601D6B5E7B1D
_RefAA4052AE12B10D8AABE04AD564B89602
_Ref8C2C79EF24FE29F813AC61FA447A397D
_Ref8C2C79EF24FE29F813AC61FA447A397D

target

services

T2 Messages - general information

Usage of Messages

ISO Message UDFS Chapter Message Usage Inbound/Outbound
Perform standard RTGS Originator AS transfer Qutbound
settlement [ 276] settlement notification

camt.005 Send RTGS query [ 362] Query request message - Inbound

cash transfer query

camt.006 Send RTGS query [ 362] Query rejection for failed Outbound

business validation - cash

transfer query

Send RTGS query [ 362] Query response for business Outbound

data - cash transfer query

camt.007 Modify RTGS payment order Payment order modification  Inbound
[ 268]
camt.009 Send RTGS query [ 362] Query request message - Inbound

current limits query

camt.010 Send RTGS query [ 362] Query rejection for failed Qutbound

business validation - current

limits query

Send RTGS query [ 362] Query response for business Outbound

data - current limits query

camt.011 Modify current limit [ 347]  Current limit modification Inbound
camt.012 Modify current limit [ 347]  Current limit deletion Inbound
camt.018 Send RTGS query [ 362] Query request message - Inbound

event query

Send RTGS query [ 362] Query request message - Inbound

system time query

camt.019 Send RTGS query [ 362] Query rejection for failed Qutbound
business validation - event
query

Send RTGS query [ 362] Query rejection for failed Outbound

business validation - system

time query

Send RTGS query [ 362] Query response for business Outbound

data - event query

Send RTGS query [ 362] Query response for business Outbound
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t a P g'Et T2 Messages - general information
services
Usage of Messages
ISO Message UDFS Chapter Message Usage Inbound/Outbound
data - system time query
Receive RTGS system System notification QOutbound
notification [ 367]
camt.021 Execute start of procedure  Start of optional procedure C Inbound
for AS settlement procedures instruction
Cand D[ 325]
Execute start of procedure  Start of mandatory procedure Outbound
for AS settlement procedures notification
Cand D[ 325]
Execute start of cycle for AS Start of cycle instruction Inbound
settlement procedure C
[ 328]
Execute end of cycle for AS End of cycle instruction Inbound
settlement procedure C
[ 329]
Execute end of cycle for AS End of cycle execution Qutbound
settlement procedure C notification
[ 329]
Execute end of procedure for End of procedure instruction Inbound
AS settlement procedure C
[ 331]
camt.025 Execute start of procedure  Start of optional procedure  Outbound
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for AS settlement procedures

Cand D[ 325]

Execute start of cycle for AS

settlement procedure C
[ 328]

Execute end of cycle for AS

settlement procedure C
[ 329]

Execute end of procedure for

AS settlement procedure C
[ 331]

Trigger guarantee fund

mechanism use [ 314]

instruction rejection

notification
Start of cycle instruction Qutbound

rejection notification

End of cycle instruction Outbound

rejection notification

End of procedure instruction Outbound

rejection notification

Guarantee fund decision Inbound
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t a P g'Et T2 Messages - general information
services
Usage of Messages
ISO Message UDFS Chapter Message Usage Inbound/Outbound
Trigger guarantee fund Guarantee fund decision Outbound
mechanism use [ 314] rejection
Modify current limit [ 347]  Current limit Outbound
modification/deletion
rejection notification
Modify current limit [ 347]  Current limit Outbound
modification/deletion
execution notification
Modify current limit [ 347]  Current limit modification Outbound
gueuing notification
Reject pending limit Current limit modification Outbound
modification [ 350] rejection naotification
Manage current reservation Current reservation Outbound
in RTGS [ 352] modification/deletion
rejection notification
Manage current reservation  Current reservation Outbound
in RTGS [ 352] modification/deletion
execution notification
Manage current reservation Current reservation Outbound
in RTGS [ 352] modification queuing
notification
Reject pending reservation  Current reservation Outbound
modification in RTGS [ 356] modification rejection
notification
Process RTGS payment Liquidity transfer order Qutbound
order and liquidity transfer  rejection notification
order [ 257]
Reject or confirm payment  Rejection of payment recall Outbound
order recall [ 265] confirmation or rejection
notification
Reject or confirm payment  Acceptance of payment Outbound
order recall [ 265] recall confirmation or
rejection notification
Modify RTGS payment order Payment order modification ~ Outbound
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[ 268]

rejection notification

Page 391 of 1021


_Ref5F3CE39089F100409ED8F7E148761696
_Ref5F3CE39089F100409ED8F7E148761696
_Ref5F3CE39089F100409ED8F7E148761696
_RefA4FF20972500937E1BD6E929C526F49E

target

services

T2 Messages - general information

Usage of Messages

ISO Message UDFS Chapter Message Usage Inbound/Outbound

Modify RTGS payment order Payment order modification ~ Outbound

[ 268] execution notification

Perform standard RTGS Liquidity transfer order fail Qutbound

settlement [ 276] notification
Perform standard RTGS Liquidity transfer order Outbound
settlement [ 276] settlement natification

camt.029 Request payment order Revocation/recall rejection ~ Outbound

revocation or recall [ 260]  notification

Request payment order Payment order revocation Qutbound

revocation or recall [ 260]  execution notification

Request payment order Counterparty recall request  Outbound

revocation or recall [ 260] notification

Reject or confirm payment  Payment recall confirmation Inbound

order recall [ 265] or rejection

Reject or confirm payment  Counterparty payment recall Outbound

order recall [ 265] confirmation or rejection

camt.046 Send RTGS query [ 362] Query request message - Inbound

current reservations query

camt.047 Send RTGS query [ 362] Query rejection for failed Qutbound
business validation - current

reservations query

Send RTGS query [ 362] Query response for business Outbound

data - current reservations

query

camt.048 Manage current reservation Current reservation Inbound
in RTGS [ 352] modification

camt.049 Manage current reservation Current reservation deletion Inbound
in RTGS [ 352]

camt.050 Process RTGS payment Liquidity credit transfer order Inbound
order and liquidity transfer
order [ 257]

camt.053 Send RTGS query [ 362] Query response for business Outbound

data - account statement

query
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target

services

T2 Messages - general information

Usage of Messages

ISO Message UDFS Chapter Message Usage Inbound/Outbound
Receive RTGS report [ 365] Statement of account Qutbound
camt.054 Settle AS settlement Credit notification Outbound

procedure A credit [ 322]

Return liquidity from sub- Debit notification Qutbound
accounts to linked RTGS

DCAs [ 341]

Return liquidity from sub- Credit notification Qutbound
accounts to linked RTGS

DCAs [ 341]

Reverse debit [ 308] Credit notification Outbound
Send AS transfer settlement Debit notification Outbound

notifications [ 310]

Send AS transfer settlement Credit notification Outbound

notifications [ 310]

Settle standing order in Debit notification Outbound
RTGS[ 273]
Settle standing order in Credit notification Outbound
RTGS [ 273]
Perform standard RTGS Debit notification Outbound

settlement [ 276]

Perform standard RTGS Credit notification Outbound

settlement [ 276]

camt.056 Request payment order Payment order Inbound

revocation or recall [ 260]  revocation/recall request

Request payment order Counterparty recall request  Outbound

revocation or recall [ 260]

head.001 Send RTGS message [ 255] RTGS message Inbound
Business Application Header RTGS message Qutbound
[ 382]

head.002 Send RTGS file [ 253] RTGS file Inbound

pacs.002 Reject cash transfer order Payment order rejection Outbound
[ 344] notification
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t a P g'Et T2 Messages - general information
services
Usage of Messages
ISO Message UDFS Chapter Message Usage Inbound/Outbound
Process RTGS payment Payment order rejection Qutbound
order and liquidity transfer notification
order [ 257]
Request payment order Payment order revocation Outbound
revocation or recall [ 260]  notification
Perform standard RTGS Payment order settlement Qutbound
settlement [ 276] notification
pacs.004 Process RTGS payment Payment return order Inbound
order and liquidity transfer
order [ 257]
Perform standard RTGS Payment return Outbound
settlement [ 276]
pacs.008 Process RTGS payment Customer credit transfer Inbound
order and liquidity transfer order
order [ 257]
Perform standard RTGS Customer credit transfer Outbound
settlement [ 276]
pacs.009 Process RTGS payment Financial institution credit Inbound
order and liquidity transfer  transfer order
order [ 257]
Perform standard RTGS Financial institution credit Outbound
settlement [ 276] transfer
pacs.010 Process RTGS payment Financial institution direct Inbound
order and liquidity transfer debit order
order [ 257]
Perform standard RTGS Financial institution direct Outbound
settlement [ 276] debit
pain.998 Send AS batch [ 301] AS batch Inbound
ASTransferlnitiation
pain.998 Send AS batch [ 301] AS batch rejection Qutbound
ASlnitiationStatus notification
Finalise AS settlement AS batch settlement Outbound

procedure A batch after

settlement of all debits
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target

services

T2 Messages - general information

Message references

ISO Message UDFS Chapter Message Usage Inbound/Outbound
[ 321]
Execute AS settlement AS batch final status Outbound
procedure C [ 333] notification
Reject AS transfer order for  AS batch final status Outbound

AS settlement procedure C  notification
[ 337]

Process AS settlement AS batch global notification ~ Outbound

procedure E global

notification [ 338]

Process AS batch revocation AS batch fail notification Outbound
[ 339]
Process AS settlement AS batch settlement Outbound

procedure B batch [ 306] notification

Notify guarantee fund Guarantee fund mechanism Outbound

mechanism initiation [ 312] decision request

Terminate AS processing for AS batch fail notification Outbound

AS settlement procedure A
orB[ 317]

Reject cash transfer order AS transfer order rejection  Outbound

[ 344] notification
Perform standard RTGS AS transfer order settlement Outbound
settlement [ 276] notification
pain.998 Execute RTGS standing Standing order settlement Outbound
ASTransferNotice order [ 270] notification

Perform standard RTGS AS liquidity transfer order Qutbound

settlement [ 276] settlement notification
Perform standard RTGS Counterparty AS transfer Outbound
settlement [ 276] settlement naotification

Table 161 - Usage of Messages

11.4 Message references

This chapter aims to illustrate the approach for the processing and mapping of reference information in
messages used by RTGS. References are used with different purposes. In particular they aim to identify
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t a P 9 Et | Messages - general information

Message references

single messages across the payment chain. In addition they can be used to determine a transaction for
guery status information or to perform actions, e.g. modification or deletion.

In general message identification references can be divided into two categories, i.e.:
point-to-point references;

end-to-end references.

Point-to-point reference information is used bilaterally between the business sender and RTGS respectively
RTGS and the business receiver of a message. It is per definition unique per business sender for a defined
period, i.e. one RTGS business day. In general, this means that a point-to-point information is not subject to
be transported in the end-to-end communication across the payment chain. Nevertheless, there are some
differences in the handling of the point-to-point information. In particular this means that a point-to-point
reference can be forwarded changed or newly created by RTGS.

Business message identifier (used in BAH) is always modified by RTGS, i.e. no subject for forwarding.
The business message Ildentifier in the BAH replaces in RTGS the message identifier (value “NONREF”)
in the group header of all messages.

Instruction Identification is left untouched by RTGS, i.e. will be forwarded unchanged to the business
receiver of a payment message.

End-to-end references passed on, unchanged, throughout the entire end-to-end chain. Depending on
their nature, they added either by the initiating party or by RTGS.

End-to-end identification is assigned by the initiating party and aims to unambiguously identify a
transaction.

UETR is a universally unique identifier and to be generated by the initiating party of a transaction.

Clearing System Reference transports the booking reference to be assigned by RTGS.

All messages used by RTGS are ISO 20022 compliant. That means that in general all elements should be
harmonised across the message portfolio and can simply be mapped into equivalent element in other
messages, e.g. end-to-end identification. Nevertheless, in some cases the same information is mapped into
another element, e.g. the booking reference added by RTGS in payment messages in element clearing
system reference is mapped in booking notification message (camt.054) into element notification
identification.

The following picture illustrates the processing, forwarding and mapping of point-to-point and end-to-end
references by RTGS:
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Figure 122 - Message References

11.5 Business scenarios

This chapter provides an overview of business scenarios set up to bring a message example into context in

RTGS and into a relation to other message examples. The rationale behind this concept is to clearly show

the flow of relevant BICs, account identifications, references, etc. across inbound and outbound messages

within a realistic business scenario. The details of the message examples in the below listed tables can be

found in the sub-chapter “The message in business context” of each message in List of messages [ 408].

Business scenarios are defined to assist the business reader to implement end-to-end scenarios and are

provided for the most frequent and complex business cases in RTGS.

In the following tables, the business reader is provided with detailed descriptions of the business scenarios

and the related message examples for each business scenario:

Business scenario 013 — RTGS head.001 rejection

All rights reserved.

Page 397 of 1021


_RefF38531AB8EA54B1DEFDA3B8F2CB64B31

target

services

T2 Messages - general information

Business scenarios

Overview Message examples

A pacs.009 message is rejected owingtoa Inbound_head.001_RTGS_BAH_(CB-t0-RTGS)_bs013.xml

validation error of the head.001 (BAH). admi.007_RTGS_ReceiptAcknowledgement_Error_bs013.xml

Table 162 - Business scenario 013 — RTGS head.001 rejection

Business scenario 014 — RTGS head.001 payment bank to payment bank

Overview Message examples

A BAH to be used by a payment bank Inbound_head.001_RTGS_BAH_(PB-to-PB) bs014.xml

sending a pacs.009 to RTGS, whichisthen o i6nd head.001_RTGS_BAH_(PB-to-PB)_bs014.xml
forwarded to the next payment bank in the

payment chain. (Note: This business
scenario assumes that the payment has
been successfully settled in RTGS before the

outbound message is sent.)
Table 163 - Business scenario 014 — RTGS head.001 payment bank to payment bank

Business scenario 015 — RTGS head.001 RTGS to payment bank

Overview Message examples

A BAH to be used with a camt.054 from Outbound_head.001_RTGS_BAH_(RTGS-to-PB) bs015.xml
RTGS to a payment bank.

Table 164 - Business scenario 015 — RTGS head.001 RTGS to payment bank

Business scenario 016 — RTGS head.001 payment bank to RTGS

Overview Message examples

A BAH to be used with a camt.050 from a Inbound_head.001_RTGS_BAH_(PB-t0o-RTGS) bs016.xml
payment bank into RTGS.

Table 165 - Business scenario 016 — RTGS head.001 payment bank to RTGS

Business scenario 017 — RTGS head.002 rejection

All rights reserved. Page 398 of 1021



target

services

T2 Messages - general information

Business scenarios

Overview Message examples

A file is rejected owing to a validation error  Inbound_head.002_RTGS_BFH_(PB-to-RTGS)_bs017.xml

(duplicate file) in the head.002 (BFH). admi.007_RTGS_ReceiptAcknowledgement_Error_bs017.xml

Table 166 - Business scenario 017 — RTGS head.002 rejection

Business scenario 018 — RTGS head.002 payment bank to RTGS

Overview Message examples

A file is accepted for further processing Inbound_head.002_RTGS_BFH_(PB-to-RTGS)_bs018.xml
owing to a valid head.002 (BFH).

Table 167 - Business scenario 018 — RTGS head.002 payment bank to RTGS

Business scenario 019 — RTGS head.001 cover payment to RTGS

Overview Message examples

A payment bank sends a pacs.009 cover Inbound_head.001_RTGS_BAH_(CoverPayment-to-RTGS) bs019.xml
message to RTGS.

Table 168 - Business scenario 019 — RTGS head.001 cover payment to RTGS

Business scenario 020 — RTGS pacs.008 rejection

Overview Message examples

An inbound pacs.008 is rejected by RTGS.  Inbound_pacs.008 RTGS_CustomerCreditTransferOrder_bs020.xml

pacs.002_RTGS_FIPaymentStatusReport RJICT_bs020.xml

Table 169 - Business scenario 020 — RTGS pacs.008 rejection

Business scenario 021 — RTGS pacs.008 settlement

Overview Message examples

A pacs.008 payment message is fully Inbound_pacs.008_RTGS_CustomerCreditTransferOrder_bs021.xml

processed and settled. The business sender 4 nq pacs.008_ RTGS_CustomerCreditTransfer_bs021.xm

has not subscribed to receive pacs.002 for
. camt.053_RTGS_BankToCustomerStatement_bs998.xml
successful settlement, so no pacs.002 is

produced.

Table 170 - Business scenario 021 — RTGS pacs.008 settlement
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Messages - general information

Business scenarios

Business scenario 022 — RTGS pacs.008 revocation request after settlement

Overview Message examples

A pacs.008 payment message is fully
processed and settled. The business sender
has not subscribed to receive pacs.002 for
successful settlement, so no pacs.002 is

produced.

After settlement has occurred, a revocation
(cancellation/refund) chain is started and
passed through to the next party in the

payment chain.

Shortly afterwards, the next party returns a
camt.029 inbound to RTGS, rejecting the
cancellation request which RTGS then
forwards on backwards to the sender of the

original camt.056 cancel request.

Inbound_pacs.008_RTGS_CustomerCreditTransferOrder_bs022.xml
Outbound_pacs.008_RTGS_CustomerCreditTransfer_bs022.xml
Inbound_camt.056_RTGS_PaymentCancellationRequest_bs022.xml
Outbound_camt.056_RTGS_PaymentCancellationRequest_bs022.xml

Outbound_camt.029_RTGS_PaymentCancellationRequestStatus_Forwar
ded_bs022.xml

Inbound_camt.029 RTGS_PaymentCancellationRequestStatus_Rejected

_bs022.xml

Outbound_camt.029 RTGS_PaymentCancellationRequestStatus_Reject
ed_bs022.xml

Table 171 - Business scenario 022 — RTGS pacs.008 revocation request after settlement

Business scenario 023 — RTGS pacs.004 successful return

Overview Message examples

A pacs.004 payment return message is fully
processed and settled. The business sender
has not subscribed to receive pacs.002 for
successful settlement, so no pacs.002 is

produced.

The pacs.004 was sent in response to a
camt.056 (cancellation request) previously
received by the business sender of the
pacs.004. After settlement has occurred, a

payment return chain is started.

Inbound_pacs.004_RTGS_PaymentReturnOrder_bs023.xml

Outbound_pacs.008_RTGS_CustomerCreditTransfer_bs022.xml

Table 172 - Business scenario 023 — RTGS pacs.004 successful return

Business scenario 024 — RTGS pacs.009 rejection
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T2 Messages - general information

Business scenarios

Overview Message examples

A pacs.009 payment message is rejected. Inbound_pacs.009_RTGS_FICreditTransferOrder_bs024.xml

pacs.002_RTGS_FIPaymentStatusReport RICT_bs024.xml

Table 173 - Business scenario 024 — RTGS pacs.009 rejection

Business scenario 025 — RTGS pacs.009 (SBTI) settlement

Overview Message examples

A pacs.009 (SBTI) payment message is fully Inbound_pacs.009 _RTGS_FICreditTransferOrder_SBTI_bs025.xml

processed and settled. (SBTlis aliquidity .5 002 RTGS_FIPaymentStatusReport. ACSC_bs025.xml
movement into an RTGS sub-account for AS

usage — procedure D.)

Table 174 - Business scenario 025 — RTGS pacs.009 (SBTI) settlement

Business scenario 026 — RTGS pacs.009 successfully revoked

Overview Message examples

A pacs.009 payment message is accepted, Inbound_pacs.009_RTGS_FICreditTransferOrder_bs026.xml
but before settlement occurs the waiting Inbound_camt.056_RTGS_PaymentCancellationRequest_bs026.xml

payment is successfully revoked (cancelled).
Outbound_camt.029 RTGS_PaymentCancellationRequestStatus_Execut

ion_bs026.xml

pacs.002_RTGS_FIPaymentStatusReport RJICT_bs026.xml

Table 175 - Business scenario 026 — RTGS pacs.009 successfully revoked

Business scenario 027 — RTGS pacs.056 (for settled pacs.009-URGT) rejected

Overview Message examples

An urgent RTGS pacs.009 payment Inbound_pacs.009_RTGS_FICreditTransferOrder_bs027.xml

message is accepted, but after settlement Outbound_pacs.009_RTGS _ FICreditTransferOrder_bs027.xml

occurs the business sender sends a
Inbound_camt.056_RTGS_PaymentCancellationRequest_bs027.xml
camt.056 to revoke the settled payment.

However, the camt.056 is rejected, so the ~ Outbound_camt.029_RTGS_PaymentCancellationRequestStatus_Rejecti

payment remains settled. on_bs027.xml

Table 176 - Business scenario 027 — RTGS pacs.056 (for settled pacs.009-URGT) rejected

Business scenario 028 — RTGS pacs.009 COV settlement
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T2 Messages - general information

Business scenarios

Overview Message examples

A pacs.009 COV payment message is fully  Inbound_pacs.009 _RTGS_FICreditTransferOrder_COV_bs028.xml

processed and settled. Outbound_pacs.009 RTGS_FICreditTransfer COV_bs028.xml

Table 177 - Business scenario 028 — RTGS pacs.009 COV settlement

Business scenario 029 — RTGS pacs.010 rejection

Overview Message examples

A pacs.010 direct debit message is rejected. Inbound_pacs.010_RTGS_FIDirectDebitOrder_bs029.xml

pacs.002_RTGS_FIPaymentStatusReport RJICT_bs029.xml

Table 178 - Business scenario 029 — RTGS pacs.010 rejection

Business scenario 030 — RTGS pacs.010 successfully revoked

Overview Message examples

A pacs.010 direct debit message is accepted, Inbound_pacs.010_RTGS_FIDirectDebitOrder_bs030.xml

but before settlement occurs the waiting Inbound_camt.056_RTGS_PaymentCancellationRequest_bs030.xml

movement is successfully revoked

Outbound_camt.029 RTGS_PaymentCancellationRequestStatus_Execut
(cancelled).

ion_bhs030.xml

pacs.002_RTGS_FIPaymentStatusReport RICT_bs030.xml
Table 179 - Business scenario 030 — RTGS pacs.010 successfully revoked

Business scenario 031 — RTGS pacs.056 (for settled pacs.010) rejected

Overview Message examples

An urgent pacs.010 direct debit message is  Inbound_pacs.010_RTGS_FIDirectDebitOrder_bs031.xml

accepted, settled and forwarded to the Outbound_pacs.010_RTGS_FIDirectDebitOrder_bs031.xml

business receiver, but after settlement occurs )
) Inbound_camt.056_RTGS_PaymentCancellationRequest_bs031.xml
the business sender sends a camt.056 to

revoke the debit movement. However. the Outbound_camt.029 RTGS_PaymentCancellationRequestStatus_Rejecti

camt.056 is rejected, so the direct debit on_bs031.xml

remains settled.
Table 180 - Business scenario 031 — RTGS pacs.056 (for settled pacs.010) rejected

Business scenario 032 — RTGS camt.009 limit query returns business data
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Business scenarios

Overview Message examples

A camt.009 limit query is submitted to RTGS camt.009_RTGS_CurrentLimitsQuery_bs032.xml

by an account owner to query the two limits camt.010_RTGS __ CurrentLimitsQueryResponse_Data_bs032.xml

(one bilateral and one multilateral) on one of
their own RTGS Accounts and receives an

appropriate list of limits.
Table 181 - Business scenario 032 — RTGS camt.009 limit query returns business data

Business scenario 033 — RTGS camt.009 limit query returns business error

Overview Message examples

A camt.009 limit query is submitted to RTGS camt.009_RTGS_CurrentLimitsQuery_bs033.xml

to query all the limits for all accounts owned camt.010_RTGS__ CurrentLimitsQueryResponse_Error_bs033.xml

by a single account owner. However, the
noted owner BIC is incorrect and the RTGS
returns an error response to the query

sender.
Table 182 - Business scenario 033 — RTGS camt.009 limit query returns business error

Business scenario 034 — RTGS camt.011 limit modification fails during execution

Overview Message examples

A camt.011 limit modification has been camt.011_RTGS_ModifyCurrentLimit_bs034.xml

accepted and queued, but has failed during ot 025 RTGS Receipt XSTS_ERROR_bs034.xml
its subsequent execution.

Table 183 - Business scenario 034 — RTGS camt.011 limit modification fails during execution

Business scenario 035 — RTGS camt.012 limit deletion successful

Overview Message examples

A camt.012 limit deletion is submitted to camt.012_RTGS_DeleteCurrentLimit_bs035.xml

delete a single bilateral current limit and is camt.025_RTGS_Receipt XSTS_COMP_bs035.xml
successfully executed, leaving the

counterparty with unlimited financial access

(unless defaulting into a multilateral pool).
Table 184 - Business scenario 035 — RTGS camt.012 limit deletion successful

Business scenario 036 — RTGS camt.007 fails data validation
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Overview Message examples

A camt.007 is sent to RTGS to increase the camt.007_RTGS_ModifyPaymentOrder_bs036.xml

priority of a queued payment order, in order ., 0o5 RTGS_Receipt VSTS_bs036.xml
to achieve earlier settlement. However, the

camt.007 fails validation and is rejected,

resulting in the queued payment retaining its

current queue position.
Table 185 - Business scenario 036 — RTGS camt.007 fails data validation

Business scenario 037 — RTGS camt.046 reservation query returns business data

Overview Message examples

A camt.046 reservation query is submitted to camt.046_RTGS_CurrentReservationsQuery bs037.xml
RTGS by an account owner to query the camt.047_RTGS__ CurrentReservationsQueryResponse_Data_bs037.xml
reservations on one of their own RTGS

Accounts and receives an appropriate list of

reservations.
Table 186 - Business scenario 037 — RTGS camt.046 reservation query returns business data

Business scenario 038 — RTGS camt.046 reservation query returns business error

Overview Message examples

A camt.046 reservation query is submitted to camt.046_RTGS_CurrentReservationsQuery_bs038.xml
RTGS to query all the limits for all accounts camt.047_RTGS_ CurrentReservationsQueryResponse_Error_bs038.xml
owned by a single account owner. However,

the noted owner BIC is incorrect and the

RTGS returns an error response to the query

sender.
Table 187 - Business scenario 038 — RTGS camt.046 reservation query returns business error

Business scenario 039 — RTGS camt.048 current reservation modification gets left pending

Overview Message examples

A camt.048 reservation modification is camt.048_RTGS_ModifyCurrentReservation_bs039.xml

accepted butit is not possible to execute it 5 025 RTGS_Receipt XSTS_PDNG_bs039.xml
yet so it is queued for later execution.

Table 188 - Business scenario 039 — RTGS camt.048 current reservation modification gets left pending

Business scenario 040 — RTGS camt.049 current reservation deletion gets no response
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Business scenarios

Overview Message examples

A camt.049 current reservation deletion is camt.049_RTGS_DeleteCurrentReservation_bs040.xml

sent to RTGS but no response camt.025 is

received.

In this situation, the business sender would
need to investigate their communication
channels and coordinate with RTGS
operations to find out whether a camt.025
had been sent and has been lost, or whether

a camt.025 has not yet been sent at all.

Table 189 - Business scenario 040 — RTGS camt.049 current reservation deletion gets no response

Business scenario 041 — RTGS camt.050 DCA-to-DCA settled

Overview Message examples

A camt.050 moving liquidity from one DCA to camt.050_RTGS_LiquidityCreditTransfer DCADCA_bs041.xml
another DCA settles successfully in RTGS. camt.025_RTGS_Receipt SSTS_ bs041.xml
camt.054_RTGS_CreditNatification_LiquidityTransfer_bs041.xml

camt.053 RTGS_BankToCustomerStatement_bs998.xml
Table 190 - Business scenario 041 — RTGS camt.050 DCA-to-DCA settled

Business scenario 042 — RTGS camt.050 DCA-to-MCA settled

Overview Message examples

A camt.050 moving liquidity from one DCA to camt.050_RTGS_ LiquidityCreditTransfer DCAMCA_bs042.xml
a CLM MCA is submitted to RTGS. As the

response camt.025 is he same as the one in

bs041, there is no camt.025 provided in this

business scenario.
Table 191 - Business scenario 042 — RTGS camt.050 DCA-to-MCA settled

Business scenario 043 — RTGS camt.050 DCA-to-sub-account settled
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Overview Message examples

A camt.050 moving liquidity from one DCA to camt.050_RTGS_ LiquidityCreditTransfer_DCASUB_bs043.xml
a DCA sub-account is submitted to RTGS.

As the response camt.025 is the same as the

one in bs041, there is no camt.025 provided

in this business scenario.
Table 192 - Business scenario 043 — RTGS camt.050 DCA-to-sub-account settled

Business scenario 044 — RTGS camt.050 DCA-to-T2S settled

Overview Message examples

A camt.050 moving liquidity from one DCA to camt.050_RTGS_ LiquidityCreditTransfer_ DCAT2S_bs044.xml
a T2S DCA is submitted to RTGS. As the

response camt.025 is same like the one in

bs041, there is no camt.025 provided in this

business scenario.
Table 193 - Business scenario 044 — RTGS camt.050 DCA-to-T2S settled

Business scenario 054 — RTGS camt.018 request for system time

Overview Message examples

A camt.018 message is sent to RTGS camt.018 RTGS_CurrentSystemTimeQuery_RT16_bs054.xml
requesting to be informed of the RTGS camt.019 RTGS_CurrentSystemTimeQueryResponse_RT16_bs054.xml
system time. The valid request is processed

and a camt.019 is returned with the

requested information.
Table 194 - Business scenario 054 — RTGS camt.018 request for system time

Business scenario 055 — RTGS camt.018 request for event status information

Overview Message examples

A camt.018 message is sent to RTGS camt.018 RTGS_CurrentEventQuery_bs055.xml
requesting to be informed of the status of all camt.019 RTGS_CurrentEventQueryResponse_bs055.xml
events in the RTGS system. The valid

request is processed and a camt.019 is

returned with the requested information.
Table 195 - Business scenario 055 — RTGS camt.018 request for event status information

Business scenario 056 — RTGS system-generated camt.019

All rights reserved. Page 406 of 1021



target

services

T2 Messages - general information

Business scenarios

Overview Message examples

A camt.019 message is automatically camt.019 RTGS_CurrentEventNotification_RSOD_bs056.xml

generated by RTGS and sent to a business
receiver, notifying the business receiver of an
RTGS event, which has just reached its

execution time.
Table 196 - Business scenario 056 — RTGS system-generated camt.019

Business scenario 998 — RTGS camt.053 customer statement

Overview Message examples

A camt.053 customer statement is produced camt.053 RTGS_BankToCustomerStatement_bs998.xml
by RTGS at EoD for each account in the admi.005 RTGS_ReportQueryRequest_bs998.xml

system and sent to appropriate recipients
o ) Inbound_pacs.008_RTGS_CustomerCreditTransferOrder_bs021.xml
based upon subscription and routing.

) ) . Camt.050_RTGS_LiquidityCreditTransfer DCADCA_bs041.xml
In particular, this statement is for an RTGS

Account (ID:
“RTGSDCPBAADEFFAC2EUR0A01”) dated
8 October 2019 and includes all examples
from all business cases which show as
settled on that date. The opening balance
shows as zero for convenience but the
closing balance is calculated according to the

entries listed.

Table 197 - Business scenario 998 — RTGS camt.053 customer statement
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12 List of messages

Chapter Message code Message name

Administration (admi)

SystemEventNotification (admi.004) admi.004 SystemEventNotification

[ 410]

ReportQueryRequest (admi.005) admi.005 ReportQueryRequest

[ 422]

ReceiptAcknowledgement (admi.007) admi.007 ReceiptAcknowledgement
[ 425]

Cash Management (camt)

GetAccount (camt.003) [ 428] camt.003 GetAccount
ReturnAccount (camt.004) [ 430] camt.004 ReturnAccount
GetTransaction (camt.005) [ 433] camt.005 GetTransaction
ReturnTransaction (camt.006) [ 435] camt.006 ReturnTransaction
ModifyTransaction (camt.007) [ 437] camt.007 ModifyTransaction
GetLimit (camt.009) [ 440] camt.009 GetLimit

ReturnLimit (camt.010) [ 443] camt.010 ReturnLimit

ModifyLimit (camt.011) [ 447] camt.011 ModifyLimit

DeleteLimit (camt.012) [ 450] camt.012 DeleteLimit
GetBusinessDaylnformation (camt.018) camt.018 GetBusinessDaylnformation
[ 453]

ReturnBusinessDaylnformation camt.019 ReturnBusinessDaylnformation

(camt.019) [ 455]

ReturnGeneralBusinessinformation camt.021 ReturnGeneralBusinessInformation

(camt.021) [ 461]

R